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Modeling indicators of investment systems 

In the work, the system of investment development of Ukraine is built and the value of export and 
import is predicted, as the indicators that most depend in the system on the change in the indicator of direct 
foreign investment. At the current stage of direct foreign investment in the Ukrainian economy, there is a 
decrease in the intensity of attraction of direct foreign investment, which is caused by a number of factors of 
an economic and political nature. Representatives of the private sector of foreign countries are mainly 
interested in highly profitable areas, in particular the financial sector and industry, which currently account 
for about half of foreign investments accumulated in the country's economy. 
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2010 45370,0 63341,5 72678,5 1079346 7,96 109,1
2011 48197,6 82574,5 96788,5 1299991 7,98 104,6
2012 51705,3 82926,6 98813,8 1404669 7,99 99,8
2013 53704,0 77553,9 91220,0 1465198 7,99 100,5
2014 38356,8 65422,5 65949,5 1586915 15,77 124,9
2015 32122,5 47863,7 47253,0 1988544 24,00 143,3
2016 31230,3 46229,7 49117,8 2385367 27,19 112,4
2017 31606,4 53979,0 60321,5 2981227 28,07 113,7
2018 32905,1 58972,9 63496,4 3560302 27,69 109,8
2019 35809,6 65683,5 67742,4 3977198 23,69 104,1

2020 54210 63465 65176 4194102 25,8 105

2021 52091 80026 82233 5459574 27,8 110
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p-level

 0.81 0.66 0.0012

 0.78 0.61 0.0026
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Substantiating of the components for creating a software and hardware complex 
for detection of radiation and chemical warfare agents 

The report is devoted to the theoretical substantiating of the relevance of developing a hardware and 
software complex for the detection of radiation and CWA, including elements necessary for its operation 
(radiation and gas sensors). An analysis of the state of informatization of environmental monitoring was 
carried out; specified and characterized threats; analyzed specialized means for detecting radiation and CWA; 
problems for the creation of a new complex were identified; the best components are selected. 

 

 

 


