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With the rapid growth of the digital world, IT companies that develop, implement,
and improve information technology are growing in importance at an exponential rate.
However, as studied by O. Starkova and O. Andreichikov (2024a), IT companies are
largely dependent on their intellectual capital (IC), the core of which is human capital,
thus qualifying IT services as intellectual, as most of their added value is generated by
labor, particularly highly skilled labor. Clearly, the development of software, as the
major activity of IT companies, is actually carried out by employees that have specific
technical skills and knowledge; therefore, IT companies cannot innovate or compete
effectively without highly qualified specialists. This, in turn, requires IT companies to
develop appropriate systems for the development and management of intellectual
capital as a strategic asset that drives innovation, growth, long-term success, and
competitive advantages of IT companies.

However, although intellectual capital is of strategic importance, the issue of its
effective management is still understudied in scientific and applied aspects. Hence, the
primary aim of this paper is to analyze the management of intellectual capital as a
strategic asset for I'T companies with due regard to the main risks.

Among a small number of research studies dealing with the issues of IC
management in IT companies it is worth mentioning works by researchers such as
V. Lapotkov (2024), L. Pater (2024) and Y. Serpeninova et al. (2022).
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The first thing to note is that intellectual capital management involves a transition
from traditional asset- and function-based thinking to a knowledge-based paradigm,
where the main asset is seen as neither equipment nor financial capital but as
employees’ expertise, intellectual property, and the IT company’s ability to generate
knowledge and innovation, as studied by O. Starkova and O. Andreichikov (2024b) on
the example of Apple and the 100 largest companies in Ukraine.

According to L. Pater (2024), intellectual capital management is one of the
priority functions of strategic management. Therefore, the design of the intellectual
capital management system should consider potential risks, which is a critical task for
the strategic management team of IT companies, as this minimizes threats to
organizational resilience, increases adaptability to market changes and ensures
sustainable competitiveness in the long term in a dynamic market environment. Hence,
intellectual capital management in this context goes beyond a purely formal function
and becomes more risk-based, which involves identifying and minimizing the impact
of factors that may limit the effective use of intangible assets of I'T companies, such as
knowledge, staff’s skills, intellectual property, internal corporate culture and so on.
Given that human capital is a key source of value for IT companies, these risks should
be given special attention.

The main groups of IC management risks can be classified as follows:

1.  Risks related to human capital.

1.1. The risk of losing key employees because of the high mobility of today's
skilled specialists, especially in the context of extensive remote work opportunities,
which can lead to brain drain or loss of critical knowledge and reduce the innovation
potential of IT companies.

1.2. The risk of inefficient knowledge sharing between business units and
employees because of the lack of internal communication and mechanisms for
knowledge documentation, which may complicate the adaptation of new employees
and reduce productivity among specialists in general.

1.3. The risk of losing the relevance of employees' knowledge and skills because
of the rapid development of IT technology, which leads to a mismatch between human
capital and the current requirements of the I'T industry.

2. Risks related to structural capital.

2.1. The risk of functional inconsistency resulting from an inadequately efficient
internal structure, inefficient IT solutions, or lack of clearly identified knowledge
management mechanisms, which may adversely affect and limit the fulfillment of
intellectual capital potential.

2.2. The risk of technical obsolescence of the infrastructure or the use of outdated
and low-efficient information systems complicates knowledge management and
innovation processes, which can slow down the company’s adaptation to technological
changes.

2.3. The risk of losing intellectual property, e.g. inadequate legal protection of
patents, copyrights or code fragments, can lead to loss from theft or unauthorized use
of innovations.

3. System and external risks.
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3.1. The risk of regulatory changes in intellectual property or labor law may
significantly affect intellectual capital management policies.

3.2. The risks of cyber threats, data loss, hacking and unauthorized access to
internal knowledge bases and code repositories pose a threat to the security of
intellectual assets.

3.3. The risk of exposure to global competition because of the increasing number
of competitors in the IT market affects the processes of staff migration, which adds to
pressure on the main component of IC, the human capital of IT companies.

3.4. The risk of technological shifts and the emergence of disruptive
technologies, such as artificial intelligence, which may lead to the displacement of
some employees, thus entailing major changes in the IC management system.

In view of the above, it is obvious that a risk-based approach to intellectual capital
management in I'T companies is a prerequisite for the formation of strategic flexibility
and innovation capacity of IT companies. Identifying, assessing and monitoring risks
related to the key elements of IC allows not only minimizing potential losses but also
adapting management practices to a dynamic environment in a timely manner.

To create an effective risk-based intellectual capital management system for IT
companies, it 1is reasonable to implement comprehensive risk assessment
methodologies, in particular, using quantitative and qualitative approaches (SWOT
analysis, PEST analysis, risk matrix, scenario modeling, etc.). It is also important to
integrate risk management into the overall strategy of knowledge and human resource
management in [T companies.

To summarize the main findings of the study, it should be noted that intellectual
capital is not only an asset, but also a fundamental strategic resource that determines
the competitiveness, innovation and sustainable growth of IT companies. Managing
intellectual capital efficiently is critical to success in information technology and
knowledge-based innovation.

Further research and development of effective systems for managing the
intellectual capital of IT companies should be aimed at examining its components,
exploring their strategic importance, reviewing management models and methods,
assessing challenges and opportunities, evaluating their impact on performance,
analyzing successful examples and forecasting future trends with due regard to
technological changes, risks and the specific impact of different components of
intellectual capital on different types of IT companies.
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JOCJIIIKEHHA METOIIB SINGLE SIMPLE PATCH
(SSP) TA ENHANCED SINGLE SIMPLE PATCH (ESSP)
JJA BUABIEHHSA 30bPA’KEHD, S'EHEPOBAHUX
IITYYHUM IHTEJIEKTOM

JlecneBuu €rop €BrenoBuy

3100yBay BUILIOT OCBITH 0AaKaIaBPCbKOTO PiBHS
KoporeeBa Terssna OuexcanapiBHa

KaHJIUJAT TEXHIYHUX HaAYK, JOIEHT,

Kadenpa «IIporpamne 3a06e3mneueHHs»

HamionaneHuit yHiBepcHUTET «JIbBIBChKA MOITEXHIKA

CrpiMkuil po3BUTOK reHepaTuBHOro Imrydnoro inrenekry (ILI), 3okpema
Generative Adversarial Networks (GAN) 1 audy3iitHUX MOZETei, T03BOJIMB CTBOPIOBATH
dboTopeaslicTU4YH1 300paKeHHS, SKI CKIAAHO BIAPI3HUTU Bia copapxnix [1, 2]. Lle
MOPOAKIIO 3arpo3u Jie3iH(opmarlii, MaHImyJisIii Ta miApyuBYy T0BIpH 10 Mefia [3, 4].

CyuacHi wMeroau BusBieHHs [lII-3reHepoBaHux 300pakeHb BKIIOYAIOThH
Convolutional Neural Networks (CNN), nokansHi MeTpuuHi miaxoau (multiLID) ta
MYJIBTEMOJIaTbHI apXiTeKTypH [ 1-4, 7]. [IpoOnema Takux METOIB MOJSATAE B TOMY, 1110
iX e(eKTUBHICTh 3HM)XYEThCS Ha 300pa)KEHHSX 13 HEBIIOMUX T'€HEpaTOpiB abo IMpu
CIIOTBOPEHHSX, TAKUX SIK PO3MUTTS YU CTHCHEHHH [3, 4, 9].

Jlyist BUpiteHHs ux mpobsiem O0yJo 3ampornonoBano meroa Single Simple Patch
(SSP), mo anani3ye JoKaJibHI IIIyMOBI 00J1aCTi 300paK€Hb, Ta HOro MOKPAILEHY BEPCIIO
Enhanced Single Simple Patch (ESSP), sxa Bkitouae MOmyni COPUAHATTA Ta
nokpamieHHs: skocti [5, 6]. Takox edextuBHuMU € Mozem Ha 06a3i Contrastive
Language-Image Pre-Training (CLIP) nns BusiBIeHHS 3reHEpOBaHHUX 300paKeHb Bij
pi3HUX TeHeparopis [8].

Meron SSP € cyyacHMM MiAXoJOM [0 BUSBIICHHS 300paK€Hb, 3T€HEPOBAHUX
IMITYYHUM IHTEJIEKTOM, SIKUM aHalli3y€ JIUIIE OJHY HEBEJIHMKY AUISHKY 300paKeHHS 3
HU3BKOIO TEKCTYypHOI ckiaaHicTio [5]. KirodoBa imes mosnsirae y BHUKOPHUCTAHHI
“mpoctux” (omHOPIAHKMX) (PparMeHTIB, OCKUIBKM caMe y TaKUX 00JacTsIX HailKkparie
IPOSIBISIOTBCA BIIMIHHOCTI MIXK IIYMOM KaMe€pu Yy CIHpaBXHIX 300pakeHHSX 1
aptedakTaMu, MPUTAMaHHUMHU 3reHepOBaHUM 300paxkeHHsM [5, 10]. Anroputm SSP
BKJIIOYAE:
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