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The article reveals the theoretical and practical aspects of risk management in Ukrainian enterprises under martial law. Statistical data on the
losses of the Ukrainian economy caused by a full-scale invasion are analyzed; the features and size of direct and indirect losses are characterized.
The number of losses from the threats of martial law by sectors of the Ukrainian economy is considered, and the need to introduce a risk
management system into Ukrainian enterprises is substantiated to strengthen business resilience and increase its competitiveness during periods
of military instability. The main types of risks enterprises face during martial law are revealed, and their impact on performance and business
development opportunities is indicated. Tools for identifying and assessing such risks are considered. The main types of risk management
strategies are shown, and the probability and degree of risk impact criteria propose a methodical approach to choosing the optimal type of
strategy. It is determined that the higher the likelihood of threats and the level of damage caused by their effect, the more active and radical
management decisions in the risk management system of enterprises should be. Risk management strategies that were used before martial law
were determined. The features of choosing the ways of wartime risk optimization by the risk assessment indicators are indicated. Each strategy
proposes measures to eliminate risks and/or reduce the negative impacts of existing threats. The possible results of implementing each risk
group's proposed risk management strategies are summarized. The study's results can be used in the practical activities of Ukrainian enterprises,
especially in frontline areas, when forming a risk management system to minimize existing martial law threats and ensure enterprises’
continuous operation.
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Cmamms npucesiieHa po3Kpummio meopemuyHuUX ma NPaKMu4HuUX achekmis ynpasaiHHs pusukamu Ha nionpuemcmeax Ykpainu e ymogax
80€HHO20 cmaHy. [IpoaHanizoeaHo cmamucmuy4Hi 0aHi wodo 36umkie eKOHOMIKU YKpaiHu, wo cnpu4uHeHi NOBHOMACWMAOHUM 8MOP2HEHHSIM,
0Xapakmepuso8aHo 0cob6augocmi ma posmip npsimux i Henpsmux empam. Po3zaasHymo piseHb 36umkie 8i0 3a2po3 80€HHO020 cmaHy 3a
cekmopamu eKOHOMIKU YKpaiHu, 06rpyHmoeaHo Heo6XiOHicmb ynpoeadiceHHs: cucmemu pu3uk-MeHeddcMeHmy 8 Ois/ibHicMb YKpaiHCbKux
nionpuemcme 051 nocusieHHs cmilikocmi 6i3Hecy ma nidguujeHHs1 i020 KOHKYPEHMOCNpOMOdCHOCMI y nepiod 80€HHOI HecmabiibHOCMI.
Oxapakmepu308aHo OCHOBHI 8UOU PU3UKIB, 3 AKUMU CMUKaombcs nionpuemcmea 6 nepiod 80€HHO20 cmaHy, ma 8U3HAYEHO Xapakmep ix
snaugy Ha pezysabmamu disiabHocmI [ Moxcaugocmi po3eumky 6isHecy. Po3a2nssHymo iHcmpymeHmu 8usi8/1eHHsl ma OYIHKU MakKux pusukis.
3a3HaueHo 0CHO8HI munu cmpameeill ynpasaiHHsa pusukamu ma 3anponoHosaHo memodu4Hull nioxio do eubopy onmumaabHO20 8UJY
cmpamezii gidnosidHo do kpumepiia timogipHocmi ma cmyneHo 8nugy pusuky. BusHaueHo, ujo yum suwjumu € iMogIpHicMb HACMAHHS 3a2P03
ma pigeHb 3a8daHoi wkodu 810 ix en/ausy, muM aKMUSHIWUMU MA pAJUKAAbHIWUMU MAOMb 6YMU ynpasaiHCbKI piuleHHs 8 cucmemi pusuk-
MeHedsycmeHmy nidnpuemcmes. BusHaueHo cmpamezii ynpagaiHHs pusukamu, siki € npiopumemHumu 8 nepiod 80eHH020 cmawy. 3a3HaA4eHO
ocobsugocmi 8ubopy Hanpsimy onmumizayii pusukie 80eHHO20 Yacy 8i0nogioHo 8i0 OYiHOYHUX NOKA3HUKIE pu3uky. 3anponoHOB8aHO HU3KY
3axodie 8 Mexncax KodcHoi cmpameeii, o cnpsamMoeaHi Ha YCyHeHHs pusukie ma/abo 3HUJNMCEeHHSI He2amueHUX 8N/Usie ICHYIYUX 3az2po3.
Y3azanvHeHo Mmodcaugi pe3ysbmamu peanizayii 3anponoHosaHux cmpamezili ynpaeaiHHs pusukamu w000 KONMCHOI epynu pusukie.
Pesyabmamu docaidijceHHsT MOXHCYymsb 6ymu sukopucmaHi 8 npakmuyHiii disiabHocmi nionpuemcme YkpaiHu, 0co6auso 8 npugpoHmosux
mepumopisix, nio yac opmysaHHs cucmemu pusuK-meHeoHCMeHmy 0451 MiHImMI3ayil icHylo4uX 3a2po3 80EHHO20 CMAHy ma 3abe3neyeHHs
6e3nepepsHoi disibHOCMI nidnpuemcms.

Karwouosi cno8a: ynpagiHHs pusukamu, 80EHHUL cmaH, cmpamezii ynpas/iiHHs, 3a2po3u, MiHiMi3ayisi pusuky, 36umku, nionpuemcmaa.

Statement of the problem

Military conflicts always have a powerful destructive impact on the economy, changing the nature of enterprises
functioning, increasing uncertainty, and forming a new configuration of the external environment. With the beginning of the
full-scale invasion of the Russian Federation into Ukraine in February 2022, Ukrainian businesses faced a lot of challenges that
required management decisions to ensure the possibility of continuing to operate. Starting in 2022 and during martial law,
enterprises operate in a volatile environment, accompanied by decreased business activity, disruption of logistics chains,
changes in the legislative field, and increased financial and operational risks. This requires enterprise management to
implement an effective risk management system capable of promptly responding to external threats of military actions.

The role and process of forming a risk management system is the subject of research by foreign and Ukrainian
scientists. The role of risk management system in the activities of enterprises was studied by Bugai V. Z. and Matsyuk 0. V. [4],
Mostenska T.L., Skopenko N.S. [7], Sosnovska 0.0., Dedenko, L.V. [9]. Vijayendra Kumar Shrivastava et al. [3] substantiate the
role of risk management in strategic decision-making, ensuring stakeholder trust, operational sustainability, value creation and
innovation, and cost reduction. Chumachenko O. and Neskorodko O. [12] focus their attention on the role of risk management
in ensuring enterprises' financial stability.

Given the ongoing military conflicts, including those on the territory of Ukraine, scholarly attention has also been
directed toward the issues of the impact of military actions on business operations and ways to solve such challenges.
Dyuhovanets O. et al. [1] investigated the organization of enterprise risk management during wartime and noted some ways to
prevent and eliminate risks. Chernyshova L. I. [11] presented models of behavior of modern enterprises under martial law as
a response to existing threats. However, despite the already existing developments, there remains a need for additional
research on the features of risk management strategies during martial law and the selection of appropriate strategic types for
existing risks to reduce their negative impact on the enterprise and simplify the decision-making procedure.

The purpose of the research

The article aims to explore the theoretical and practical aspects of the risk management system in Ukrainian
enterprises under martial law.

© Sobakar Marharyta, 2025
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Presentation of the primary research material

The armed aggression by the Russian Federation has inflicted and continues to cause significant damage to Ukraine's
economy, with losses estimated at hundreds of billions of US dollars.

According to the results of the "Rapid Assessment of Damage and Recovery Needs (RDNA4)", which was jointly
prepared by the World Bank, the Government of Ukraine, the European Union (EU) services, and the United Nations (UN) [10]
as of the end of 2024, the total direct damage caused by full-scale invasion in Ukraine is estimated at approximately $176 billion.
The most affected sectors are housing, energy infrastructure, mining, transport, trade, industry and agriculture. A particularly
significant increase in damage was experienced in the energy sector.

200 According to the Kyiv School of Economics
g 150 - (KSE) [2], the total direct damage to Ukraine's
= 100 - infrastructure as of November 2024 reached $170 billion
2 (Figure 1). This includes destroyed residential buildings,
» 50 . ees o
0 transportation routes, energy facilities, and other critical
o ZJ f o e e b‘ Lo e e b‘ o infrastructure elements.
£ 2 gfné f-é § £ 2 aé é g £ 2 a_qné f-é The housing sector suffered the most
= g 98 5§5= g g §= 89 tremendous losses, exceeding $60 billion. Transport
i}' 2 §‘ 2 §‘ S infrastructure ($38.5 billion), which includes destroyed
roads, railways, and ports, also suffered significant
2022 2023 2024 losses.

Direct damage to enterprises is estimated at
$14.4 billion, which includes significant damage and
destruction of enterprise assets, including fixed assets,
capital investments, and material stocks.

Ukraine’s agricultural sector - one of the
leading sectors of the country's economy - suffered losses exceeding $10 billion, which are presented in Table 1. The largest
share of the total losses of the agricultural sector is associated with physical destruction and damage to agricultural machinery.
This resulted in losses of over $5.8 billion. The second most significant loss category is the destruction or illegal removal (theft)
of farm products, with a total value of approximately $1.9 billion. These figures indicate a critical level of material losses in the
agricultural production chain, significantly affecting food security and Ukraine's export potential.

Table 1. Losses of the Ukrainian agro-industrial complex caused by war

Fig. 1. The total direct losses of the Ukrainian economy due
to military actions are $ billion.
Source: prepared by the author based on [2]

Types of losses Measurement unit|Original quantity| Destroyed | Damaged losEZtsl-rgE;)ti‘iﬁon
Agricultural machinery units 764,323 130,603 50,521 5.8
Granaries Capac“{(’)g;"“sand 75,084 11,351 | 3,341 18
Animals thousand heads 203,292 1,899 11,963 0.2
Bee colonies units 2,272,740 86,902 192,526 0.03
Perennial crops ha 197 100 16,364 0.4
Destroyed and stolen factors of production t 962 951 135,993 0.1
Destroyed and stolen finished agricultural goods t 25,486,613 4,037,542 1.9
Aquaculture and fisheries facilities units 2102 228 0.03
Total X X X X 10.3

) ) o Source: [2]
® Residential buildings General information on losses to the

Ukrainian economy by sectors as of November 2024 is
presented in Figure 2.

® Energy When analyzing the volume of damage by
region of Ukraine, the highest losses were suffered by
the front-line regions: Donetsk region ($38.6 billion),

W Infrastructure

B Enterprise assets, industry

® Agriculture and land Kharkiv region ($32.2 billion), Luhansk region
resources ($18.2 billion), Zaporizhia region ($17.0 billion),
® Education Kherson region ($13.4 billion).

In addition to direct damage and losses,
military actions cause indirect economic losses to the
Healthcare Ukrainian economy, the scale of which significantly
exceeds direct losses. There is a significant impact on
economic activity - in the form of disruption of

Forest fund

Culture, tourism, sports

Transportation production chains, a decrease in production volumes,

and an increase in costs associated with the

Other consequences of the war (for example, cleaning up the

Fig. 2. Direct losses by sectors of the Ukrainian economy caused territories from destruction). The total economic
by military actions, $ billion. Source: [2] losses in these areas are estimated at over $589

billion [10].

According to a study by the Kyiv School of Economics in cooperation with the Ministry of Infrastructure, other relevant
ministries, and the National Bank of Ukraine [5], since the beginning of Russia’s full-scale invasion of Ukraine, actual (from
February 2022 to June 2024) and projected indirect economic losses in the form of lost income and value-added amount to
approximately $1.164 trillion and $385.7 billion, respectively.

Such indirect losses are directly related to the business and enterprise sectors. The most significant indirect economic
losses were suffered by key manufacturing sectors, posing additional threats to the development and functioning of the national
economy. In terms of lost revenue, the most significant losses were observed in the trade sector ($450.5 billion), industry,
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construction and services ($409.9 billion), and agriculture ($83.1 billion). Key infrastructure sectors also suffered significant
revenue losses: energy ($43.1 billion) and transport ($38.8 billion).

The daily consequences and outcomes of military operations cause substantial losses. As a result of missile strikes
and drone attacks, business assets are destroyed or partially damaged. Disruption of logistics chains and the inability to use
several logistics routes significantly limits the ability to ensure the supply of products, especially within the framework of
foreign economic activity. Consequently, export-oriented sectors of the national economy are experiencing additional
significant operational challenges. Furthermore, further difficulties arise with domestic sales. Domestic demand has sharply
decreased due to mass migration and reduced household income.

Additionally, mass mobilization and emigration of the working-age population abroad have caused demographic
changes that have led to demographic shifts, causing a labor shortage in several economic sectors. Business operations are also
complicated by power supply disruptions, which are a critical factor for the continuous operation of enterprises.

Thus, military actions on the territory of Ukraine cause additional risks for the activities of domestic enterprises.
Under such conditions, the issue of implementing a risk management system in Ukrainian enterprises becomes particularly
relevant. Risk management in wartime is a strategically important element of the overall enterprise management system. It
allows for a holistic response to modern challenges, strengthening business protection and increasing its competitiveness
during military instability.

The main objectives of a risk management system in wartime include:

1) ensuring business survival—By implementing effective risk management measures, enterprises can protect their
production and financial resources, avoid or minimize significant losses, preserve assets, and maintain key processes even in
critical situations.

2) loss reduction - Strategic risk management helps minimize the consequences of shelling, occupation, or destruction
of infrastructure, reduce downtime, avoid the loss of production capacity, and prevent supply chain disruptions.

3) Personnel protection - The risk management system aims to develop employee safety measures, including
evacuation plans, safe working conditions, and emergency training.

4) Maintaining business reputation: Monitoring the ethical aspects of the company's activities, avoiding cooperation
with dishonest counterparties, taking an active social position, and participating in volunteer initiatives contribute to forming
a positive image even during a crisis.

5) Formation of a sustainable business model - A risk management system allows a company to adapt to changes,
maintain operational stability, and ensure the continuation of business processes in conditions of uncertainty and threats.

One of the main stages of the risk management system is risk identification. Risk identification aims to reveal all
potential threats that may negatively affect the enterprise's activities. Such identification is carried out using expert methods
(surveys of experts, employees, etc.), brainstorming, SWOT analysis, and PESTEL analysis.

Therefore, it is essential to summarize the types of risks that may arise in the activities of Ukrainian enterprises,
especially in wartime conditions. Enterprises face various financial, operational, logistical, and human resources risks. Based
on a synthesis of scholarly opinions [1, 6, 11], as well as an analysis of current business conditions, the following types of
enterprise risks in wartime can be identified:

1. Operational risks are associated with the complications of enterprises' operational activities and are characterized
by interruptions in the production process, shortages of resources, and shortages of personnel.

The most pressing operational risk is the threat of destruction of production facilities due to military actions or missile
strikes. Over 40% of Ukrainian enterprises in 2022 suspended their activities due to damage to production facilities or inability
to provide logistics [8]. As a result of this risk, there is a threat of the need to relocate enterprises, which leads to the loss or
disruption of established business processes, customers, and personnel.

One of the most critical risks resulting from hostilities, shelling, and occupation of Ukraine's territories is limited
access to resources for economic activity. This includes natural resources and access to extraction, a significant part of which
is limited or inaccessible. Furthermore, energy supply has become a pressing issue due to frequent attacks on Ukraine's energy
system. Power outages threaten to stop enterprises' production processes.

2. Occupation risk -directly related to military operations and a full-scale invasion by the Russian Federation. The
situation on the front directly affects the level of this risk. In the event of occupation of the company's territory, operational
activities are often suspended, profits are lost, and material resources are destroyed. If the company is located near active
hostilities, the probability of such a risk materializing increases significantly.

3. Financial risks — which include threats to the sustainable financial condition of enterprises, as well as to the
ability to generate income and resources to finance activities. Due to reduced demand, limited access to credit resources, and
areduced volume of investments, an enterprise may face a decrease in income and a drop in production indicators.

This group of risks includes the following primary sources of threats:

- inflation and devaluation of the national currency, resulting in a constant increase in the price of imported goods
and changes in the cost of raw materials;

- decrease in consumer solvency caused by a drop in demand, loss of sales markets;

- increasing security costs (asset storage, security, insurance, etc.).

4. Logistical risks - from occupying parts of Ukraine and infrastructure damage caused by shelling. Such risks are
driven by disruption of transport infrastructure, blockade of seaports, and complications in export-import operations.

Disrupted logistics routes make sales and product acquisition operations more complicated. This situation primarily
results in delivery delays, accumulation of large volumes of finished goods, and shortages of raw materials and other physical
resources. Disruption and loss of part of logistics routes also affect the increase in transportation costs.

Such risks especially threaten the possibility of implementing foreign economic activities and complicate the
implementation of exports and imports. Due to the closure of ports and restrictions on crossings, many trade transactions are
delayed or even become impossible. This poses a substantial obstacle to smooth business operations and continuous supply
chains.

5. Personnel risks during military operations in Ukraine are gaining increasing importance and impact on enterprises.
The key sources of threats are employee mobilization and forced migration. This causes an outflow of personnel, including
qualified ones. The shortage of experienced specialists negatively affects labor productivity, which, in turn, reduces the
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enterprise's overall efficiency. In addition, the mental state of employees suffers significantly. Psychological burnout and stress
decrease productivity and the risk of errors.

6. Reputational risks may result from declining trust from partners, consumers, and investors. Firstly, force majeure
circumstances may cause non-fulfillment of obligations to counterparties, significantly affecting the enterprise's reputation as
areliable partner and jeopardizing the long-term continuation of cooperation.

In addition, ethical standards and socially responsible activity elements are becoming increasingly relevant. Today,
more clients are paying attention to the company's reputation: its position on war, involvement in volunteer initiatives, and
ties with the aggressor state. The lack of a clear position or contradictory actions can cause a loss of trust among consumers,
partners, and potential employees, leading to financial losses or even restrictions on further activities. Collaboration with
aggressor countries or failure to adhere to an ethical stance may lead to consumer boycotting.

With the beginning of Russia's full-scale invasion, the number of external and internal risks for businesses has
increased significantly. This seriously threatens the stability and continuity of companies' activities. In such conditions, one of
the key tasks of the risk management system at the enterprise is the timely identification, assessment, and management of risks
to preserve the viability of the business.

Effective risk management is based on developing and implementing action strategies aimed at preventing, avoiding,
or reducing their negative impact. To develop measures to manage the identified risks, it is necessary to establish their objective
assessment. This includes determining the probability of risk occurrence and the level of potential impact.

Risk assessment can be carried out in two directions. First, a quantitative evaluation calculates quantitative risk
indicators and uses forecast modeling based on statistical data (for example, an object's destruction probability).

However, some risks are challenging to determine as quantitative indicators. Therefore, a qualitative assessment of
the probability and impact of risks is widely used. One approach to establishing such assessments is to use a 5-point scale to
assess the probability and impact strength, where 1 is the lowest level, 5 is critical impact, and 5 is a high probability.

Choosing the most optimal approach allows enterprises to minimize financial losses, preserve their business
reputation, increase the efficiency of internal processes, and ensure long-term stability.

Therefore, a critical management task in modern enterprises is to form effective risk response models based on
several measures. When building a risk management system, an enterprise can choose one or more risk response strategies.

The most common of them are [7, 9]:

1. Risk avoidance strategy involves a conscious refusal to take actions associated with potential danger. For example,
a company may decide not to implement new technologies or enter unstable markets to avoid possible losses. This approach
is easy to implement, but it limits the possibilities of making a profit associated with innovative or risky activities. Moreover,
total risk avoidance, especially in war or economic instability conditions, is practically impossible.

2. Risk transfer (diversification) strategy — involves shifting responsibility for possible losses to another party. A
classic example is insurance, for which the company pays an insurance premium and receives compensation in the event of an
insured event. Risk can also be transferred through outsourcing, subcontracting, or financial hedging instruments.

3. Risk minimization (active management) strategy - involves identifying, assessing, and implementing measures that
reduce the impact of risk. This strategy enables companies to remain flexible and adaptable to change.

4. Risk-taking strategy: This strategy is used when the probability of an event or its consequences is considered
acceptable or when the cost of others exceeds the potential losses. This approach is often used for less critical or manageable
risks or when the expected profit justifies the possible losses.

The choice of a particular strategy depends on the nature of the risk, the enterprise's resources, the industry it
operates in, its resilience to threats, and the overall business model. In academic circles, the selection of a risk management
strategy is usually based on criteria such as the likelihood of risk occurrence and the extent of its impact or consequences.
Mostenska T. L. and Skopenko N. S. [7] offer an approach to choosing the direction of optimizing the risk level based on its
probability and the level of losses incurred. Based on their methodology, the author has developed recommendations for
choosing the type of risk management strategy during martial law. Effective risk management in such conditions involves a
competent choice of the appropriate response strategy depending on the likelihood of risk realization and the degree of its
impact on the company's activities. Table 1 presents a methodical approach to choosing the enterprise risk management
strategy type depending on the risk assessment.

Table 1. Matrix for choosing the type of risk management strategy

. . Level of impact on the enterprise
Probability of risk — - —
not significant weak average considerable decisive
occurrence
1 2 3 4 5

High 5 Minimization/ transfer Avoidance/minimization/transfer Risk avoidance
Frequent 4 Minimization/transfer Avoidance/minimization/transfer of risk Risk avoidance
Random 3 Risk-taking | Minimization/transfer Avoidance/minimization

Minor 2 Risk-taking | Taking / transfer Minimization/transfer
Unlikely 1 Risk-taking [ Risk-taking/transfer

Source: proposed by the author

Thus, the general approach to choosing the direction and type of action is that the degree of enterprise involvement
in the risk mitigation process depends on the magnitude of the risk. The higher the probability of threats and the damage caused
by their impact, the more active and radical the enterprise's management decisions should be.

A unique feature of risk management in wartime conditions is that most enterprises' risks belong to the class of
external risks. These are the result of external factors impacting the enterprise and the result of the activities of other entities.
The complexity of risk management in these conditions lies in the fact that the enterprise does not directly influence the sources
of such threats. Under normal conditions, the most common risk management strategy is risk minimization strategies, which
involve active decisions to reduce primarily internal risks. Therefore, risk minimization strategies in martial law conditions
lose priority because the operating environment does not contribute to the choice of this management direction.

Let us consider the presented approach to choosing strategies depending on various combinations of risk impact and
probability.

Critical risks are characterized by the highest probability of occurrence and a significant degree of impact. This is the
most dangerous type of risk that an enterprise may face during a war. Therefore, such risks require implementing the most
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radical avoidance strategies. This applies to threats to the lives of personnel or loss of capacity due to work or the presence of
enterprise assets in a combat zone.

The essence of strategies for such threats should be a complete rejection of risk. Elements of such strategies may
include business relocation (withdrawal of operations from the dangerous area and evacuation of employees), suspending of
activities (refusal of doing business in a war zone, closing branches under direct threat of shelling or occupation), and ceasing
to cooperate with unreliable suppliers in unstable regions.

The most dangerous risks are those with high probability and significant consequences. These risks include damage
and destruction of production facilities and warehouses, mass evacuation of employees, or loss of logistics routes. An avoidance
strategy can also eliminate these risks. However, less radical approaches, such as minimization or partial risk transfer, are also
possible. Strategy for such risks aims to reduce their impact to an acceptable level by relocating assets and activities, creating
reserves, and duplicating critical processes.

Elements of a risk reduction strategy may include changing logistics routes for the supply and distribution of products
towards safer territories. To reduce the likelihood of loss of material supplies and the suspension of production processes, it is
recommended to create reserve warehouses or remote production sites. In this regard, transferring some processes to remote
and digital formats may also be helpful, as it will also help reduce threats to personnel lives.

Risk transfer strategies include concluding insurance contracts for property, equipment, or business interruption.
War risk insurance should be noted among the most effective instruments. This allows enterprises to partially or fully recover
losses caused by extraordinary events (e.g., combat operations, damage to property, fires, etc.). The essence of this approach is
that the insurance company assesses the probability of the risk, sets the appropriate insurance premium, and compensates for
the losses incurred in the event of an event.

During martial law, which is characterized by increased uncertainty, assessing the probability of threats is very
difficult. Therefore, the priority when choosing a behavior model with risk is the degree of its impact. If the likelihood of a
threat occurring is low but the predicted significant level of impact is high, applying a risk transfer strategy and minimization
measures is necessary. Such risks include sudden destruction of infrastructure due to hostilities in remote regions or
cyberattacks on enterprise IT systems.

Risk transfer can be achieved through property and liability insurance and third-party partners who assume part of
the risks (for example, logistics companies that guarantee delivery).

Minimization may include duplicating important information on cloud services, collaborating with backup providers,
creating backups, and storing critical data outside the risk zone.

In the opposite cases, it can be recognized as acceptable when the risk is characterized by high probability and low
impact. These risks occur frequently but do not significantly threaten the enterprise. For example, there may be periodic
Internet outages, fluctuations in prices for non-core materials, and short-term absence of employees. Therefore, an acceptance
strategy may already be recommended for such risks. Possible management decisions may be monitoring the situation and
rapid response without significant costs for protection. In such cases, the risk does not require a special response and can be
accepted without corrective actions. However, it should be noted that the enterprise can leave the risk without an active
response only based on a preliminary assessment showing no critical probability and costs.

The risk acceptance strategy is most appropriate for the least dangerous risks with low probability and impact. These
may concern a slight increase in the delivery time of some materials or moderate delays in processing orders. The company
incorporates the risk into its operations without the additional cost of managing it. This approach allows focusing resources on
more critical risks.

Often, a combination of several approaches is effective. Based on a study conducted on the available risk management
strategies, Table 2 generalizes the strategy for each group of enterprise risks during martial law.

Table 2. Strategies for risk management during wartime conditions

Risk group| Sources of threats Type of strategy Risk management measures Implementation result
i ; . . relocation of production facilities to safer .
. capacity losses; Risk avoidance p . Preservation of company assets
Operational work in a war zone; regions e .
. - — - and the possibility of continuous
risks assets damages; Risk minimization asset preservation .
- - - - operation
production stoppages Risk transfer infrastructure insurance
Risk of occupation of territories, Risk avoidance - moving pmducgon fa.a.l ities to safer Avoiding complete loss of assets,
. inability to access the . regions, relocating critical data and - .
occupation . oes evacuation strategy ensuring legal protection
enterprise facilities documents
Inflation, exchange rate Develop anti-crisis plans, search for . e .
. . . s : . L - . Increasing resilience to economic
Financial instability, change in Risk minimization - alternative sources of income, create . R )
: . . . . fluctuations, maintaining financial
risks consumer demand and | marketing adaptation | affordable product lines, and increase p . .
. stability, stimulating demand
purchasing power brand awareness.
. o Creating raw material reserves .
- Destroyed transport Risk minimization aung ra " g Reducing dependence on usual
Logistical |routes, blockade of ports, diversifying logistics routes o -
. . - - - routes, stabilizing production and
risks export/import Risk transfer - supply | Expanding the range of suppliers, new sales
restrictions diversification logistics operators
. . . E ion of empl rem rk, .
mobilization, labor Risk avoidance vacua_lt on of employees, remote work, Save the lives of employees,
Personnel . . involvement of freelancers S
- migration, a threat to the - - reduce staff shortages, maintain
risks . . o Flexible work formats, automation of .o
lives of personnel Risk minimization productivity
processes
ration with Publi rt for the Armed For f .
. Coope ation wit ul? ¢support for the Al .ed orces o Strengthening the trust of
Reputational| companies of the . . Ukraine, volunteering initiatives, refusal to
. Risk avoidance . . . - customers and partners,
risks aggressor country, partner with companies associated with . -
. . . . maintaining market positions
absence of social position the aggressor, active PR policy

Source: proposed by the author
Conclusions and prospects for further research

Martial law radically changes approaches to enterprise management. To ensure the viability of the enterprise,
strategic reorientation to proactive risk management is necessary. This involves flexibility, prompt decision-making, and
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readiness to function in force majeure conditions. An effective risk management system is key to enterprises' survival and
sustainable development in a crisis period.

During wartime, businesses should regularly analyze all potential risks and choose the appropriate management

strategy depending on the probability and level of threat. In many cases, it is advisable to use a combination of techniques—
for example, minimize the risk and accept or ensure the consequences. This approach provides flexibility and economic
feasibility and increases the chances of the business maintaining its operations even in conditions of extreme uncertainty.

JIim
1.
2.

3.

10.
11.

12.

epamypa

Dyuhovanets 0., Erfan V., Parfeniuk Y. Organization of risk management at an enterprise during the war. Visegrad Journal on Human
Rights. 2023. No 3. Pg.16-21. DOI: https://doi.org/10.61345/1339-7915.2023.3.3.

Report on damages to infrastructure from the destruction caused by Russia's military aggression against Ukraine as of November
2024. URL: https://kse.ua/wp-content/uploads/2025/02/KSE_Damages_Report-November-2024---ENG.pdf.

Shrivastava V., Balasubramanian J., Katyal A., Yadav A., Yogananthan S. Understanding the significance of risk management in
enterprise management dynamics. Multidisciplinary Reviews. 2024. Ne 6 :2023ss093. DOLI:
https://doi.org/10.31893 /multirev.2023ss093.

Byrait B. 3, Mautok O. B. Pusuk-MeHe/PKMeHT sIK iHCTpyMeHT miJiBUlLleHHs eQeKTUBHOCTI rocmnojapioBaHHs. Cxidna €epona:
eKoHoMiKa, 6i3Hec ma ynpasainns. 2017. Ne 5(10). C. 35-40.

3BiT npo HenpsiMi piHAHCOBI BTPaTH €KOHOMIKM BHACIIJIOK BificbKoBOI arpecii pocii npotu Ykpainu ctaHoM Ha 1 siunHa 2024 poky.
URL: https://kse.ua/wp-content/uploads/2024/10/30.09.24_Losses_Report-ua.pdf.

Makasntok 1., Kpupza 0., JlalikoBa A. SIKicCHUM aHasi3 pU3UKIB BITYM3HSAHUX MiJJIPUEMCTB B YMOBaX BOEHHOTO CTaHy. EkoHomika ma
cycninbemso. 2024. N262. DOI: https://doi.org/10.32782/2524-0072/2024-62-73.

MocreHcbka T. JI., CkoneHko H. C. PU3HK-MeHeKMEHT K iHCTPYMEeHT yNnpaBJliHHA rOCNOAapCbKUM PU3UKOM MiJIPUEMCTBA. BicHuk
3anopizbkozo HayioHabHozo yHieepcumemy. 2010. Ne 3(7). C. 74-79.

Ckopo6oraroBa H. €., ToBkauoBa A. C., Penopenko K. B. MeToau ynpapiHHSI eKOHOMI{YHHMHU PU3UKaMHU B yMOBaXx BiliCbKOBOT'O CTaHy.
BisHec, inHogayil, menedsicmenm: npobaemu ma nepcnekmugu: 111 MixkHap. Hayk.-npakT. kKoH®. 2022. C. 195-196.

CocHoBebKa 0. 0., Jlefenxo JI. B. Pusuk-MeHeXKMeHT sIK iHCTpyMeHT 3abe3ledyeHHs cTilikoro QyHKIioHyBaHHS NMiANpPHUEMCTBA B
yMOBax HeBU3HAYEHOCTI. €8ponelicbkull HAyKoBUll HCYpHA/N eKOHOMIYHUX ma ¢inaHcosux iHHosayili. 2019. Ne 1(3). C. 70-79. DOI:
https://doi.org/10.32750/2019-0106.

Ykpaina. llBuzaka ouiHka 3aBAaHol IIKoAM Ta noTpe6 Ha BigHOBJeHHsa (RDNA4). Jlrotuit 2022 - TI'pynenb 2024. URL:
https://documentsl.worldbank.org/curated/en/099052925103531065/pdf/P180174-93c8e8c1-83a2-487d-aaec-
a8435f9db418.pdf.

Yepuuwona JI. I, Bougap K. P., Kpacinoscbka JI. 0. Oco6MBOCTi ynpaBJiHHSI pU3UKaMH B YMOBax [Jil BOEHHOr'O CTaHy: MoJeJsi
NOBEeJIHKU Cy4acHUX MiAnpueMcTB. Haykoguil sicHuk. 0decbko2o0 HAYIOHANIbHO20 eKOHOMIYHO20 yHIgepcumemy. 2024. Ne 3-4 (316-
317).C. 126-136. DOLI: https://doi.org/10.32680/2409-9260-2024-3-4-316-317-126-136.

Yymauenko O., Heckopopbko O. BaockoHasleHHs1 CUCTeMM YNpPaB/iHHS PU3MKaMU sK croci6 migBuiieHHs ¢iHaHcoBoOI cTifikocTi
nianpuemctB. BueHi 3anucku YHiBepcuTeTy «KPOK». 2025. Ne1(77). C. 89-95. DOI: https://doi.org/10.31732/2663-2209-2025-77-
89-95.

References

1.

2.

3.

10.

11.

12.

Dyuhovanets, O., Erfan, V., & Parfeniuk, Y. (2023). Organization of risk management at an enterprise during the war. Visegrad Journal
on Human Rights, no. 3, pp. 16-21. https://doi.org/10.61345/1339-7915.2023.3.3.

KSE. (2024). Report on damages to infrastructure from the destruction caused by Russia's military aggression against Ukraine as of
November 2024. Available at: https://kse.ua/wp-content/uploads/2025/02 /KSE_Damages_Report-November-2024---ENG.pdf.
Shrivastava, V., Balasubramanian, J., Katyal, A,, Yadav, A,, & Yogananthan, S. (2024). Understanding the significance of risk management
in enterprise management dynamics. Multidisciplinary Reviews, no. 6:2023ss093. https://doi.org/10.31893 /multirev.2023ss093.
Buhai, V. Z.,, & Matsiuk, O. V. (2017). Ryzyk-menedzhment yak instrument pidvyshchennia efektyvnosti hospodariuvannia [Risk
management as a tool to increase economic efficiency]. Skhidna Yevropa: ekonomika, biznes ta upravlinnia, no. 5(10), pp. 35-40.

KSE. (2024). Zvit pro nepriami finansovi vtraty ekonomiky vnaslidok viiskovoi ahresii Rosii proty Ukrainy stanom na 1 lypnia 2024 roku
[Report on indirect financial losses of the economy due to Russia’s military aggression against Ukraine as of July 1, 2024]. Available at:
https://kse.ua/wp-content/uploads/2024/10/30.09.24_Losses_Report-ua.pdf.

Makaliuk, I, Kryvda, O., & Laikova, A. (2024). Yakistnyi analiz ryzykiv vitchyznianykh pidpryiemstv v umovakh voiennoho stanu
[Qualitative risk analysis of domestic enterprises under martial law]. Ekonomika ta suspilstvo, no. 62. https://doi.org/10.32782/2524-
0072/2024-62-73.

Mostenska, T. L., & Skopenko, N. S. (2010). Ryzyk-menedzhment yak instrument upravlinnia hospodarskym ryzykom pidpryiemstva [Risk
management as a tool for managing business risk of an enterprise]. Visnyk Zaporizkoho natsionalnoho universytetu, no. 3(7), pp. 74-79.
Skorobohatova, N. Ye. Tovkachova, A. S., & Fedorenko, K. V. (2022). Metody upravlinnia ekonomichnymy ryzykamy v umovakh
viiskovoho stanu [Methods of managing economic risks under martial law]. Biznes, innovatsii, menedzhment: problemy ta perspektyvy:
11l Mizhnar. nauk.-prakt. konf., pp. 195-196.

Sosnovska, 0. 0., & Dedenko, L. V. (2019). Ryzyk-menedzhment yak instrument zabezpechennia stiikoho funktsionuvannia pidpryiemstva
v umovakh nevyznachenosti [Risk management as a tool for ensuring sustainable enterprise functioning in conditions of uncertainty].
Yevropeiskyi naukovyi zhurnal ekonomichnykh ta finansovykh innovatsii, no. 1(3), pp. 70-79. https://doi.org/10.32750/2019-0106.
World Bank. (2024). Ukraine. Rapid Damage and Needs Assessment (RDNA4). February 2022 - December 2024. Available at:
https://documentsl.worldbank.org/curated/en/099052925103531065/pdf/P180174-93c8e8c1-83a2-487d-aaec-
a8435f9db418.pdf.

Chernyshova, L. I, Bondar, K. R., & Krasilovska, L. 0. (2024). Osoblyvosti upravlinnia ryzykamy v umovakh dii voiennoho stanu: modeli
povedinky suchasnykh pidpryiemstv [Risk management features under martial law: models of modern enterprise behavior]. Naukovyi
visnyk Odeskoho natsionalnoho ekonomichnoho universytetu, no. 3-4 (316-317), pp. 126-136. https://doi.org/10.32680/2409-9260-
2024-3-4-316-317-126-136.

Chumachenko, 0., & Neskorodko, 0. (2025). Vdoskonalennia systemy upravlinnia ryzykamy yak sposib pidvyshchennia finansovoi
stiikosti pidpryiemstv [Improving the risk management system as a way to increase enterprise financial resilience]. Vcheni zapysky
Universytetu «kKROK», no. 1(77), pp. 89-95. https://doi.org/10.31732/2663-2209-2025-77-89-95.

CraTTa Haginmia ao pegakuii 12.04.2025 p.

ISSN 2415-8453. Ukrainian Journal of Applied Economics and Technology. 2025. Volume 10. Ne 2.
283



