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Amnoranis. EBomoniss XMapHUX OOYHCIEHb CYyTTE€BO 3MiHWJIA MIAXOIH IO PO3POOICHHS,
TECTYBaHHS, PO3TOPTAaHHS Ta 3aXHCTY IPOTPAMHOrO 3a0e3MedeHHs. MeToo TOCTiPKEHHS € aHai3
iHTerpalii XMapHHUX TEXHOJOTIM y BCi €Tamu JKUTTEBOTO LHMKIY PO3POOKH IPOrpamMHOro
3abe3meueHns (Software Development Life Cycle, SDLC) 3 akmeHTOM Ha CHCTEMaTHYHE
BIPOBA/PKCHHS Ta 3aCTOCYBAaHHS MPAKTHK OE3MEKH MPOTIrOM YChOrO Mporlecy po3pobku. Jlms
NOCSITHEHHS IJIEH JOCTIDKEHHS BHKOPHCTAaHO MOPIBHSUIBHHN aHaji3, IO OXOIUTIE XMapHi
peamizanii SDLC y cmiBBigHOMICHHI 3 TpaIuUifHUMH MOJENSAMH 32 KIIOYOBHMH ITOKa3HUKAMM:
€KOHOMIYHOIO €()eKTHBHICTIO, MIBUJKICTIO PO3TOPTaHHs, PiBHEM CIIiBIpalli, MacIITaOOBaHICTIO Ta
6e3mnexor0. Po3risHyTO peanbHi TeMaTHYHI MPUKIAIN, SKi I€MOHCTPYIOTh BUKOPHCTAHHS XMapHUX
iHcTpyMeHTiB 1 minatdopm, 3okpema Iudpactpykrypm sk kxomy (JaC) Tta besnepepBHoi
inTerpanii/besnepepsroro posropranss (CI/CD), nis miABUIICHHS MPOXYKTUBHOCTI, THYYKOCTI Ta
PaHHBOTO BIPOBA/DKEHHSA MEXaHI3MIB KOHTPOIIO Oe3meku (MigXiA «3MilleHHs Oe3MeKU BIIIBOY).
PesynbraTi aHamizy mokasyrTh, 010 3aCTOCYBaHHS XMapHUX NMpakTUK y 6e3neqnomy SDLC (Secure
SDLC, SSDLC) cmpusie CKOPOYEHHIO 4Yacy BHXOAY INpPOAYKTy Ha PHHOK, MIJIBHUIIYE piBEHb
MPOAKTUBHOTO YIPAaBIiHHS OC3MEKO Ta MIATPUMYE ITEpaTUBHI W THYYKI LUKIA PO3POOKH.
Boanowac BUSIBIEHO BHKIMKH, NOB’S3aHI 3 JOTPHMAaHHSIM HOPMAaTHBHUX BUMOT, YIPaBIiHHAM
ineHTH(]IKALIEI0 KOPUCTYBAYiB i PU3UKOM 3aJEXKHOCTI BiJ OCTa4yalIbHUKA. 3alPONOHOBAHO HAOIp
HalKpanux MPaKTHUK I BIPOBAIKEHHS Oe3NeYHNX XMapHUX pobounx mpoueciB SDLC i Bu3HaueHO
HanpsIMU TOAAJIBIINX JOCTIDKEHb, 30KpeMa aBTOMAaTH30BaHE TECTyBaHHS O€3IEKU Ta iHTErpalito
MITYYHOTO IHTENEKTy y TpOIecH Oe3NedHOi TOCTaBKM IPOrpaMHOro 3adesmedeHHs. [IpakTmuHa
LWIHHICTD JOCHI/PKEHHS moyarae y (GopMyBaHHI pPeKOMEHJIAIH, IO JOMOMOXYTh OpTaHi3alism
CTBOPIOBATH CTiliKi, €EKTUBHI Ta O€3MeyHi XMapHi cepeIoBUINA PO3POOKH.

Karouosi cioBa [Ipaktuku kibep3axucty y po3poo6ui; [Hppactpykrypa sik xox; Konseepu
Oe3nepepBHOI iHTerpamii Ta JOCTaBKH; ABTOMAaTH30BaHE TECTYBaHHS BPa3IMBOCTEH; YIpaBIIiHHA
KoHOQirypauismu; Mogeni po3noaity BiNOBiZaIbHOCTI y XMapi; HarnsmoBicT Ta MOHITOpHHT
CHCTEM.
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Abstract. The evolution of cloud computing has significantly changed the approaches to
developing, testing, deploying, and securing software. The paper examines the integration of cloud
technologies into all stages of the Software Development Life Cycle (SDLC) with a focus on
implementing and enforcing security practices throughout the development process. To achieve the
objectives of the study, a comparative analysis was used that covers cloud implementations of the
SDLC relative to traditional models in terms of key indicators: cost-effectiveness, speed of
deployment, level of collaboration, scalability, and security. Real-world case studies are considered
that demonstrate the use of cloud tools and platforms, including Infrastructure as Code (1aC) and
Continuous Integration/Continuous Deployment (CI/CD), to increase productivity, agility, and early
implementation of security controls (a “security shift to the left” approach). The analysis results show
that the use of cloud practices in a secure SDLC (Secure SDLC, SSDLC) helps to reduce time to
market, increases the level of proactive security management, and supports iterative and agile
development cycles. At the same time, challenges related to compliance with regulatory requirements,
user identity management, and vendor lock-in risk are identified. A set of best practices for
implementing secure cloud SDLC workflows is proposed and areas for further research are identified,
including automated security testing and integration of artificial intelligence into secure software
delivery processes. The practical value of the study lies in the formulation of recommendations that
will help organizations create sustainable, efficient, and secure cloud development environments.

Keywords: DevSecOps practices; Infrastructure as Code; CI/CD pipelines; Automated
vulnerability testing; Configuration management; Cloud shared responsibility models; System
observability.

Beryn

Ha moment 2025 poky po3poOka mporpamHoro 3a0esledeHHs BiOyBaeTbcsi B yMOBax Jefaii
OuIbIOl  OUMHAMIKM  Oi3Hec-BMMOr, IoOamisamii KOMaHZ, BHCOKOIO HABaHTAXXEHHS Ha
iH}pacTpyKTypy Ta Oe3lepepBHOI JOCTAaBKH pelli3iB. Y TakOMy CepeloBHINI TpaauLiiiHI Mozeni
SDLC, X049 1 3aJHIIAIOTBCS aKTyaIbHHMH Ul CTaOUTBHHX Ta HependadyBaHHX IMPOEKTIB, YacTO
BUSBIIAIOTHCS HEAOCTATHHO THYYKUMHU 0€3 IHTerpalii XMapHuX cepBiciB. BiCyTHICTh afalTUBHOCTI
MOXXE TIPU3BOJMTH [0 IiJBHUINEHHS pH3MKIB 3JIOBMHCHHMX AaTaK, BHTOKIB IaHHX, HOPYIICHb
BiJITIOBITHOCTI Ta BTPaTH KOHTPOJIO HAJ CEepeloBHINEM. BoaHouac XMapHi cepBicH MPOMOHYIOTH
MacmTaboBaHICTh, aBTOMATH3ALII0 Ta IHTerpalifo 0e3leKOBUX MeXaHi3MiB Ha Bcix eramax SDLC,
110 BIJIKPUBAE HOBI MOMUIMBOCTI JIJISl CTBOPEHHS CTIMKHX, OS3MEYHMX 1 THYYKUX MTPOIECIB PO3POOKH.
TakuM 4MHOM, B IIUX YMOBaX BaXJIMBO HE BiMOBIATHCS BiJl TpaJUIifHUX IiIXOMIB, @ HABUMTHCS
poOUTH OOTPYHTOBAHHH BHOIp MXK KITACHYHUMH Ta XMAPHO-OPI€HTOBAHUMH MOJIEIISIMH 3aJIEKHO Bi
BUMOT, PH3HKIB 1 11iJIeif KOHKPETHOTO TIPOEKTY.

Y pobori HaykoBwiB Saleh et al. (2024) mpoBeneHO CHCTEMAaTHIHUH O 66 myOmiKariid, o
npucssiueHi Oesneni koHBeepiB CI/CD y XMapHOMY cepeloBMIi; aBTOPU BUSBHIM OCHOBHI
iHcTpymeHTH (Hanpuknan, Harbor, SonarQube, GitHub Actions) Ta KIFOYOBI BUKIHKH (MaHIITyJISLIT
o0pa3aMu, HECaHKIIIOHOBAaHHUH TOCTYTI, cilaOka aBTeHTH]iKamis). JJoCaiIHUKN AIHIIUTH BUCHOBKY, 1110
came iHTerpauis 6e3nexu Ha eranax CI/CD 3abe3nedye cyTTeBe 3HIKEHHS KIJIBKOCTI Bpa3IMBOCTEH
y IPOAYKTHBHUX CepeoBHIIax. Y nociimkerHi HaykoBiB Chauhan and Shiaeles (2023) posrisiHyTo
¢peiimBopku Oe3nexu xmap (The National Institute of Standards and Technology, NIST Cloud;
Cloud Security Alliance, CSA STAR, ISO/IEC 27017) Ta 3a3HaueHO, IO )KOJICH i3 HUX HE OXOILIIOE
BCl KpuTepii Oe3neku y IOBHOMY O0O0Cs3i, IO CTBOPIOE «PO3PUB» Y CTaHAapTU3amii. ABTOpH
3aIpOITOHYBAIN BIIACHY y3araJbHEHY MOJIEINb OLIHIOBaHHS O€3MEeKH XMapHUX CEPBICIB, 0 KOMOIHY€
€JIEMEHTH iCHYIOUHMX (ppeHMBOpKIB AJIS 3MEHIIECHHS PO3PUBIB MIX CTaHAApTaMU. Y CTaTTi aBTOPU
Kiashemshaki et al. (2025) 30cepemkyroThCs Ha IPAaKTUKAX OE3MEYHOTO MPOTPaMyBaHHs, BKIIFOYHO
3 OLIIHKOIO pOJIi BETMKUX MOBHUX Mozeie (LLM) y reHepaiii kogy — 3a3HaueHO, 10 HE3BAXKAIOYH
Ha 3pOCTaHHS aBTOMAaTH3allii, BIPOBaPKEHHs O€311eYHOr0 KOy JIHIIAEThCS ()parMeHTOBaHNM. BoHn
HaroJIoIIyI0Th, 0 BUKOpHcTaHHA LLM y XMapHHUX cepe/loBHIIaX MOXKe CTaTH €(EKTHBHUM JIHIIE
3a YMOBH iHTerpallii CucTeM aBTOMAaTH4HOI Bamifamii 6e3neku. Y poboti nocnignukis Vakhula and



Opirskyy (2023), mocmimKyroTh iHTErpanito maxony «Security as Code» y XMapHUX cepeIOBHILAX
Juist apromaru3aniii 6esneku Ha piBHi [aC Ta DevSecOps. Bonu nokasanu, mio uei miaxin 103Bosse
3MEHIIUTH JIOJICEKHN (akTop y mpomeci DevSecOps i 3a0e3meunTn Oe3nepepBHy BiAMOBIIHICTD
cucreM BuMoram cranaapriB. [Ipaus HaykoBuiB Matseniuk and Partyka (2024) 3ampomnonysana
ABTOMATH30BaHUI METO]| IIEPEBIPKH BiAMOBITHOCT] y XMapHUX 001ikoBHX 3amncax AWS/GCP/Azure
Ta MiJKpeciania 3HAYeHHS CTaHaapTH3allii KoH]irypamiid. ABTOPH PO3pOOHIH MOJEIb KOHTPOJIIO
KOH(irypauii, mo BuxopucroBye noiituku laC s 3abe3nedeH s NOCTIHOTO ayuTy OC3MeKH y
DevOps-nporiecax. Y ornanosiii po6oti mocmigauk Pawar (2025) ommcaB cywacHi mizxomu a0
3aXUCTy KOHTEHHEPU30BaHUX Ta MiKPOCEPBICHUX CEPEIIOBHIL — 3 aKIIEHTOM Ha Oe3NeYHi MPaKTUKI
y «cloud-native» cucremax, Takux gk service mesh, runtime protection Ta DevSecOps. YV poboti
MiAKPECIICHO, IO MepexiJ N0 XMapHO-HATHBHUX TEXHOJIOTIH MoTpedye HOBOTO MHCIICHHS ILOJIO
Oe3mneky, /ie aKIEHT 3MIIIYeThCs 3 IEPHMETPOBOTO 3aXHUCTy Ha Oe3leKy KOMIIOHEHTIB Ta IPOoLeciB
PpO3poOKH.

HesBakatounm Ha 3HAYHUI TPOTpec y MOCHIDKEHHI Oe3NeKM XMapHHX CepelOBHIN Ta
iHcTpyMeHTiB DevSecOps, MEHIIO0 MipoIo aHaTi30BaHO Oe3MocepeHiil BIUTMB XMAapHUX CEPBICiB Ha
BECh JKUTTEBHU LUKII pO3poOku mporpamuoro 3abesmneueHus (SDLC) y xoHTeKcTi 3a0e3neueHHs
0e3reKky; HEeIOCTaTHBO IOCHIIKEHO, K CaMe 3aCTOCYBAaHHS XMap-CEpBiCiB 3MIHIOE MIAXOAW 1O
BUMOTI, IPOEKTYBaHHs], TECTYBaHHS Ta pPO3TOPTaHHS 3 TOYKM 30py Oe3neku, ocoOiIMBO B
YKpaiHCEKOMY Y perioHaIbHOMY KOHTeKcTi. CaMme me oOIPYyHTOBY€E IPOBEIEHHS AAHOTO OTJIAMY.
Mertoro mociikeHHs Oys0 3AIMCHUTH CUCTEMATHYHHH aHalli3 HAyKOBUX Mpalb OCTAHHIX I’SITH
POKiB, IO CTOCYIOThCS BIUIMBY XMapHHX CepBiCiB Ha Oe3ledHy po3poOKy IPOTrpaMHOTO
3a0e3eueHH s, BUSBUTH KJIIOYOBI TPEHIM, MEPeBard il BUKIMKH, a TAKOXX OKPECIHTH HAMpsSIMH
HOJAIIBIINX JOCIIKEHB.

Marepiayuu i Metoau
JKutTeBuii UK PO3pOOKM MPOTPaMHOTO 3a0E3NEUCHHS OIMMCYE IIOBHY IIOCIIIOBHICTH €TalliB
CTBOPEHHsI IIPOIPaMHOr0 HPOAYKTY — BiJl aHaJi3y BUMOT IO CYNpOBOLYy B ekciuryaraunii. J[o
OCHOBHUX €TalliB HaJIeXaTh: aHaJi3 BUMOT, IPOEKTYBaHHS, PO3pOOKa, TECTYBaHHS, PO3TOPTAHHS Ta
niarpumka. Taka cTpykTypa 3a0e31edye CUCTEMHICTh, lepe10auyBaHICTh 1 KOHTPOJIb SKOCTI Ha BCIX
CTaJisIX PO3POOKH, IO J]a€ 3MOTY CTaHAAPTH3YBATH IPOIIEC i MOPIBHIOBATH Pi3HI IMiJXOIH IO HOTO
pearizanii. B Mexkax 1bOro AOCHIDKEHHS 31HCHIOBATIOCS MOPIBHSIHHS TPAAULIHHOTO Ta XMapHO-
opierroBanoro xutreoro mukiy (Cloud SSDLC) 3 MeToro BU3HaYeHHS IXHIX IepeBar, 0OMexeHb i
BIUTUBY Ha 0e3MeKy po3poOKH.

Tpanguuiiiauit SDLC OyB oxapakTepH30BaHHI SIK JIHIHHMIL 1 TOCTITOBHUM MiXif, y SKOMY
KOJXXKEH eTall TIOBHICTIO 3aBEPIIy€ETHCS Mepe MOYaTKOM HacTyImHOro. Bin 6a3yeTbcs Ha JTOKaNbHHX
CEepeNoBUIAX PO3pOOKH, PyYHOMY TECTyBaHHI, CTATHYHOMY KOH(DIrypyBaHHI iHPPacCTpyKTypH Ta
00MEeXEeHNX MOXKIIMBOCTAX MaciiTaOyBaHHs. Takuid MiIXia 3aIumacThcs ePeKTHBHAM y CTa0lTbHUX
Ta nepeadavdyBaHUX YMOBAX, ajle MEHII aalTUBHUM 10 TUHAMIYHUX XMAapHUX EKOCHCTEM.

Oxpemuii hokyc y nocnimkernHi npuniteso mogerni SSDLC. Ha BiaMiHy Bin TpaaumiitHOTO
SDLC, skuii nependadae BIPOBaKCHHS OE3MEKOBUX MPAKTHK MEPEBAXKHO HA €Tanax TeCTyBaHHS
abo micns posropranHs, SSDLC inTerpye Oesmeky Ha BCiX CTajisX CTBOPEHHS IPOTPaMHOTO
3abe3neueHHs. Lle OXOmIOe MOJAENIOBaHHSA 3arpo3 IMiJ Yac aHali3y BHUMOT, MPOEKTYBaHHS
apXITEKTYpH 3 ypaxyBaHHSM KOHTPOJBHUX TOYOK OE3NEeKH, aBTOMAaTU30BaHY IIEPEBIPKY KOAY,
IUHAMIYHE I CTaTHYHE CKAaHYBAaHHS BpA3NUBOCTEH, O€3MeuHi MeXaHi3MH pO3TOPTaHHS Ta
MOHITOPUHT Y peXUMi peabHOro 4acy. Takuil miaxin mixrpumye xoHueniito «shift-left security»,
IpH SKiH PU3HMKH yCYBAalOTBCS Ha PaHHIX e€Tamax, 3HIDKYIOYH BapTiCTh BHIIPABICHHS ITOMHIOK 1
MiABHUILYIOUM HAAIWHICTB cucTteMH. Y pamkax xmapHoro migxoay SSDLC moennyerbest 3 DevOps-
HpaKTHKaMH, yTBopioroun DevSecOps-Mozens, mo 6a3yeThcs Ha aBTOMaTH3aMii, iHppacTpyKTypi Sk
KO Ta 0e3nepepBHOMY KOHTPOJIi BiAMIOBIAHOCTI.

Cloud SSDLC Bu3HauaBcst Ik MoJiensb, mo iHterpye DevOps, Oe3nepepBHy iHTerparimo Ta
JIOCTaBKY, KOHTeHHepu3aliio, iHppacTpykTypy sk kox (IaC), aBromMaTH30BaHe TECTyBaHHS W MiIXig



«Shift-Left Security». 3aBasiku nboMy 3a0€3MEUyIOThCS THYUYKICTh, aBTOMATH3aLlisl, IIOBTOPIOBAHICTh
cepeloBUIL 1 BOYZOBaHUM KOHTPOJIb OE3MIEKH Ha BCiX eTanax )KUTTE€BOTO LIUKITY.

Meronyka MOpiBHSHHS 3iMCHIOBaNacs 4epes moeramHuid anamiz mectu ¢a3 SDLC, mus
KOXKHOT 3 SIKUX OLIIHIOBAIMCS TaKi KpUTEpii: aBTOMATHU3allisl, THYYKiCTh, MAaCIITA00OBaHICTh, Oe3MeKa,
HIBUKICTh PO3rOPTAaHHS, OMEpaliifHi PU3UKU Ta KepyBaHHS KOH(IrypalisiMH, OCKUJIBKH caMe i
napaMeTpH HaiOIbII IIOBHO BiZOOPAKAOTh KIIIOUOBI BIIMIHHOCTI MK TpaIuIiHHUMH Ta XMapHO-
OpiEHTOBaHUMH MOJIEIISIMH, BU3HAYAIOTh SIKICTh 1 €EeKTUBHICT BUKOHAHHS KOXHOI (ha3H KUTTEBOTO
UKy, a TaKoX Oe3MOocCepeIHBO BIUIMBAIOTH HAa 3JAaTHICTh OpraHi3alii MiATPUMYBaTH CydYacHi
BUMOTH JI0 HaJlilfHOCTi, OE3MeKH Ta IIBUIKOCTI TOCTA4aHHs IPOrpaMHOro 3a0e3MeueHHs.

Jns cucremarm3anii pe3ynbTatiB Oynu chopMoOBaHI y3araibHEHi MOPIBHIBHI TaOmuIi, a
aHAJTITUYHA YacTHHA IPYHTyBajacs Ha KOMIIJIEKCHOMY OIVIAAl PI3HUX THUIIB JDKEpell, BKJIOYAI0YU
peLieH30BaHi HayKoBi myOuikartii 3a 2018—2025 poku, TeXHiYHI 3BITH IPOBiJHUX KOMITaHii (Amazon,
Microsoft, Google, Red Hat, CNCF), odiuiiiny moxymenTawito xmMapHux miarpopm AWS, Azure i
GCP, ramysesi cranmaptu ta pexomenpanii (NIST, OWASP, ISO/IEC 27001/27017), a Takox
AQHATITUYHI MaTepianu iHAyCTpii, Taki sk 61oru po3poOHUKiB, Whitepapers 1 peno3uropii GitHub.

36ip mxepen 3xiiicHioBaBes y Gazax Google Scholar, IEEE Xplore, Scopus, ACM Digital
Library Ta Semantic Scholar. {ns momyky BukopucroByBamucst kiouosi ciosa: “cloud SDLC",
"secure SDLC", "DevSecOps", "cloud-native security", "infrastructure as code", "CI/CD security",
"shift-left security”. Jo amamizy Brmouanmcst pobotH, mo: onucyiots meroxosorii SDLC a6o
SSDLC; crocytoTbcs XxMapHOI iHGPACTPyKTYpH; MICTATh eMITpH4HI pe3yiabTatd abo (opManbHi
Mozeni. Buxiouanucst mxepena, mo KyOIoI0Th pe3yIbTaTH, He MaloTh TeXHIYHOI KOHKPETHKH abo
HaJIeXKaTh JI0 3aCTaplInX TeXHIYHUX miaxoxis (1o 2018 poky, okpiM ¢yHIaMEHTAIbHUX MPaLlb).

INoganpmmii cMHTE3 Marepiany 3AiHCHIOBABCS IUIAXOM Kiacudikamil mKepen 3a eranamu
SDLC Ta tunamu texHigyaux pimens (DevOps-niponiecu, 6e3neka, iHppacTpyKTypa, TECTyBaHHS), IO
JIO3BOJTUIIO IIUTICHO TOPIBHATH Mojeni Ta chopMyiroBaTH BUCHOBKH 1on0 edekrurocTti Cloud
SSDLC.

‘Pesy.m,TaTnl Ta O0roBopeHHs

36ip ma ananiz eumoz € nepinM i oxHUM i3 HaiiBaxxauBinmx erarnis SDLC. Ha nibomy etari
BU3HAYAIOThCS OYIKYBaHHS Ta OOMEXEHHS IOJ0 MalOyTHhOI IporpaMHOi CHCTEMH SK 3
KOPHCTYBAIbKOI, TaK 1 3 TexHiuHOI nepcrekTuBy. [Iponec nepenbauae TiCHY B3a€MOJII0 MiX yciMa
3alliKaBICHUMH CTOPOHAMH, Cepell SKHX — Oi3Hec-aHaJiTHKH, KEpiBHUKH IPOEKTIB, KiHIEBi
kopuctyBadi Ta komauau po3pobuukis (IEEE Computer Society, 2014).

PesynbraToM Iii€l poOoTH 3a3BHual CTa€ MiJrOTOBKAa KIHOYOBOI JOKyMEHTalii, Takoi sK
Oi3Hec-BUMOTH, (YHKIIOHAJBHI crenn¢ikamii, a TaKoX OINCH CIEHapiiB BHKOPHUCTAaHHSA Ta
KOPHCTYBAalbKUX ICTOPiH. Y TpaauuiiHMX, HE XMapHHX CEpelOBHIIAX IIeil Ipolec 4acTto Mae
THIHHAN XapakTep i 6a3y€eTbes Ha CTATHYHUX JOKYMEHTaX Ta 3a37ajeriab 3aINIaHOBaHUX 3yCTpidax.
Taxuit migxia Moxke IPU3BOAUTH A0 3aTPUMOK 1 HEIIOPO3yMiHb MK y4aCHUKaMU IpoekTy (Basili &
Turner, 1975).

Bnnue xmapnux incmpymenmie na 30ip eumoz. BUKOPUCTaHHS XMapHHUX TEXHOJIOTIH
3HAYHO 3MIHIOE MiAXiJ 70 300py BHUMOT. 3aBJISKH MOXJIMBOCTSIM POOOTH B pealbHOMY daci Ta
CHIIBHOI B3a€EMOJIi1, XMapHi iHCTPYMEHTH MiABUILYIOTh €(PEKTHBHICTb, IPO30PICTh 1 THYYKiCTh IHOTO
npouecy (Google Cloud, 2023).

Cepexn TakuxX IHCTPYMEHTIB BapTo Bim3HauutH Atlassian Jira ma Confluence, ki
3a0e3neuyroTh BEJICHHs JOKYMCHTALlil Ta BiJCTE)KEHHS KOPUCTYBALBKUX ICTOPIH 13 MiITPUMKOIO
penaryBaHHs B PeXKUMI pealbHOTO 9acy Ta KOHTpoJieM Bepciid. Jist Bisyanizamii mporecis i criabHOL
po3po0Oku ineit BukopucroByroThest Lucidchart i Miro, a nist cTBopeHHst i pearyBaHHs TEKCTOBHX
IoKyMeHTiB i Tabmuis — Google Workspace i Microsoft 365. V cdepi ausaiiny inrepdeiicy ta
JOCBily aKTUBHO 3acTocoBYIOThCs Figma 1 Figlam, ski mNiATpUMYIOTH IHTEpaKTHBHE
MPOTOTHUITYBaHHS Ta CNIbHI BopKiomnd. Kpim Toro, mnardpopmu Ha kmrant Amazon Honeycode i
Google AppSheet HamalOTh IHCTPYMEHTH 3 HH3BKHM piBHEM KOIyBaHHS, IO JO3BOJISE IMIBUAKO
CTBOPIOBATH IIPOTOTHIHN Gi3HEC-TIPOIIECiB Ha OCHOBI 3i0paHux BuMor (Amazon Web Services, n.d.).

Ao6aBneHo npumeuanume ([1]): Y BucHoBkax nig
TabnNMUAMM HeobXiaHO 3abe3neunTy, LWob
iHTepnpeTaLlis 3aBxau nigkpecnioBana
(kibep)6eanekoBi HacniaKkW 3MiH, HaBiTb SKLLO KpUTEPIN
CTOCYETHCA EKOHOMIKM YU LUBUAKOCTI.




XMapHi iHCTPYMEHTH JIOIIOMAraroTh IT0JJ0JIaTH HU3KY THIIOBUX TPYIHOIIIB, XapaKTePHUX IS
TPaTUIIHHOTO MiaX0ay 10 300py BUMOTr. BOHH MOKpaIyloTh B3aEMOJIII0 MK yciMa 3alliKaBJICHUMH
CTOPOHAMH 3aBJISIKM MOJIMBOCTI CIIJIBHOTO peIaryBaHHsS Ta KOMEHTYBaHHS B pealbHOMY daci, 1o
3HAYHO 3MEHIIY€ 3aJIeKHICTh BiJl CHHXPOHHHUX 3yCTpidel, TAKOK aBTOMATH30BaHE BiJICTEKEHHS 3MiH
1 IOCTYII JI0 icTOpii pearyBaHHsI CIIPOIIYIOTh KOHTPOJIb BEPCiil 1 3a0€3MeUy0Th IPO30PICTh MPOLIECY
(Google Cloud, 2023).

KpiM 115010, XMapHi pillleHHsI CIPHUSIOTH IPHCKOPEHHIO iTepaliif, JO3BOJISIIOYM IIBUIIKO
OHOBJIIOBATH BUMOTH BIIIMOBITHO 70 3MiH y Oi3Hec-cepenoBuini. Haperi, BOHH poOasTh mporec
O1JIBII IHKITIO3UBHYM: YYaCHUKY 3 Pi3HUX JIOKAIi} 1 4aCOBUX IMOSCIB MOXKYTh OpaTH aKTUBHY Y4acTh,
IO 3MCHIIY€e HMOBIPHICTH HEMOPO3YMIHb i MOKpAIIy€e y3Tro/pKeHicTh OadeHHs nponykry (Jagli &
Yeddu, 2017).

Tlompy 4ymcneHHI mepeBarm XMapHUX IHCTPYMEHTIB, [HEsKi MPOOJIEMH 3aJIUIIAFOTHCS
aKTyaJbHUMH. 30KpeMa, IHTEHCHBHA CIIBIpals MOXXe€ IPHU3BECTH [0 HAAMIPHOI KiJIbKOCTI
JIOKYMEHTAI[il Ta KOPUCTYBAaLbKUX ICTOPiH, IO YCKIAJHIOE iX MNPIOPUTE3All0 Ta MOJAIbIIC
ynpasniHHA. Takox icHye mpoOiiema QparMeHTawii 1HCTPYMEHTIB: KOMAaHIN YacTO IO€AHYIOTHb
Kinbka matdopm (Hanpukiag, Jira, Miro Ta Google Docs), siki He 3aBX AU IHTErpyI0ThCs OE3IOBHO,
IO YCKJIAJHIOE IIEHTPaNli30BaHe yIPaBIIiHHSI BUMOTAMH.

OxpiM TOro, oprasisaiii, 10 MPAIOIOTh 332 TPAAUIIHHUMU a00 TIOPUIHUMH MOICISIMH
PO3pOOKH, MOXKYTh BiI4yBaTH TPYAHOLII 3 aIalITALi€I0 CBOIX MPOLECIB 0 OLIBII THYYKHX, XMapHO-
opieHToBaHux i Agile-cymicHux ninxonis (Jagli & Yeddu, 2017).

Hogi suknuku, nog’sazani 3 xmapnorwo inmezpayicro. Bapto 3a3HaunTH, 110 BIPOBAIKEHHS
XMapHUX MIaTGOPM CyNPOBOIKYETHCS MOSBOIO HOBUX BUKJIMKIB, SIKi HE OyJIM XapaKTepHUMHU JUI
TpamuniiiHux Mojeineil podoru. OJHUM i3 TOJNOBHUX IHTAaHb € Oe3leka Ta KOHTPONIb JOCTYIY:
KoH(ineHIiliHa TPoeKTHA 1 Oi3Hec-iH(pOpMais, 10 30epiraeThcs y XMapHOMY CEPEIOBHIL, BUMAarae
PETENBHOrO YNpaBIiHHS 1JeHTU(IKAIIEI0 KOPUCTYBadiB, e(eKTUBHOrO WIM(pPYBaHHS NaHUX Ta
BiamosigHoCTi HOpMaTuBHAM BuMoram NIST (2018).

IIle omHMM BHKIIMKOM € TaK 3BaHa "BTOMa BiJ] CHiBIpai" — HOCTil{Ha TOCTYITHICTh XMapHUX
IHCTPYMEHTIB MOX€ CHPHUYMHHTH II€PEBAHTAKCHHsS CIIOBIMICHHAMH, €MOLIHE BHUCHAa)KCHHS
MPALiBHUKIB 1, SIK HACIILIOK, 3HIKCHHS 3arajibHOI NPOAyKTUBHOCTI. KpiM TOro, eekTHBHICTH poO60oTH
B XMapHOMY CEpEIOBHII 3HAYHOIO MIpPOIO 3aJIeKHTh Bil CTAOLIBHOTO MiAKIFOYESHHS 10 iHTEepHETY. Y
BUIIQ/IKaX, KOJU 3B’SI30K € HecTaOimbHUM ab0 OOMEXEHUM, 1€ MOXKE CEepHO3HO 3aBaXKaTH
MPOBEJIEHHIO KJIFOYOBHX CECiH ITaHyBaHHS Ta KOOPIMHALII.

Takoxx He cnif irHOpYBaTH KyJIbTYpHHH OIip: AesAKi 3aliKaBleHI CTOPOHHM BHSBISIOTH
HeOaKaHHS BIIMOBIATHCS BiJ (OpPMalbHUX, JOKYMEHTAIEHO OPi€HTOBAHHMX IPAKTHK HAa KOPHUCThH
OITBII THYYKHX, ITEPaTHBHUX 1 KOJIAOOPATHBHMX IIAXOMIB, SKi Iepen0avdaroTh BHKOPUCTAHHS
XMapHHX iHCTpyMeHTIB (Sarmah & Deka, 2020).

OKpiM ONHMCaHHWX IepeBar 1 BHKIHKIB, HOIJIBHO y3araJbHUTH OCHOBHI BIIMIHHOCTI MiX
TPaIUIIHUAM 1 XMapHUM MiAXoAaMu 10 300py Bumor (tadum. 1).

Ta6n. 1. OCHOBHI BiIMIHHOCTI MK TPaAMLIHHUM 1 XMapHUM IiIX0AaMH JI0 300py BUMOT.

Kputepiit Tpangnuilianii miaxin XMapHO-OPi€HTOBaHUH MiAXiT
XapaxTep nporuecy JliniitHui, MTOCITi JOBHUH, i3 | IrepaTuBHMIA, THYYKHH,
(iKCOBaHMMH eTaramu. Opi€HTOBaHUM Ha NoCTiiHe
OHOBJICHHL.
IucTpymenTH Hoxymentu Word/Excel, odumaiin- | Jira, Confluence, Miro, Figma,
360pH, €IEKTPOHHA MOIIITA. Google Workspace, Microsoft 365.
Bzaemopis yuacHukiB | [lepeBakHO CHHXpOHHa (3ycTpidi, | ACHHXpOHHa  Ta  CHHXPOHHA
II3BIHKH). B3a€EMOJIis B pealbHOMY 4aci uepe3




Kpurepiit Tpamuuiauii migxin XMapHO-OPI€EHTOBAHUM MiIXif

XMapHi CepBicH.

Kontpons Bepciii PyuHe OHOBIEHHS IOKYMEHTIB, | ABTOMAaTHUHE 30€pexeHHs iCTOpii
CKJIQJ(HE BIJICTEKEHHS 3MiH. 3MiH 1 KOHTPOIIb BEPCiii.

JocTynHicTh O6mexena — 3anexuts Big | Joctyn 3 Oyab-skoi jgokawii uepes
¢biznaHIX 3ycTpiuet abo | iHTepHeT.

KOPIOPAaTUBHOI MEPEexi.

Imyukicte y 3MiHi | Hu3bka: 3MiHM 4acTo moTpeOyroTh | Bucoka: BHMOTM  OHOBIIOIOTHCS

BHUMOT nepepoOKH JOKyMEHTALil. Ge3nocepeIHpO y XMapHHUX
CHCTEMaX.
OCHOBHI BUKJIUKA TToBisnbHA KoMyHiKaris, | besneka maHmx, QparmeHTamis
BIICYTHICTb ITPO30POCTI. IHCTPYMEHTIB, «BTOMa BiZ
CITIBITpAILi».

Jxepeno: po3pobieno aBropoM Ha ocHOBI IEEE Computer Society (2014); Basili & Turner
(1975); Google Cloud (2023); Amazon Web Services (n.d.); Jagli & Yeddu (2017); Sarmah & Deka
(2020); NIST (2018).

IIpencraBneHe NOPIBHAHHSA AEMOHCTPY€, IO TPaAWIIHHMKA Miaxix g0 300py BUMOT €
JMHIWHAM 1 MAJIOTHYYKHM, 3HAYHOK MIpOK 3aJIe)KUTh Bif (I3UYHHX 3yCTpiueld Ta pPydHOro
YOpaBIiHHA JOKYMEHTAII€l0, IO YCKJIAJHIOE BHECCHHS 3MiH, YIOBUIBHIOE KOMYHIKAIUIO Ta
HiBHINY€E PU3MK HEMOCTIJOBHOCTI Bepcii. XMapHO-Opi€HTOBaHWH MinXiA, HaBmakw, 3abesnedye
ITepaTUBHICTb, LEHTPATI30BaHMI JOCTYN 1 aBTOMAaTH30BaHHH KOHTPOIb BEpCii, MO CHpHsE
MPO30POCTi TMPOLECY, IIBUIKOMY OHOBJICHHIO BUMOT Ta €()EKTHUBHIM B3aeMOAIl pPO3MOIIICHUX
KoMmaHA. BomHowac iHTerpamis BEIHKOI KUIBKOCTI iIHCTPYMEHTIB CTBOPIOE PH3HK ()parMeHTaiii
IpoLeciB, a podoTa 3 KOHGIASHIIHHUME JaHUMH Y XMapi MiJBUILYEe BUMOTH 0 O€3MeKH, 30KpeMa
IO YIPaBIiHHS JOCTYIOM, MU(PYBaHHS Ta KOHTPOIO orepainiil. JJMHaMIuHICTh XMapHHUX CEepBiCiB
TAaKOX MOKE CIPUYMHHUTH TIOSIBY HOBHX 3arpo3, TakuX SK IOMHJIKOBI KOH]iryparii, HeOaxaHe
PO3IOBCIO/KEHHS 1aHUX ab0 HEKOpPEeKTHi J103Boiu. OTKe, XMapHi CepBiCH iCTOTHO Mi/BHINYIOTH
AIaNTUBHICTS 1 SKICTH Mporecy 300py BHMOT, OJHAK e(EeKTHBHICTh TAKOTO MiJIXOIY 3aJCKHUTh Bil
HaJIe)KHOI CTAaHIAPTH3allii, 3piJOCTi MPAKTHK YNPAaBIiHHS JOCTyNaMHU Ta IOTPUMAHHS HPHHIUIIB
XMapHOi O€3MeKH.

ITpoexTyBaHHSsI cCHCTeMH

Ilicnts eramy 300py BuMOr HacTae (a3a NPOEKTYBaHHS CHUCTEMH, fKa IOJISTae y
TpaHcdopmarii pyHKIIOHAIBHUX OYiKYBaHb y CTPYKTYpY, IPUIATHY Ul TeXHI4HOI pearnizanii. [lei
HPOIEC OXOILTIOE SIK BUCOKOPIBHEBY apXiTEKTYpy, IO BKJIFOYa€ KOMIOHEHTH CITyK0, MOTOKH JaHHUX
i Mexi Oe3rekH, Tax i JeTani3oBaHe MPOEKTYBaHHS, 30KpeMa cXeMHU 0a3 JaHMX, OIHUC MPOrPaMHOro
inTepdeily Ta MoIeTIOBaHHS MTOBEAIHKH iHTepdeiicy kopuctyBada (IEEE Computer Society, 2014).
V TpaguuiiHUX JIOKAaNbHHX YMOBaX IPOEKTYBAaHHs 3a3BHYail mependayae CTBOPEHHS CTAaTUYHMX
apXiTEKTYpHHUX CXeM 1 pydHe IUIaHyBaHHA iHQPACTPYKTYpH B MekaxX oOMeXeHUX pecypciB. Takuit
MiAXig yacTo 0OMeXye HyYKiCTh, MacIITA0OBAHICTh 1 alalTUBHICTh CUCTEMH /0 3MIiH Y BUMOTax
(Basili & Turner, 1975).

Bnnue xmapnux incmpymenmie na npoexmyeanus cucmemu. CydacHi XMapHi TEXHOJIOTIT
3HAQYHO PO3IIMPIOIOTE  MOMIIMBOCTI ~ apXiTEKTYpHOTO IPOEKTYBAaHHS 3aBISKU  MIATPHMIII
JIMHAMIYHOCTI, MaclTa0oBaHOCTI Ta aBroMaTtu3aimii. XmapHi IaTpopmu 3a0e3MeUyOTh
PO3pOOHUKIB 3acobaMyl JUIsi OIIEPATHBHOTO CTBOPEHHS apXiTEKTYpPHHX CX€M, MIJTPUMKH CILIBHOL
po0OTH Ham apXiTEKTYpHHMH PIICHHSIMHU, IPOTPAMHOTO OMHCY iH(PPACTPYKTYPH 3 MOKIUBICTIO 11
BEpPCiIOBaHH], a TakoXk (OpMali3oBaHOI JOKyMeHTauii NpUHHATHX pimleHb. KpiM Toro, BoHu
MPOIIOHYIOTH METOJIOJIOTIUHY MIATPUMKY Y BUTILAII GpEHMBOPKIB, SIKi JOIOMAararoTh JOTPUMYBATHCh



MPUHLHUIIB HaTiiTHOCTI, IPOIYKTHBHOCTI, OE3MEKH Ta ONTHMI3allii BUTPAT Y MPOIECi MPOEKTYBaHHS.
3a3HaueHI MOMJIMBOCTI PEali3ylOThCs 3a JOINOMOTOI0 TaKUX IHCTPYMEHTIB 1 cepBiciB, ik AWS
Architecture Diagrams, Azure Architecture Center, Google Cloud Architecture Framework,
mwiatopmu Lucidchart, Draw.io, Miro, iHcTpymeHnTu iHdpactpykTypu sk kox (Terraform, AWS
CloudFormation, Pulumi), popmaru noxymenrauii Architecture Decision Records (ADR), a takox
¢dpeiimBopku Well-Architected Framework, 3anpononoBani Amazon Web Services, Azure Ta Google
Cloud Platform (Amazon Web Services, n.d.; Google Cloud, 2023).

3acTocyBaHHS XMapHHUX IHCTPYMEHTIB Ja€ 3MOTY BHPIIIMTH HHU3KY KPUTHYHHX HEIOINIKiB
TpaaULiiIHOrO MiAX0AYy 0 MPOEKTYBaHHA. BOHM ycyBalOTh 0OMEXKEHHS MacTabOBaHOCTI 3aBISKH
HAaTUBHIA MiATPUMII TOPU3OHTATBHOIO MACINTa0yBaHHS, €NACTHYHOCTI Ta MiKpOCEpBiCHOL
apxitektypu (Jagli & Yeddu, 2017). Aromaru3aiiist yepe3 [aC 103BoJsie YHUKHYTH JIFOACHKUX
MOMIJIOK, 3MEHINYIOYH IOTpe0y Yy PYYHOMY HalamTyBaHHI iHQpacTpykTypu. Takoxx xXmapHi
w1aTGopMH CIPHUAIOTH MOLYIBHOMY MiJIXOLY A0 apXiTEeKTYpH, LI0 MOJETIIYE MOCTYOBY €BOIIOLII0
cuctemu. KpiM TOro, 3aBIsKM MOXJIMBOCTI CTBOPIOBATH i30Jb0OBaHi CEpPEIOBHINA HA BHMOTY,
apXiTEKTOpH MOXYTH OINEPAaTHBHO TECTYBAaTH PIIICHHS I A0 MOYAaTKy OCHOBHOI peaiizamii, 1o
CYTTEBO IPUCKOPIOE 3BOPOTHUI 3B’ SI30K.

Bomnowac, meski TpyIDHOII 3aJMIIAIOTHCS aKTyaJbHUMH HaBiTh Y XMapHOMY CEPEIOBHIILI.
HanMipHe BUKOpHCTaHHS ()YHKIIOHAJIBHOCTI XMapHHX ILIaTGOPM MOKE IPHU3BECTH A0 TaK 3BaHOI
HaJiHKeHepii, KOJIM apXiTeKTypa cTae HaIToO CKIamHOK 6e3 00’ exTuBHOI moTpebu (Jagli & Yeddu,
2017). Kpim TOro, npoeKkTHa JOKYMEHTALlIS YaCTO PO3MOPOLIY€EThCS MiXK PI3HUMH iHCTPyMEHTaMU —
BiJI AiarpaM Bi3yaJbHOT0 MoetoBaHHs 10 laC-peno3uTopiis i miardopm KOMaHIHOI CITiBITpalli, IO
YCKITaHIOE 11iTicHe ynpasiinas. [l{e oaHiero BaxJIInBOIO Mpo0IeMOI0 € IPOTaJIMHY B 3HAHHSX: HE BCI
KOMaH/IM MaIOTh BIANIOBIIHY €KCIEPTH3Y B XMapPHHUX PO3IOJIIICHIX CHCTEMaX, 0COOJIMBO Ti, XTO 3BHK
110 TpaauuiiHux migxoxdis (Sarmah & Deka, 2020).

Hoei pusuxu euszeani inmezpauicto 3 xmapuumu cepgicamu. IHTErpaiis 3 XMapHHMH
cepBiCaMU TaKOK CTBOPIOE HOBI THITH PU3HUKIB, SIKi MOTPEOYIOTh YBaYKHOTO KOHTPOIIO0. OIHUM i3 HUX
€ CKJIQJIHICTD y IPOTHO3YBaHHI OFO/DKETY, OCKIIBKY XMapHi MOJieNi IHOYTBOPEHH (TaKi SIK oIIaTa
3a BUKOPHCTAaHHS 9U OaraTopiBHEBa TapU(PHUKAIHT) BUMAraloTh IIIAONIOr0 (piHAHCOBOTO IIaHyBaHHS
(Amazon Web Services, n.d.). [Hmmm acriekTom € 6e3neka, sika Mae OyTH BpaXxOBaHa BiKe Ha eTarli
MPOEKTYBAHHS — BiJ] MHU(PYBaHHS JaHUX 1 yIPaBIiHHS POISIMH KOPHCTYBadiB 10 HATAIITyBAHHS
nuto3iB API (OWASP Foundation, 2023). Kpim Toro, po6ora 3 [aC BuMarae He juiie TeXHIYHUX
3HaHb, @ ¥ MOCTIHHOIO TEXHIYHOTO OOCIYrOBYBaHHS, OCKUIBKM HECBOEYACHE OHOBIICHHS MOXKE
MIPU3BECTH 10 HAKOMTMYCHHS TexHIYHOI 3a0oproBanocTi (Jagli & Yeddu, 2017). Hapemri, 3anexHicTh
BiJl KOHKPETHHX CEpPBICIB OJJHOTO IocTavanbHuka (Hanpukiaag, AWS Lambda abo Azure Functions)
MOXKe OOMEXHUTH MOXJIMBICTH Mirpauii Ha iHiny miatdopmy, mo crBopioe pusuk "vendor lock-in"
(Google Cloud, 2023).

OkpiM ONHMCaHHWX IepeBar 1 BHKIHKIB, HOIUIBHO y3arajJbHUTH OCHOBHI BIIMIHHOCTI Mixk
TPAaAULIMHUM 1 XMapHUM MiAX0AaMHU 10 IPOEKTYBaHHS CUCTeMH (Tabi. 2).

Tabu1. 2. OCHOBHI BIIMIHHOCTI MK TPaJHLITHAM 1 XMapHHAM MiIXOAaMH J0 MIPOCKTYBaHHS

CHCTEMH.

Kpurepiit TpaaumiiHui miaxig XMapHO-OPI€HTOBAHUM MiIXiT
Xapaktep  mpouecy | CraTtudHe, OCIIiIOBHE NPOEKTYBaHH: 3 | [luHamiuHe, THYYKe
MPOEKTYBAHHS (ikcoBaHNMH apXIiTEKTYPHUMH | IPOEKTYBAHHS 3 MOXKIIUBICTIO

pillIeHHAMU. LIBU/IKOI 3MiHH apXiTeKTypH.
Tun apxiTekTypu MoHormiTHa, 3 obmexeHoro | MikpocepBicHa a00 XMapHO-
MacuTaboBaHiCTIO. HATHBHA, 13  HiITPHMKOIO
€MacTUIHOCTI.
[HCcTpyMEHTH JloxanbHi rpadiuni penakropu (Visio, | Xmapui miaatpopmu  (AWS
MPOEKTYBAHHSI Draw.io oduaiin). Architecture  Center, Azure




Diagrams, Lucidchart, Miro).

Onuc Pyune IJIaHyBaHHS ta | [appacTpykTtypa  sSK  KOA

iHGPACTPYKTYpH JIOKYMEHTYBaHHSL. (Terraform, CloudFormation,
Pulumi).

ABTOMaTu3aIis MiHimalbHa, HajamrtyBaHHs | Bucoka —  po3ropTaHusi,

HporeciB BUKOHYIOTBCSI BPYUHY. TECTyBaHHS Ta MOHITOPHHT
ABTOMAaTH30BaHi.

CriBnpaus komanau | OOMexeHa, 3anexutb Bin ¢ismunux | CimbHa poboTa B pexkuMi
3ycTpiueii abo JOKaIbHOT Mepexi. peasbHOrO  Yacy, XMapHe
30epiraHHs apTe(akTiB.

Besneka JlomaeTbes Ha Mi3HIX eTamax NpoekTy. | BpaxoByerncs Ha eTari
apxiTekTypu  (security by
design).

MacmtaboBaHicTh OOMerkeHa arapaTHIMU PECYPCaMH. I'nyuka — JUHaMiuHe
MaciTadyBaHHs XMapHUX
pecypciB.

OCHOBHI PU3UKH O6MmexeHa aanTUBHICTh, moBinbHa | Hamimkewnepis, vendor lock-in,

CBOJTIOLIIS APXITEKTYPH. norpeda y BHCOKiH

kBamiikarii KoMaHIu.

Jxepeno: po3pobneno aBropoM Ha ocHoBi IEEE Computer Society (2014); Basili & Turner (1975);
Amazon Web Services (n.d.); Google Cloud (2023); Jagli & Yeddu (2017); Sarmah & Deka (2020);
OWASP Foundation (2023).

IlopiBHAHHA TOKa3ye, IIO XMapHO-OPIEHTOBAHMH MiAXiN 1O MPOEKTYBaHHS CYTTEBO
BIIPI3HSAETBCS. THYYKICTIO, MIATPUMKOIO MIKPOCEPBICHOI apXiTEKTypH Ta BHKOPUCTaHHIM
1HQPACTPYKTYPH 5K KOAY, IO 3a0e3Iedy€e aBTOMAaTH3aIli10, MacIITa00BaHICTh 1 BpaXyBaHHs Oe3MeKH
BXK€ Ha DIBHI apXiTekTypu. TpajuiiiiHe NPOEKTYBaHHS JIMIIAETHCS CTATHYHUM, MOHOJITHHM I
3aJISKHUM BiJ] Py9HOTO JOKYMEHTYBAHHS, IO YIOBITEHIOE PO3BUTOK CUCTEMH. XMapHi IHCTPyMEHTH
Ha 3pa3ok AWS Architecture Center un Terraform mokpanugytots Konabopaito Ta IpHIIBUAIIYIOTH
YXBaJIEHHS DillleHb, IPOTE CTBOPIOIOTH 1 HOBI PU3UKH — 30KpeMa MOXIHBICTh mommiok y laC-
KOH(Irypamisax, HagMIpHUX [O3BOJIB, BUTOKY apXiTEKTypHHX apTedakxTiB abo 3alexHOCTI BiX
nocrayajgbHUKa. ToMy e(EeKTHBHICTH XMapHOTO INPOEKTYBAHHS 3aJIEXUTH BiJl KOHTPOJIBOBAHOI
CKJIQJTHOCTI Ta HAJISKHOTO YIPABIIHHS OE3MEKOI0.

Po3pobka cucremu

Ha erami po3poOkm CTBOpEeHHH apXITEKTYpHHH HPOEKT TpaHCPOPMYeThes B pobodue
nporpamue 3abe3rnedeHHs. PO3poOHUKH peanizyloTh (YHKI[IOHAIBHICT, HHUIIYTh KOJ, IHTEIPYIOTh
CITy>KOH Ta IepEeBIPSFOTH MOAYJIi BIATIOBIHO 10 MTOTIEPETHHO BH3HAYECHUX BUMOT 1 TEXHIYHHX PillICHb.
VY e nepion Takox 3AiHCHIOETHCS TECTYBaHHS OKPEMHMX KOMIIOHEHTIB, PEB’I0 KOJY Ta KOHTPOJIb
BEpCiii, 0 T03BOJISE MIATPUMYBATH SIKICTB 1 cTabiIBHICT porpamHoro nponykry (IEEE Computer
Society, 2014). ¥V tpaguuiiiHux minxonax, 0ocoOIMBO B JIOKAJIbHUX CEPEIOBHIIAX, IPOLEC PO3POOKH
4acTo OyB 0OMEXEHUH 00UHCITIOBATEHIMH PECypcaMy OfIHI€T MAIIMHK, HEAOCTATHHOIO B3aEMOJII€I0
MDK WICHaMH KOMaH/AW Ta PYYHHMH CIICHApiIMH TECTYBaHHS 1 po3ropTaHHs. L{i ynHHUKH cripusinu
HOSIBI 3aTPUMOK, IPOOJIEM 3 Y3TOJDKEHICTIO CEPEIOBHIN i 3arajJbHOMY 3HIDKEHHIO MPOIYKTUBHOCTI
(Sarmah & Deka, 2020).

Bnaue xmapnux incmpymenmis na eman po3pooxu. XmapHi miatdopmu 3abe3nedyroTh
PO3POOHUKIB IMHMPOKHAM CIEKTPOM 3ac00iB, IO CHPUSIOTH CIPOIICHHIO, CTaHZApTH3amii Ta
ABTOMATH3ALil TPOLIECIiB CTBOPSHHS IPOrPaMHOro 3abe3nedyeHHs. BoHn naloTh 3Mory mpamnioBaTtH B
YVHiIQIKOBaHUX CEpelOBHIIAX PO3POOKH 3 OyAb-IKOI TOYKH HOCTYITy, IHTETpyBaTH MEXaHi3MH



Oe3nepepBHOI iHTerpamii Ta JOCTaBKH, LEHTPAJi30BAaHO YHPABIATH 3aICKHOCTSIMH, CBOEYACHO
BUSBIIATH Ne(EKTH Ta YpPa3IMBOCTi, a TAKOX IMOCTAHO BIPOBA/PKYBAaTH HOBHU (YHKIOHAT i3
MOXJIMBICTIO KOHTPOJIO BIUIMBY Ha KIHIEBHX KOPHCTyBadiB. Peamizamiss IHX MOXIHBOCTEH
3MIMCHIOETBCS 33 JIOMIOMOTOI0 XMapHHUX IHTETPOBAaHMX CEpeloBHIN Po3poOku (Hampukinan, AWS
Cloud9, GitHub Codespaces, JetBrains Space), inctpymentie CI/CD (GitHub Actions, GitLab
CI/CD, AWS CodePipeline, Azure DevOps), cxoBuiy aptedakrtiB (JFrog Artifactory, AWS
CodeArtifact), 3aco6iB ananizy koay i 6e3mneku (SonarCloud, Snyk, GitHub Dependabot) ta cictem
kepyBanHs ¢pyukuionansicTio (LaunchDarkly, CloudBees) (OWASP Foundation, 2023).
IHTerpariss XMapHUX TEXHOJIOTiH 3HAYHOIO Miporo Jnonac Garato TpaguliiHUX Oap’epiB y
po3podui. OHiero 3 HABaXKIHUBIMINX MEpEeBar € YCYHEHHs HEBIIIMOBITHOCTEH MiX CepeIOBHIIAMHU.
Buxopucranus xmapuux IDE abo koHTeliHepu3oBaHUX cepenoBuin (Hampukian, Docker, Dev
Containers) 1o3BoJsie YHUKHYTH CHTYyalilf, KOJIM Hporpama Ipalioe JINIIe Ha JOKANbHIH MaIInHi
po3poOHuKa. TakoK 3HAUHO CKOPOUYETHCS Yac Ha pO3ropTaHHs 3aBIsku aBToMarnzoBanuM CI/CD-
naimaifHaM, IO MOKpAIlye 4acTOTy BUITYCKY HOBHX Bepciil Ta 3MEHIIye HMOBIPHICTD JIIOJACHKHX
nommiok (Jagli & Yeddu, 2017). Xmapsi penosuropii Ta matdopmu uis ciiBnparti, Taki sk GitHub
uyn Bitbucket, mokpariyloTh B3a€MOJiI0 MiX WICHAMU KOMAaHIM 3aBASKH MOXIIUBOCTI CIIIIEHOTO
pemaryBaHHs, PeB’10 KOy Ta KOHTPOJIO 3MiH y peadbHOMY 4aci. KpiM Toro, 3aBasku iHTErpoBaHNM
3aco0aM aHamizy Oe3NeKH, po3pOOHMKH MOXKYTh BUSIBIISATH ITOTCHIHHI BPa3IMBOCTI Ie HA eTami
HalMCcaHHs KOy, 3HIKYIOUH PU3UKH Ui roToBoro nmpoaykry (OWASP Foundation, 2023).
HesBaxarouu Ha YUCIICHHI MOKpALICHHS, AEAKi BUKIMKU 3aJUIIAIOTHCS aKTyaJbHUMHU 1 B
XMapHii po3po6mi. Yacti iTepamnii Ta BUCOKHIA TEMIT PO3rOPTaHHS MOXXYTh CIIOHYKaTH KOMaHIH JI0
TUMYACOBHX PIllIEHb, 1110 HAKONUYYIOTh TEXHIYHMIA OOPT 1 3HIKYIOTH HmiaATpuMyBaHicTs Koy (IEEE
Computer Society, 2014). ITirTpumka cTabiIbHOT IKOCTI KOy, HE3BaXKAI0UH Ha HASIBHICTH CyJacHHX
IHCTPYMEHTIB, SIK 1 paHille 3HAYHOIO MIpOI0 3aJeXKUTh BiJl BHYTPIIIHBOI AWCIMIUIIHA KOMAHIU Ta
YiTKHX CTaHIapTiB po3pobku. Kpim TOro, HOBUM 4jieHaM KOMaH/H 4acTO CKJIAJHO MPUEIHATHUCS JI0
MPOEKTY Oe3 HaJIeXKHOI JOKYMEHTalii ab0o CTaHAapTIiB iHTErparii, 0 YHOBUIFHIOE IIPOIIEC aIalTallii.
Hoei pusuku euszeani inmezpayicro 3 xmapuumu cepgicamu. [HTErpaiiis XMap y mpoiec
PO3POOKH TaKOX OPOIKY€E HOBI PU3UKH. 30KpeMa, Pi3SHOMAHITTS IHCTPYMEHTIB Ta MPAKTHK — TaKHX
SIK KOHTelHepH, Oe3cepBepHa apXiTekTypa, laC — Moxe nepeBaHTaKUTU KOMaHAU, 0COOIMBO MCHIII
noceimpdeni (Sarmah & Deka, 2020). HanmipHa aBToMaTH3a11is, X04 1 KOPUCHA, 1HO/II IIPH3BOAUTH JI0
CJIINIOT IOBIPHU JIO CUCTEM, SIKi MOXKYTb IPOILYCTUTH KPUTHYHI JeheKkTH abo HEBIPHO CIIpaloBaTH 0e3
HaJIeXXHOI mepeBipku. Takoxk 3pocTae PHU3MK ITOB’S3aHMH i3 HENPaBWIBHUMHU KOH}IryparisMu —
HanpHKIaj, moMumika y ¢aiim Terraform abo ’YAM L \unﬂ CI/CD-nporecy Moe 3p0OHUTH 3aCTOCYHOK

BpazmuBuM (NIST, 2018). Hapermuri, BUKOpHUCTaHHsS CEpBICIB, Opi€HTOBaHMX Ha KOHKPETHOIO
noctaganpHuKka (ak-or AWS Lambda, Firebase a6o Azure Functions), mMoke mpu3BecTH 10
3aJI€KHOCTI BiJl OAHI€] XMapHOI INIATGOPMHU, 3MEHIIYIOUM THYYKICTh Ta MOMJIUBICTH HEPEHOCY
pilieHb y MaiilOyTHHOMY .

OkpiM ONMUCAHUX TEpeBar i BUKJIMKIB, JOULIBHO Y3arajJlbHUTH OCHOBHI BiJIMIHHOCTI MiX
TPAIULIHAM 1 XMapHUAM IMiAX0AaMH 0 PO3poOKH cucteMH (Tadim. 3).

Tabn. 3. OcHOBHI BiIMIHHOCTI MDK TPaJUIIHHUM 1 XMapHUM MiAXOJaMU O PO3POOKH
CHCTEMHU.

Kputepiit Tpaauuiiauit minxin XMapHO-0pi€HTOBAHUH MiaXi]
Cepenouie JloxaneHe, 3aJICKHUTh Bixg | XmMapHe abo KOHTeifHepH30BaHE
PO3pO0KH KoHpirypauii oxpemux mammud | (GitHub Codespaces, AWS Cloud9,

PO3POOHHKIB. Docker).
Iarerpanis Ta | Pyune TECTYBaHHS i1 | besnepepBHa iHTerparis Ta f0cTaBKa
IOCTaBKa posropranHs, goBri  1wmkiwm | (CI/CD) 3 aBTOMATH3aLI€I0
pemisis. MIePeBipOK 1 peni3iB.
KepyBanns BincyTHicte meHTpanizoBanoro | LleHTpanizoBaHi CXOBHIIA

Aob6aBneHo npumeuanue ([2]): Poswwndpyitte
abpesiatypy.

{Aoﬁaaneuo npumeuanme ([3R2]): Lle He abpesiaTypa ]




3aJIE)KHOCTAMU KOHTPOJIIO, YacTi KOHQIIKTH | apTedakTiB (JFrog, AWS

Bepciii. CodeArtifact).
Kontpons Bepciit Ta | JlokanbHi peno3uropii, | XmapHi mnatpopmu Git (GitHub,
CHiBIIpaIst obmexeHa komaHHa B3aemonis. | GitLab, Bitbucket) i3 MoxmBicTIO
CHIIBHOTO pelaryBaHHS Ta pPEB’I0
KOJy.
3abe3mneueHHs sskocTi | TecTyBaHHA BHKOHYETBCS IICISI | ABTOMAaTH30BaHE TECTyBaHHS,
OCHOBHOi ~ pO3pOOKH,  YacTO | CTATHYHUH aHai3 KOIy
BpYyUHY. (SonarCloud, Snyk).
besneka BrmpoBamkyerses micnst eramy | [aTerpoBana B mpomec po3poOku
peaizarii. (security-as-code, shift-left security).
I'HyukicTh Ta | 3anmexxuth  Bix  amapaTHuX | [luHamiuHe MacmtaOyBaHHS, THYUKI
MacmTaboBaHICTh pecypciB po3poOHHKa. CepelIoBHUINA 3a 3AIIHTOM.

Tunosi inctpymentu | Jlokansai IDE (IntelliJ, Eclipse, | Xmapui IDE (GitHub Codespaces,

Visual Studio). AWS Cloud9, JetBrains Space).
OcHOBHI 1IepeBaru IIpoctora KOHTpOMO | Bucoka mBHAKICTE pO3ropTaHHS,
JIOKaITBbHOTO TIPOIIECY. KOMaHIHA CHHXpOHI3ais,
aBTOMAaTH3aLlisl.
OCHOBHI PU3UKH HecywmicHicts cepenosuin, pyuHi | [lepeBaHTakeHHS — IHCTpyMEHTaMH,
MIOMUJIKY, 3aTPUMKH Y BUITyCKaX. | KOHGirypauiiini nomumiaky, vendor
lock-in.

Jlxepeno: po3pobieno aBropom Ha ocHoBi IEEE Computer Society (2014); Sarmah & Deka
(2020); OWASP Foundation (2023); Jagli & Yeddu (2017); NIST (2018).

IMopiBHSHHS JEMOHCTPYE, IO IepexXij BiJ] JIOKAIbHUX, 1301b0BAaHUX i PYYHHX IPOLECIB JI0
XMapHO-OPi€HTOBAHMX MOZENEH pO3pOOKM HE JIMIIEe MPHCKOPIOE IUKIM JOCTABKH, a W CYTTEBO
3MiHO€ mpodine Oe3mekw. Y TpamuMIiHHMX CepelOBHINAX py4Hi omeparii, BiICyTHiCTH
LEHTPAITI30BAHOTO KOHTPOIIO BEPCiil 1 3aleXHICTh BiX JIOKATBHOI 1HOPACTPYKTYpH IIiJBHIIYIOTH
PH3HKH JIFOJICHKUX MOMMIOK, Apelidy KoHpirypamii i HEKOHCHCTEHTHOCTI CepeloBUIN. XMapHUH
ijXij, HaBIaky, iHTerpye Ge3nexKy B caM rporec po3podku uepe3 npaktuku shift-left, security-as-
code, aBTOMATH30BaHU I CTATHYHUI 1 TUHAMIYHAHN aHAITI3 KOJTY, 110 A€ 3MOTY BUSBIISATH BPa3IHBOCTI
3HAQYHO paHime. BuKopUCTaHHS KOHTEHHEPH30BaHUX CEPEOBHIN, LEHTPATI30BAHMX CXOBHII
sanexnHocted Ta Cl/CD-maiinnaiiniB 3a0e3nedye KOHTPOJIbOBAHICTh, TPACOBAHICTH 1 MEHIILY
HMOBIipHICTh TOMHJIOK KOH(Iryparii. [IpoTe mocunena aBToMaTu3anis i BelMKa KUIBKICTb CepBiCiB
BOJIHOYAC CTBOPIOIOTH HOBI 3arpo3H: 3pOCTa€ PU3HK KOHQITypamifHMX BPa3IMBOCTEH y XMapHUX
pecypcax, 3al1eKHOCTI BiI IOCTadalbHUKA, KOMIIPOMETALlil CeKPETiB y NaiiniaaiHax Ta HEKOPEKTHOTO
HaJAIITyBaHHSA IpaB IOCTyIy. TakuM 9YMHOM, XO49a XMapHHH MiIXiJ 3HAYHO MiABHUIIYE PiBEeHb
MPOAKTHBHOT O€3MeKH, HOro e()EeKTUBHICTh 3aJIKUTh Bij 3pIJIOr0 yNpaBlliHHS 1HPPACTPYKTYPOIO,
0e3repepBHOro MOHITOPUHTY Ta JOTPUMAaHHS IPHHIHITIB MiHIMATbHIX MIPUBLIEIB 1 KOHTPOJIbOBAHOT
aBTOMAaTH3alIii.

TectyBanHs cucTeMu

Etanm TecTyBaHHS € KPUTHYHO B@KIMBOIO YACTHHOI JKMTTEBOTO LHKIY PO3POOKH
MPOrpamMHOro 3a0e3NedyeHHs, OCKIJIbKM 3a0e3redye BIAMOBIAHICTH peai3oBaHOrO (yHKIIOHATY
BU3HAYCHUM BHMOTaM Ta CTaHOApTaM sKOCTi. TecTyBaHHS OXOIUIIOE pi3HI pIiBHI MEpEeBipKH,
BKJIIOYAIOYM MOJYJIbHE, IHTErpaiiiiHe, CHCTEMHE, HaBaHTa)KyBaJbHE Ta OE3MEKOBE TECTYBaHHS



(Google Cloud, 2023). Horo MeTo10 € BHSBICHHS TOMHUJIOK, 3aI00iraH s perpecisM i 3abesneueHs
BIZINOBITHOCTI IPOrPaMHOI0 INPOJYKTY OUYiKyBaHHSAM KOPUCTYBadiB Ta Oi3HECY ILe 10 pO3TOpTaHHA
Yy BUPOOHHYOMY cepeloBUIIi. Y TpaauuiiHux mMoaensx SDLC TecTyBaHHS 4acTO BiIKIIaJaocs Ha
3aBeplIAbHUN €Tal [UKITYy PO3pOOKH Ta BHKOHYBAJIOCS BPY4HY, LIO MPHU3BOIMIO 10 3aTPHUMOK,
Hakonm4eHHs JedekTiB 1 3pocTaHHs BapTocTi BumpabieHb (Microsoft, 2022). lo Toro x
130JIbOBaHICTh TECTOBMX CEPEIOBHII YCKJIA[HIOBaJIa BiATBOPEHHs peajbHHX YMOB, y SKuX Oyle
HPaLOBATH 3aCTOCYHOK.

Bnnue xmapnux incmpymenmie na mecmygéanna. XMapHi TEXHOJOTii KapIHHAIBHO
TpaHc(hOpPMyBaIH MPOLEC TECTYBAHHs, 3pOOUBIIM HOTO OibII ABTOMATH30BaHUM, MAaCIITA00BAaHUM
Ta IHTETPOBAaHMUM Y 3arailibHy iHQPACTPYKTYpy PO3POOKH. 3aBASKH IBOMY CTalO MOKIHBUM
Oe3nepepBHE BUKOHAHHS IEPEBIPOK IPU KOXHIM 3MiHI KoXy, 3abe3medeHHs kpocOpaysepHOi Ta
KpOCILIaT(OPMHOT CyMiCHOCTI 6€3 JIOKaTbHOTO HATAIITYBAaHHS CEPEIOBHUINA, IMITAIlisl HABAHTAXKEHHS
B yMOBaX, HaOJIIKEHUX 10 BUPOOHUYMX, BUSBICHHS BPa3JIMBOCTEH 111e Ha eTami po3poOKH, a TAKOX
TECTYBaHHs B3a€MOJIl 3 HENOCTYMHUMH a00 HECTaOITbHUMH 30BHIIIHIME cepBicamu. Pearnizaiis
3a3HAUEHNX MOXJIMBOCTEH MiATPUMYEThCS 3a gomomoroio iHterpauii TectiB y Cl/CD-xoHBeepu
(GitHub Actions, GitLab CI, Jenkins y xmapi), miatdopm mi1s KpocOpay3epHOro TECTyBaHHS
(BrowserStack, Sauce Labs), iHCTpyMeHTIB HaBaHTa)XyBaJbHOTO TecTyBaHHS (Apache JMeter B
AWS, Gatling Cloud, cmyx6u Azure Load Testing), 3acobiB GesmexkoBoro anamiszy (Snyk,
Checkmarx, OWASP ZAP) i cepgicie Bipryam3zanii API (WireMock Cloud, Mountebank)
(Microsoft, 2022).

BukopucranHs XMapHUX pillleHb yCyBa€ Ty HHU3KY NpoOiieM, M0 OyJM XapaKTepHi s
TPAIUIIHOTO MIiAXOAY J0 TECTyBaHHA. 30KpeMa, MacIITabOBaHICTh XMapHUX PECYPCIB J103BOJISIE
BUKOHYBAaTH MacoBe IIapaJiellbHe TECTyBaHHS 0e3 OOMEXeHb, IIOB’SI3aHHX 13 JIOKAIBHHMHU
noTyxHocTsIMU. KpocmnaTdopMmHe TecTyBaHHS 3a TOIOMOTOI0 (hepM IPHCTPOiB 3ade3neuye mupiie
HOKPUTTS CyMICHOCTI, TOJIi SIK XMapHe HaBaHTa)KyBaJbHE TECTYBAaHHS JI03BOJISIE TOYHO CHMYJIIOBATH
peanbHi cueHapii Bukopucranasa. Kpim toro, CI/CD-koHBeepr 3a0€31edytoTh MUTTEBHI 3BOPOTHHUIHA
3B’SI30K MiCJIs1 3MiH Y KO/Ii, 110 IPUCKOPIOE BUsIBIEHHs Ta ycyHeHHs nedexriB (Jagli & Yeddu, 2017).
VYHidikoBaHI XMapHi CepeAOBHIIA JUII TECTYBaHHS TaKO)X Ha0araTo Kpamle iMiTyroTh BUPOOHHYL
YMOBH, HDK JIOKalbHI KOH(QIrypamii, 0 3HIKYE PH3UK HECTOIiBAaHOI MOBEIIHKH IPOTPAMHOIO
3a0e3nedeHH s MiCIIst PO3TOPTAHHSI.

IMonpu 3Ha4YHHI Iporpec, JesKi MPoOIeMHU 3aIHIIAI0THCS AKTYaIbHUME HABITh Y XMapHOMY
KoHTeKCTi. OJIHI€I0 3 HUX € HecTa0lIbHICTh aBTOMATH30BAaHHUX TECTIB: IXHI pe3yJIbTaTH MOXKYTh OyTH
HETOCIJJOBHUMH Ta XHOHO MO3MUTHBHUMH Yepe3 THMYACOBI 3alie)KHOCTI, (pOHOBI mporecu abo
HenocrartHio i3omsuito nanux (IEEE Computer Society, 2014). Takox 3 4acoM 3poCTalOTh BUTPATH
Ha MIATPHIMKY aBTOMATH30BaHUX TECTIB — Yy Mipy PO3MHUpPEHHA (YHKIIOHAIBHOCTI NOMATKY
HEOoOXiZHO IOCTIHHO OHOBJIOBaTM W ajganTyBaTH TecTH. | HaBiTh y 100pe mOOymOBaHMX
ABTOMATH30BaHUX KOHBEEpPaX ICHY€e PU3HK HETOBHOTO ITOKPUTTS — depe3 4acoBi oOMexeHHs abo
OOMEXEHHsI CaMHMX IHCTPYMEHTIB [esKi KpPUTHYHO BaXKIMBI CIeHapil MOXYTbh 3alHMIIUTHCA
HEJIOCTaTHBO MePeBipeHIMH.

Hoei puzuku euseani inmezpauyiclo 3 xmaphumu cepgicamu. llepexin 0 XMapHOTO
TECTYBaHHS, X0Y 1 BIIKPHBAE HOBI MOXIIMBOCTI, BOJHOYAC CTBOPIOE i HOBI pusuku. [lepm 3a Bce,
3pocTae morpeda B yBaXHOMY ITOBOJDKEHHI 3 JaHUMH, OO0 YHHKHYTH BHTOKY KOH(imeHIIHHOT
inpopmanii Ta moTpuMaHHS 3aKoHOmaBuMXx HopM (Hanpukiax, GDPR) NIST (2018). Taxox
MacmtabHi TeCTH, 0COOJIUBO Ti, IO TTOB’A3aHi 3 IPOAYKTHBHICTIO 200 HACKPI3HOIO epeBipKoro (end-
to-end), MOXyTh BUMaraTu 3HAYHHX OOYMCIIOBAIBHUX PECYPCIB, IO MPU3BOAUTH O 3POCTaHHSI
BapTocTi. besneka tecToBux cepemoum ta CI/CD-cucTeM € KPHTHYHO BaXKIIMBOIO, OCKUTBKH IIi
CepelIoBHUINA MICTATh SK KOJ, Tak i cexpeTu, HeoOxigHi mig tectyBaHHa NIST (2018). Hapemri,
CKJIQJHICTD 1HTerpamii pi3HOMaHITHHX XMapHUX IHCTPYMEHTIB y €IMHUHA MaiIiaiH Moxe
noTpedyBaTH pO3pOOKH CIIeiaNbHIX CKPHITIB, KOH(DIirypamiid abo HaBiTh OpKeCTpalifHUX CHUCTEM,
1110 301IBIIY€ TEXHIUHY CKJIAJHICTB poekTy (Sarmah & Deka, 2020).

OkpiM ONMHUCAHUX TEepeBar 1 BHKJIMKIB, NOLUIBHO y3arajJbHUTH OCHOBHI BiIMIHHOCTI MiX
TpaJULIITHUM 1 XMapHUM MiAX0JaMH 10 TECTyBaHHS cUCTeMH (Tadi. 4).



Ta6n. 4. OcHOBHI BiAMIHHOCTI MK TpagHLIiHHAM i XMapHHUM MiIXOZaMHU OO TECTyBaHHSI

CHCTEMH.

Kpurepiit Tpaaumiiamii miaxin XMapHO-OPi€EHTOBAHUH MiJIXif
CepenoBuiiie JlokanpHi ~ MammHH, OOMEXeHi | XMapHi cepeloBHINA, JUHAMIYHE
TECTyBaHHS pecypcu MacrabyBaHHsI
ABTOoMaru3ailis TectyBanHs BUKOHY€ThCs | [HTErparis ABTOMATH30BaHUX

TIEPEBAXKHO BPYUHY tectiB y CI/CD
HapanTaxcyBansue OomexeHe nokanpHIMH | MaciiraboBaHe, peanictuuHe
TECTyBaHHS pecypcamu HABaHTXKEHHS  Yepe3  XMapHi
pecypcu
Kpocmnarpopmuicts | [Torpebye pyuHoi mepeBipku abo | XmapHi bepmu MPUCTPOTB

eMyJIATOPIB (BrowserStack, Sauce Labs)

BesnexoBe TectyBanHs | BukoHyeTbCs Ha mi3HIX eramax IarerpoBane y maiimnaitaun CI/CD

(Snyk, Checkmarx)

KepyBauust nanumMu Tecrosi JaHi 30epiratoTbcs | LleHTpamizoBane KepyBaHHS B
JIOKaJIbHO XMapi

IaTerparist Bumarae pyunoro HamamryBauus | [lintpumyerscss  mumatopmamu

IHCTpyMEHTIB (GitHub Actions, Jenkins Cloud)

Jxepeno: po3pobieHo aBTopoM Ha ocHOBI Google Cloud (2023); Microsoft (2022); Jagli &

Yeddu (2017); IEEE Computer Society (2014); NIST (2018); Sarmah & Deka (2020).

INopiBHsAIBHUI aHAMI3 CBIMYMTH, IO TPAAMIIIMHE TECTYBaHHS, 3aCHOBAaHE HA JIOKAJbHUX
pecypcax i pyYyHHX OmepamlisiX, CTBOPIOE CYTTEBI O€3MEKOBI PU3HMKU: OOMEKEHa aBTOMATH3AIlis
YCKJIaTHIOE BiITBOPIOBAHICTh MEPEBIPOK, 3aTPUMY€E BHSBICHHS BPa3IMBOCTEH 1 3Millye Oe3meKoBe
TecTyBaHHA Ha KiHneBi eramu SDLC, koM BUIpaBICHHS € 3aTpaTHUMHM W IOTEHLINHHO
HeOe3MEeYHNMH 11 CTaOLIBHOCTI CHCTeMH. XMapHO-Opi€HTOBaHa MOJENb yCyBa€ Ii HEOONIKH
3aBASKM IHTerpaulii aBTOMaTH30BaHMX Oe3nekoBux mepeBipok y CI/CD-mpouecH, MOMKIHBOCTI
MacITadyBaTH CepeOBHINA IS MOMENIOBAHHS PEAbHUX aTaK 1 BUKOPHCTAHHIO CHEIiali30BaHUX
incTpymenTiB Static Application Security Testing, Dynamic Application Security Testing, Software
Composition Analysis Ta aHaJi3y CEKpeTiB, OI0 3HAYHO MiABUITYE ¢)HEKTHBHICTH BUSBJICHHS 3arpo3.
Kpim ToOrO, IEHTpani3oBaHe KepyBaHHS TECTOBHMH NaHHMH, JOTaMH # apredakTaMd IOCHIIOE
KOHTPOJIb JOCTYITY Ta CIPOIIYE ayIUT, SMEHITYIOYH PH3UKH HECAHKIIOHOBAHOTO BUKOPHUCTAHHS abo
BUTOKY KoH(ineHmiiHoi iHpopmMamii. BogHouac 3anmexHicTh Bl XMapHHX IIaT(OPM ITiABHIIYE
BUMOTH JI0 NIPAaBHJIBHOTO HAJAIITYBAaHHS IPaB JOCTYILy, cerMeHTalil cepenoui i 3axucry CI/CD-
nalIuIaifHiB, OCKITBKK HETIPaBUIIBHI KOH(QIrypamnii a0 KOMIpoMeTallisi XMapHHUX aKayHTiB MOXYThb
CTBOPUTH HOBi BEKTOpU arak. TakuM YHHOM, XMapHE TECTyBaHHs 3HAYHO IIi/BUIIYE DPiBEHb
MPOAKTUBHOI Oe3MeKy, ajie moTpedye BUINOI AUCHUIUIIHA y KepyBaHHI KOH(DIrypamisMu Ta 3piIux
DevSecOps-npakTHK.

Posropranns

PosropraHHs — 1ie OANH 3 3aBepIUATbHHUX STalliB XXUTTEBOTO LUKy PO3POOKH IPOrPaMHOro
3a0e3nedeHHs], iJ] 9ac SKOTr0 HPOAYKT BUITYCKAETHCS y BUPOOHHYE CEPEIOBHILE Ta CTA€E JOCTYITHUM
JUId KIHIEBHX KOpHCTyBadiB. Y Tpaaumiiinux Mmonemsx SDLC mporec po3ropTraHHsS YacTo
3IiICHIOBaBCS BPY4HY, €Mi30AMYHO, i3 MOMEPeIHbO 3aIUIAHOBAHUMH IPOCTOSIMH CHUCTeMH. Takuii
miaxin OyB CXWJIBHHM 1O NOMHJIOK, MaB BHCOKHH PHU3HK 300iB i CyNpOBOMKYBAaBCS 3HAUHHMHU
BuTpatamu Ha miarpumky (NIST, 2018). 3 mosBoro XmMapHUX iHCTpyMeHTIB Ta mpakTtuk DevOps
cTpaTerii po3ropTaHHS 3a3HANU CYTTEBHX 3MiH. BOHM cTanyM aBTOMaTH30BaHMMH, MIBUJIKHMH Ta



611 Ge3repepBHIMH, IO 103BOJISAE YHHKATH IPOCTOIB, 3SMEHIIINTH PU3UKH Ta 3a0€3M1€UYUTH BUCOKY
JOCTYMHICTB 3acTocyHKiB (Jagli & Yeddu, 2017).

Bnaue xmapnux incmpymenmie na eman poszopmannsa. CydacHi XMapHi IIaTgopMu
BiJIKPUBAIOTh IIUPOKI MOXKIJIMBOCTI JIJIsl aBTOMATH3ALlii Ta IIEHTPATi30BaHOTO YIIPABJIIHHS MPOLIECaMU
PO3ropTaHHs IPOrpaMHOro 3a0e3ledeHHs] B Pi3HHX cepeJoBHINAX. IHPpacTpyKTypa po3ropTaHHSI
IHTETPYETHCS y )KUTTEBHI LUK pO3poOKH, 3a0e3Meuylour aBTOMaTH4He 30MpaHHs, TECTyBaHHS Ta
JIOCTaBKY 3aCTOCYHKIB Ha KOXXHOMY €Talli, 1[0 CIIPHUSIE 3HIDKEHHIO KUIBKOCTI HOMWIIOK, TIPUCKOPEHHIO
BUXOJy HOBHX BEpCiii 1 OKpAIIEHHIO HATIHHOCTI mocTaBKH. [linTprMKa pi3HOPIAHUX cepeOBUIL —
Bil JEBEIONEPCHKUX 10 MPOAYKUIHHUX — peali3yeTbCs LUIIXOM KOH(Qirypamii mairuiaifHi 3
ypaxyBaHHAM crienuQiky Ko>kHOro otodeHH:S. KoHTeltHepu3alis 3abe3neuye yHigikamioo mporecy
JIOCTAaBKH, JO3BOJIAIOYM MaciiTabyBaTH OOYMCIIIOBAaIbHI pecypcu, OalaHCyBaTH HAaBaHTKCHHS Ta
aBTOMATHYHO BiHOBJIIOBAaTH CEpBICH y BHIAAKY 300iB. OpKkecTpaliifHi CHCTEeMH, 30KpeMa Ti, 10
0asyroTecs Ha Kubernetes, 103BOJISIOTH LIEHTPATiI30BaHO KE€PYBATH )KUTTEBUM LIUKJIOM KOHTEHHEPIB,
aBTOMATH3YBaTU PO3rOPTAHHSI, OHOBJICHHS Ta MOHITOPUHT, 30€pirato4n cTablIbHICTh | KOHTPOJIb HAJl
iH(ppacTpyKkTypoto. Peanizaiis 3a3Ha4eHUX MOMIIMBOCTEH 3IIIHCHIOETHCS 3a JOMOMOTOI0 CEpBICIB
6e3nepepsHoi iHTerpanii ta pocraBku (CI/CD), takux sk AWS CodeDeploy, Azure Pipelines,
Google Cloud Deploy i GitHub Actions, a Takox cHCTEM OpKecTpallii KOHTEHHEpiB, BKIIOYAI0YN
Kubernetes-mraropmu Azure Kubernetes Service, Amazon Elastic Kubernetes Service i Google
Kubernetes Engine, ta cepBic Amazon ECS.

OxpeMy Hilmly 3aiiMalOTh pILICHHS I OE3CepBEpPHOr0 pPO3ropTaHHs, sKe 3ale3neuye
aBTOMaTH4YHE MaciiTaOyBaHHS, IO/I€BO-OPIEHTOBAaHY aKTHBALil0 (QYHKIIH Ta CIUIATy JHIIE 3a
(haxTHYHE BUKOPUCTAHHS pecypciB. Lle nae 3mMory 3ocepeauTuch Ha Oi3HEC-JIOTII, HE BUTPAYA0dH
pecypcH Ha MiATPHUMKY CEPBEPHOTO CEPEIOBHINA.

[Hmmit Kmo49oBHH KOMIOHEHT — iH(pacTpykTypa sk kox (Infrastructure as Code, [aC), sxa
nepenbavae IporpamMHe onucaHHs Bciel iHQPACTPYKTypH, BKIIIOYAIOYM MEPEKEBi KOMIIOHEHTH,
pecypcu oOYHCIICHHS, CiTyOM 30epiraHHs NaHUX Ta NOMTHKH Oe3neku. Llei minxix 3abe3medye
BIZITBOPIOBAHICTb, KOHTPOJIb BEpPCil, ayAUT 3MiH i aBTOMAaTU3aLil0 MPOIECiB PO3TrOPTAHHS, IO €
0cOOIMBO BAXIMBHM Ui KoMaHAHOI pobotm Ta DevOps-mpakTuk. 3a3HaueHi MOXIHMBOCTI
peani3yroThecs 3a JOMIOMOTOI0 IHCTPYMEHTIB Oe3CepBepHOro po3ropranHs, Takux sk AWS Lambda,
Azure Functions i Google Cloud Functions, a Takox pimens laC, Brmovatoun Terraform, AWS
CloudFormation Ta Pulumi.

Kpim Toro, po3ropraHHs B XMapi HiATPUMY€E CydacHi CTpaTerii JOCTaBKH, TaKi sIK CHHBO-
3eneHe (blue-green), kaHapkoBe (canary) i HakaryBajibHe (rolling) posropranns. [ng ix peamizamii
3aCTOCOBYIOTBCS crerianizoBani 3acobu Ha kmrant Argo CD Ta Spinnaker, siki 103BOJISIOTH
3IIHCHIOBATH IIOCTYIOBE a00 MapanellbHe BIPOBAKEHHS 3MiH 0O€3 HETaTMBHOTO BILIHBY Ha
KOPHCTYBauiB.

BukopucranHs XMapHUX IHCTPYMEHTIB 3HAYHOK MipOI0 yCyBa€ HpOOJIEMH, MpPUTaMaHHI
TPamUIifHOMY TiIXOAY 10 PO3rOpTaHHs. 30KpeMa, aBTOMATH3allisl IPOLECIB 3HIKY€E HMOBIPHICTh
JIFOJICHKHX TIOMUJIOK 1 3a0e3Iedye OCIiIOBHICTB il y Beix cepenoBumax (Sarmah & Deka, 2020).
3aBnsku iHppacTpykTypa-sak-koq (IaC) ycyBaerbcst mpoOiiema «apeidy cepeaoBHIN», KOJIH
CepesoBHUINa PO3POOKH, TECTYBaHHS Ta IPOAAKIIH BiPI3HAIOTHCS MixK CO00I0, 110 YacTO IIPU3BOAUTE
JI0 HEOUiKyBaHOI MOBeIiHKH 3acTocyHKiB. KonBeepn CI/CD maioTh 3MOTY NPHIIBHIIINTH BHITYCK
peniziB, 3abe3nedyroud iXHIO PEryJsIpHICT Ta BIIIOBIJHICTH BHUMOraM TIHYYKHMX METOMOJOTIiH
PO3POOKH.

Kpim ToOro, crpareriuHe IuiaHyBaHHS PO3TOPTAaHHS JO3BOJISIE MiHiMi3yBaTH abo MOBHICTIO
YHUKATH IIPOCTOIB ITi/l JaC OHOBJIEHb. BHKOPHCTaHHSA METO/IB ITOCTYIIOBOTO BIIPOBAMKEHHS, TAKHX
sK canary abo blue-green, momomarae 3MEHIIMTH PH3HUKH, IOB’S3aHi i3 BIPOBA/KEHHSIM 3MiH y
HNPOTYKTHUBHE CEPENOBHUIIE.

INonpu 3HauHi mepeBary, NesKi BUKINKH 3aJHIIAIOTHCS aKTyaIbHHIMH HABITh Yy KOHTEKCTI
XMapHOro posropTaHHs. OnHI€I0 3 TaKUX MPOOJIEM € CKIANHICTh BIKOTY 3MIH y pa3i BHSBIICHHS
KPUTHYHHX MTOMHUJIOK Micis penmidy. SIKIIo He po3poOJIeHO BiANOBIIHHUHN IJIaH il a00 HE CTBOPEHO
pEe3epBHUX KOIiif, BIAHOBIICHHS Mpale3faTHOCTi Moxke OyTH yckinaaHeHe. Kpim Toro, 36ii y 30ipri



a0o HempaBmiIbHA KOH(Qirypamis xoHBeepa CI/CD moke 3a0i0KyBaTH peii3 i 3aTpUMaTé BHXIiI
npoaykTy Ha puHOK (Sarmah & Deka, 2020).

[HIMM cepiio3HMM BUKIIMKOM € MHUTaHHS Oe3leKd. 30KpeMa, sKOPCTKO 3aKOI0BaHi 00JIIKOBI
naHi abo HeHaJIe)KHE KePYBaHHS CEKPETaMH Y CKPHIITaX PO3TOPTAHHS MOXKYTb MIPU3BECTH 10 BUTOKY
KoH(DieHHOT iHGopMalil a00 CTBOPUTH BPA3IMBOCTI B CUCTEMI.

Hoei pusuku euseani inmezpauyicio 3 xmapuumu cepsicamu. IHTerpaiisi po3ropTants 3
XMapHOI0 1HQPACTPYKTYpOIO TAaKOX CTBOPIOE HOBI PH3MKH, SKi He Oynu XapaKTepHUMHU IS
TpamuiiHux cucteM. OJMH 13 HUX TOB’sI3aHUH 13 MOHITOPUHTOM BUTpAT. YacTe po3ropTaHHs MOXKe
HOPU3BOJUTH IO YTBOPEHHS THUMYacOBMX CEpe’OBUI] ab0 HAIMIPHOTO BHKOPUCTaHHS
OOUHCITIOBATEHHUX PECypCiB, IO MOTpedye yBaKHOTO KOHTPOIIO 33 OI0KETOM.

ABTomaru3allis npoueciB Ta BiIKpHUTI KiHIEeBl Touku API Takox 30UIBLIYIOTH MOBEPXHIO
atak. Slkmo CI/CD-koHBeepn abo cepelOBHINA HE 3aXUINECHI HAIC)KHUMH 3ac00aMH, TAKHMH SIK
KOHTPOJb JOCTYIY, ayAWT MOMAIH 4Yu OOMEXKEHHS IpPHUBUIEIB, I1I€ MOXE CTBOPUTH CEpHO3HI
BpasnmBocTi (Jagli & Yeddu, 2017). Ille oqHUM BHKIIMKOM € PO3POCTaHHS JIAHIIOTIB iHCTPYMEHTIB!
JUI1 TIOBHOLIHHOTO (DYHKIIOHYBaHHS aBTOMATH30BAHOTO PO3TOPTaHHS MOTPIOHO IHTETpyBaTH
BEIIMKY KiJIBKICTh CEPBICiB — KepyBaHHs KOJIOM, TECTyBaHHs, MOHITOPUHT, iHdpacTpykTypa — 110
MO>KE IPH3BECTH JI0 3POCTAHHS CKIATHOCTI MiATPUMKH.

Hapewri, opraHi3amifiHMii acHekT TakoX He BapTO HemooLiHIoBaTH. Ilepexin mo
Ge3nepepBHOI TOCTABKY BUMArae He JIMIIE TEXHIYHHUX 3MiH, a i 3MiHH KyJIbTYPH BCepeIHHI KOMaH/IH.
30KkpeMa, MifBUILYETHCS BIANOBINATBHICTE PO3POOHMKIB 3a SIKICTh KOLY Ta peEIli3iB, a TaKOX
HEOOXIiTHICTh JOBIpH 10 aBTOMATU30BAaHMX MPOIECiB i mpakTuk DevOps.

OkpiM ONMUCAHUX TEepeBar i BUKJIMKIB, JOULIBHO Yy3arajJlbHUTH OCHOBHI BiJIMIHHOCTI MiX
TPAIULIIHUM 1 XMapHUAM MiAX0AaMH J0 PO3rOpTaHHs cHcTeMH (Taldll. 5).

Ta6xn. 5. OCHOBHI BIAMIHHOCTI MiX TPaJMILIAHUM 1 XMapHUM IIXOAaMH 1O PO3TOPTAHHS
CHCTEMH.

Kputepiit Tpaauuiiiuumii miaxin XMapHO-Opi€HTOBaHUH MiAXi[
IIpormec posropranHst Pyune, nepionuune, 3 MpocToeM | ABTOMaTH30BaHe, Oe3mepepBHE
CHCTEMH (Cl/CD)
IadpacTpykrypa HanmamroByerbcst BpyuHy Ha | Onmcyetbess sk kox ([aC —
¢ismunux  abo  Bipryamsuux | Terraform, CloudFormation)
cepBepax

Cepenosuiie BukoHanHs | dikcoBaHi cepBepy, ckiaanHicTs | KonteiiHepu Ta  opkectparis

MaciTabyBaHHs (Docker, Kubernetes)
Crparerii peni3iB OnnopasoBe  onoBneHHst 3 | Blue-green,  canary, rolling
PU3UKOM 3001B OHOBIJICHHS

Be3scepBepHi pimieHHs

Bincyrni abo  moTpeOyroTh
CEpPBEPHOTO yIIPABIIiHHA

AWS Lambda, Azure Functions,
GCP Functions

besneka

Pyune xepyBaHHA OOJIIKOBUMH
JTaHUMHI

ABTOMAaTH30BaHe KepyBaHHs
CEKPETaMH, MONITHKHA JIOCTYILY

MOHITOPHHT 1 BiIkaT

3AiliCHIOETHCS TTiCst 30010

ABTOMaTH30BaHi Jamoopy,
anepty, rollback-nponecu

Oprasi3auiiiHa KyJabTypa

Posninenns 000B’s13kiB Mixk Dev
ta Ops

DevOps — CIIiIbHA
BIZINTOBITAJIbHICTB 3@ PeITizu




Marepian po3pobieHO aBTOpOM Ha ocHOBI Takux mkepen: Google Cloud (2023); Microsoft
(2022); Jagli & Yeddu (2017); IEEE Computer Society (2014); NIST (2018); Sarmah & Deka
(2020).

INopiBHANBHUI aHANI3 CBIAYMTH, IO TpaJulliliHe PO3TOPTAHHS, BUKOHYBaHE BPYYHY Ta Ha
CTaTHYHO HAJAIITOBAHHX CepBepax, CTBOPIOE 3HAYHI OE3NeKOBI PH3UKH: py4HE KepyBaHHS
OOJIKOBUMH JITaHMMH, BIJICYTHICTh KOHTPOJBHOBAHOTO CEPEIOBHINA JUIS OHOBIICHb 1 OJIHOCTAIHI
peITi3y MiIBUILYIOTh IMOBIPHICTB JIIOICHKUX IOMMIIOK, BUTOKY CEKPETiB Ta 3001B, sIKi Ba)KKO LIBUIKO
JIOKANI3yBaTH ¥ BIOKOTHTH. Y TaKUX MOJETSIX Oe3meKkoBi mepeBipkH BinOyBalOThCA MiCHA
pO3ropTaHHs, a MOHITOPHHI € PEaKTHBHUM, LI0 30UIbIIye Yac BUSBJICHHS Ta pearyBaHHS Ha
iHMAeHTH. HaToMmicTe XMapHO-Opi€HTOBaHE PO3TOPTaHHS IHTErpye OesleKy Oe3locepefHBO B
naiiraitnn CI/CD 4epe3 aBToMaTH30BaHe KepyBaHHs CEKPETaMU, TOJITUKH HaliMEHIINX PHUBINEIB,
[aC 3 MOXJHBICTIO MTEpEeBIpKU KOHQIrypariif Ta MexaHi3MH KOHTPOJIIO HTICHOCTI. BukopucraHHs
KOHTeWHepu3alil Ta opkecTpaiii 3ade3neuye 1301110 CepeIoBHIL, a TaKi CTpaTerii, ik canary abo
blue-green, 103BONAIOTH MiHIMI3yBaTH PU3MKH IUISIXOM HOCTYIIOBOTO BBEJCHHS 3MiH 1 IIBHIKOL
JIoKayi3aii MOTEHIIMHUX Bpa3IUBOCTEH. ABTOMaThM30BaHi pamobopau, aneptd Ta rollback-
HpOLEIYpH CKOPOYYIOTh «BIKHO aTakw» Ta 3a0e3ledyloTh ONepaTHBHE pearyBaHHs. BopHouac
30UTBIICHHS. KUMBKOCTI IHTETPOBAHUX CEPBICIB IMIJABHIIYE BUMOTH IO IPABWIBHOTO KEpyBaHHS
KoHirypauismu, 3axucty CI/CD-konBeepiB i nepeBipku [aC, ockijbku IoMuiIKa B KOHGirypauii abo
KOMITPOMETALisl XMapHOTO 0OJTIKOBOTO 3aIliCy MOXKE MacIITa0yBaTUCS Ha BCIO iHPPACTPYKTYDPY.

IinTpuMKa Ta MOHITOPMHT

Ilicts 3aBepmIeHHS pO3rOPTaHHS IPOTPAMHOTO  3a0e3NEdYeHHs ITOYMHAETHCS — eTall
00CITyroByBaHHS Ta MOHITOPHHTY, SIKHH TPHBA€ MPOTATOM YCHOTO JKUTTEBOIO IIMKITY CHUCTEMH.
OCHOBHOIO METOIO IILOTO €TaIly € MiATPHIMaHHs Oe3repebiiiHol poOOTH MPOrpaMHOro 3a0e3IeueHHS,
CBO€YACHE YCYHEHHS IIOMWJIOK, ONTHMi3alis MNpPOAYKTHBHOCTI, 3a0e3MedYeHHs OHOBJIEHb 1
BIANOBIMHOCTI 3MIHHMM noTpebam KopuctyBauiB. Ile BKiOYae IOCTIHHHMA MOHITOPHHT
MpaIe3aTHOCTI, aHAIi3 JIOTIB 1 KOHTPOJIb 32 BUKOPHCTAHHIM PECYPCIB, IO TO3BOJISIE M ATPUMYBATH
BIIMIOBITHICT IPOrPaMHOT0 3a0€3IeUYEHHS Cy4aCHUM BUMOTaM Oe3NeKH Ta TeXHIYHUM CTaHIapTaMm
(IEEE Computer Society, 2014).

VY TpaguuiiHUX migxoaax 0OCIyroByBaHHs 3a3BUYal 31HCHIOBAIOCS BPYYHY — CHELiaIicTh
aHaJi3yBaJl JKypHAIM TOXIN, BHpINIyBadM HPOOIEMH MO Mipi X BHHUKHEHHA Ta IEPiOJANYHO
BUKOHYBalu OHOBJECHHS. OIHaK Taki pPeakTHBHI METOAM YacTO BHABJIIMCSA Hee()eKTHBHHMHU:
3aTPHUMKH 3 pearyBaHHSIM Ha IHIMIEHTH IPU3BOAWIM 1O TPUBAINX IIPOCTOIB, a 3HMKEHHS
MPOIYKTUBHOCTI MOTIJIO 3QJIMIIATUCS HEMOMIYEHHM IPOTAroM TpHuBaitoro 4acy (Amazon Web
Services, n.d.).

Bnnue xmapnux incmpymenmié na eman niompumku. CydacHi XMapHi cepeloBHINA
CTBOPIOIOTh ~ PO3LIMPEHI MOXJIMBOCTI JUI1  aBTOMATH3allii TEXHIYHOro OOCIyroBYBaHHS,
CITOCTEPEKEHHS 32 CTAHOM CHCTEM Ta 3a0e3edeHHs IX BUCOKOI JOCTYIHOCTI. 3aBASKH BOYIOBaHUM
MEXaHi3MaM MOHITOpUHTY I yINpaBIiHHA IHIUACHTAMHM, iHXKEHEPH MOXKYTb y pealbHOMY daci
BIICTe)XYBaTH KIIOYOBI METPHKH, BUSBIATH BiIXMJICHHS BiJ HOPMAaTHBHHX 3HAa4€Hb, ITPOBOJHUTH
aHaJi3 NpUYH 3001B 1 aBTOMATH3yBaTH pearyBaHHs HAa KpUTHYHI moii. LleHTpasi3oBaHe J0ryBaHHS,
30MpaHHs TEJIEMETPUYHMX JAHUX, CIIOBIIEHHS, aBTOMaTH4He MacimTaOyBaHHS 1 BiJJHOBJIEHHS, a
TAaKOX KEepyBaHHSA IHaT4aMH W KOH(QIrypamisMu OO3BOJSIOTH MiATPUMYBAaTH CTaOLIBHY poOOTYy
CHCTEM HaBiTh y CKJIAJHUX IMHAMIUYHMX cepenoBumax. s peamizauii 3a3HaueHUX MOXKIMBOCTEH
BUKOPHCTOBYIOTHCS CIeLiai3oBaHi cepBicH, 30kpema Amazon CloudWatch, Azure Monitor, Google
Cloud Operations Suite, Datadog, Splunk, PagerDuty, AWS Systems Manager, Azure Automation
ta AWS Patch Manager.

3aBIsAKH XMapHUM PIlICHHSM BJAJIOCS IMOAONATH HU3KY OOMEKEHb, XapaKTepPHHX Ui
TpaauniitHoro o6cyrosyBaHHs. OHIEIO 3 TOJIOBHUX II€PEBar € yCyHEHHs 00MeXeHOT BUIUMOCTI —
LEeHTpali3oBaHi iH(opMaIiiiHi MaHeni Ta CHCTEMH JIOTYBaHHS JO3BOJISIOTH OTPUMYBATH LiTiCHY
KapTHHYy CTaHy CHCTeMH. MOHITOPHHT y pealbHOMY dYaci JO3BOJSIE ONEPATHBHO BUSBISATH
MOTEHLi#HI 3001 1Ie 10 TOTO0, K BOHM BIUIMHYTh HA KOPHCTYBAUiB, a aBTOMAaTHYHE MacCIITa0yBaHHA i
MEXaHi3MHU CaMOBITHOBJICHHS 3HAUYHO 3MEHIIYIOTh HOTPedy B OCTiifHOMY py4HOMY BTpy4aHHi. Kpim



TOTO, aBTOMATH3allisl PyTHHHHX 3aBJIaHb, SIK-OT OHOBJICHHS KOH(]Iryparii abo 3acTOCYyBaHHS MaTUiB,
pOOUTH TeXHIYHE 0OCIYrOBYBaHHS OiIbII CTA0UILHUM 1 Iepe0auyBaHuM.

Tlonpu oueBnmHI mepeBary, BUKOPUCTAHHS XMapHUX IHCTPYMEHTIB He I030aBIisie KOMaH]
MEeBHUX BUKIMKIB. ONHIEIO 3 MOIIMPEHUX MPOOJIEM € BENuKa KiNbKICTh MOMUJIKOBHX CIIOBILIEHB:
HESKICHO HAJIAIITOBAaHI IIpaBHja MOHITOPMHTY MOXYTh TEHEpPYBaTH HaJIMipHY KUIBKICTh
HEKPUTUYHUX ITOB1IOMJIEHb, 1[0 BiABOJIIKA€ 1H)KEHEPIB 1 MPU3BOAUTE 10 "anepTHOi BToMH" (Sarmah
& Deka, 2020). AHaini3 neponpuyrH 3001B TaKOXK 3AIUIIAETHCS CKJIAJHUM 3aBIaHHSIM, OCOOIUBO
B YMOBAaX PO3IMOJUICHUX CUCTEM, i€ IHIIMCHTH MOXKYTh MAaTH HETIPsIMi i Henepe10adyBaHi HACHiIKH.
JlonaTtkoBo, MOCTIHHUN MOHITOPHHT i YepryBaHHS Ha BUKJIMK MOXYTh IIPU3BECTH 10 BUTOPAHHS Ta
3HIKEHHS ¢()eKTHBHOCTI KOMAH[ MiATPUMKH.

Hogi pusuxu euseani inmezpayiclo 3 xmapnumu cepgicamu. BUKOPUCTaHHS XMapHUX
cepBiciB y cdepi oOCIyroByBaHHS i MOHITOPHHTY CTBOPIOE HOBI 3arpo3d, 3 SIKHMH HEOOXiIHO
paxyBatuch. OIHI€I0 3 HUX € NePEeBaHTaKCHHS 1HCTPYMEHTaMU — HaJMipHA KiTbKICTh CEpBICIB 1
IaT(GopM YCKIIQIHIOE TX IHTETPAIlifo Ta YIPABIIIHHS, @ TAKOXK CTBOPIOE PU3UK AyOIFOBaHHS )YHKITIH.
Besnexa onepauiifHux maHMX TakoXX HaOyBae 0COOIMBOI aKTyaJbHOCTI: JKypHAIH, TeIEMETpis Ta
QHAJIITUYHI 3BITH MOXYTh MICTUTH KOH(Q1eHIIHHY iH(opMailo, sika HOTpedye HAIEHKHOTO 3aXUCTY
BIZIMOBITHO 10 TMOJIITHK IOCTYIy Ta HopM 3axucTy nanux (OWASP Foundation, 2023). Kpim Toro,
3aJIeKHICTB BiJ] CTabLIBHOCTI Ta JOCTYMHOCTI XMapHUX CEPBICiB CTBOPIOE TOAATKOBY BPa3IUBICTh —
y pasi 300iB mpoBaiigepa GpyHKIiIOHATEHICTS MOHITOPHHTY a00 pearyBaHHS MOXe OyTH IOpyIIeHa.
OxkpeMo BapTo 3rajaTu JAWHAMIYHY HPUPOAY XMApHOTO cepeaoBUIIA: epeMEpHi IHCTaHCH, SK-OT
KOHTeiHepH abo Oe3cepBepHi (PyHKIIIT, yCKIIaTHIOIOTh TPaIUIiHI METOIU TpacyBaHHS, IO OTpedye
BUKOPHCTAHHS HOBUX ITi/IXO/IiB 10 HAIATO/PKCHHS i CIOCTEPEKEHHSI.

OkpiM OmNKCaHHWX IepeBar i BHUKIHKIB, OIJIBHO y3araJbHUTH OCHOBHI BiIMIHHOCTI MiX
TPAAULIHUM 1 XMapHUAM MiAX0AaMH /10 MIATPUMKH Ta MOHITOPIHTY (Tald1. 6).

Ta6n. 6. OCHOBHI BiIMIHHOCTI MK TPAJMIIIHUM I XMapHUM MiAXOAaMH IO MiATPUMKH Ta
MOHITOPIHTY CHCTEMH.

Kpurepiit Tpanumifaui miaxig XMapHO-OPI€EHTOBAHUM MiIXif
XapakTep HiITPUMKH PeaktuBHA — ycyHenns | [IpoaktuBHa —  aBTOMaTH4YHe
npo6JieM micis IX BUHHKHEHHS. | BUSIBICHHS Ta  HOIEPEKEHHS
IHIJMIEHTIB.
MOHITOPUHT CHCTEMH Pyunwuit aHai3 JIOTiB, | beanepepBHUi  MOHITOPHHT Y
HepioYHI MepeBipKu. pealbHOMY 4aci 4Yepe3 cepBicu
(Cloudwatch, Azure Monitor,
Datadog).
KepyBanus inuugentamn | BUKOHYETbCS Bpy4Hy, 3aJIeKUTh | ABTOMAaTH30BaHE  CIIOBIIICHHS,
BiJl 4epProBUX CIIELiaNICTIB. aHali3 INPUYMH 1 OpKecTpaiis
peakuiit yepes PagerDuty, Splunk
TOLLIO.
JloryBaHHs ta | JlenenrpamizoBane 30epiranus | LieHTpanizoBaHe noryBaHHSA, 30ip
TeneMeTpis JIOTIB, CKJIQIHOII 3 AHATITUKOIO. | TeIeMeTpii Ta IHTErpoBaHa

aHaJITHKA y XMapi.

MacmraboBaHicTh i | ObmexeHa pecypcamu | ABToMaTHuHEe  MacliTaOyBaHHS,
JOCTYTIHICTB JIOKAJIBHOT 1HQPACTPYKTYpH. MEXaHi3MH CaMOBITHOBJIICHHS Ta
OayaHCyBaHHS HABaHTAXKCHHSI.

OHOBIICHHS Ta MaTYi 3aCTOCOBYIOTBCSL BPYUHY, 4acTo | ABTOMaTHYHE  a00o  IUIaHOBE
IiJ] Yac IpoCTOiB. OHOBJICHHS 4epe3 cepBicu Ha




kmrant AWS Systems Manager,
Azure Automation.

Bugumicts cucreMu YacTkoBa, 3aJICKUTH Bix | [loBHa 3aBAsSKM IHTErPOBAHUM
JOCTYIy bi (o) OKpeMHuX | Jambopaam i CIUIBHUM KOHCOJISIM
KOMIIOHEHTIB. CIIOCTEPEKECHHS.

Besneka  omepaniifnux | MiHiManbHI moJiTHKK pocTymy, | Po3mexxyBaHHs JIOCTYIIB,

JaHUX pyuHe mudpyBaHHS. KOHTPOJIb CEKPeTiB, MH(ppPyBaHHI

JIAHUX Ha PiBHI CepBicy.

OCHOBHI BHKJIHKH 3aTpuMKH y BusiBIICHHI | [lepeBaHTa)keHHS CIIOBIIIEHHAMH,
MOMIJIOK, TpPUBAJl  MPOCTOI, | CKIAAHICT iHTerpamnii
py4Ha JiarHOCTHKA. IHCTPYMEHTIB, PHU3UKH

JOCTYITHOCTI cepBiciB
mpoBaiiiepa.

Jxepeno: matepian po3po0ieHo aBTopoM Ha ocHOBI Takux jkepern: IEEE Computer Society
(2014); Amazon Web Services (n.d.); Sarmah & Deka (2020); OWASP Foundation (2023).

TopiBHsNBHUMIA aHANI3 TMOKa3ye, MO TPAAWIIHHI MOAEN MATPHUMKHA Ta MOHITOPHHTY
XapaKTepU3YyIOThCs HU3bKUM PiBHEM O€3IeKH depe3 PEeakTUBHHUN MigXiA: iHIUAEHTH BUABIAIOTHCA
JMIIe Michas iX TPOsiBY, JIOTYBaHHSA 3AIHCHIOETHCS JIOKAIBHO W (DparMeHTOBaHO, a pydHe
3aCTOCYBaHHS IIaT4iB CTBOPIOE BiKHA BPA3lMBOCTI Ta PU3MK MOMHIOK KoHGQirypaumii. O6MexeHa
BUJIMICTh CHCTEMH YCKJIQJHIOE BYACHE BHSBIICHHS 3arpo3, a BiJCYTHICTh LEHTPai30BaHOIO
KOHTPOJIIO HaJl JOCTYIIOM HiIBHUINY€E IMOBIpHICTh HECAHKLIOHOBAaHHX 3MiH. XMapHO-OPi€HTOBAHHUI
HiIXiA, HaBIakW, BOYIOBye Oe3neky y caM Hpolec MiATPUMKH: Oe3NepepBHUII MOHITOPHHT Y
pealbHOMY daci, LEHTpaTi30BaHe JOTYBaHHS Ta 30ip TeleMeTpii JO3BOJIIOTH 3HAYHO MIBHJIIE
BUSBIIATH aHOMaNii, Mi03pily aKTUBHICTh Ta IOTCHIIMHI aTaky. ABTOMAaTH30BaHE KepyBaHHS
IHIIMJCHTaMH, MEXaHI3MH CAMOBITHOBJICHHS, KOHTPOJIb CEKPETIB 1 MOJITHKN HallMEHIIINX MPHUBLIEIB
3MEHILIYIOTh JIIOACHKHN (hakTOp 1 MiABMINYIOTH 3arajbHy CTiKicTh cucreMu. BomHouac xmapHa
MOJIeTIb TIOPOJUKY€E CBOi OE3MEKOBI PH3MKA — 30KpeMa, 3aJISKHICTh Bill AOCTYITHOCTI CEpBiCiB
IpoBaiiiepa, 301IbIICHHS IIOBEPXHI aTaky Yepe3 YUCICHHI iHTerparii Ta pu3uK BUTOKY OTEpaIliifHIX
JAHUX 33 YMOBH HENPAaBHJIBHOTIO HAJAIITyBaHHS HOCcTymiB. OTKe, X04a XMapa CyTTEBO MiJICHIIIOE
MOXJIMBOCTI 0€3MeYHOi eKcIUTyartamii cucreM, i1 e(eKTHBHICTD 3aleXdTh BiI T'PaMOTHOL
KOH(Irypauii, peTeJIbHOr0 yIpaBiiHHs IIPaBaMy Ta BIIPOBA/KEHHS y3TOJUKCHOI IOJITHKH 3aXUCTY
OTeparifHIX JaHUX.

Be3neka B xmapnomy SDLC

be3smneka € KpUTHYHO BXKIMBHM AacCIIEKTOM Ha BCIX €Tamax >XHTTEBOTO IMKIY PO3POOKH
nporpamuoro 3adesneueHHs (SDLC), 1 11 3Ha4yIIiCTh 111e O1TbIIIE MOCKUITIOETHCS B KOHTEKCTI XMapHUX
obuncnenb. lle 3yMOBICHO pO3IIMPEHHSM IUIONII NOTeHIiiHOro BIUMBY (attack surface),
PO3IIOAIICHUMH apXiTEeKTypaMH, MOJEIUIIO CHUIBHOT BIAMOBIAAIBFHOCTI Ta BHCOKOIO THHAMIYHICTIO
indpactpykrypu (Amazon Web Services, n.d.). ¥V 3B’i3ky 3 mUM BiZOyBa€TbCS EBOJIOLIsS
kracuaHoro SDLC y 6imsm koMruiekcHy mopenb — Secure Software Development Life Cycle
(SSDLC), sixa nepenbavae iHTerpariito 6e31MeKoBUX BUMOT, IIEPEBiPOK i KOHTPOIIiB Ha KOXKHOMY eTarli
PO3pOOKH.

Onuum 3 QynmameHtansHux npuHnumie SSDLC e konmermis Shift Left Security, ska
noJsrae y 3MmimmenHi Gokycy Oe3rnexu JiBopyd Ha 4acoBiil mkaimi SDLC — T10o6T0 Ha OibII paHHI
eTalu MPOEKTYBaHHSI, ITAHYBAaHHS Ta PO3POOKH. 3aMiCTh PEaKTHBHOT'O BHSBICHHSI BPa3IHBOCTEH Ha
Mi3HIX eTanax (TecTyBaHHs ab0 MocT-(haKTyM Iicis PO3TOPTaHHS), JAHHH MiAXi OpIEHTOBaHUI Ha
NPEBEHTUBHE BHSBICHHS Ta YCYHEHHS PH3HKIB Ie Ha (a3i HammcaHHS komy. Lle mocsraerscs
IUIIXOM BIIPOBa/UKEHHS cratHyHoro aHamizy Oesneku (SAST), mepesipku 3anexsnocteil (SCA),
IHCTPYMEHTIB NepeBipkH KOH(Irypamii Ta IOJITHK IOCTYIy, a TaKo)XK HaBYaHHS PO3POOHHKIB
Oe3neyHUM IIpaKTUKaM KOAyBaHHs. Hampukman, BHKOPHUCTaHHS TakHX cepBiciB, sk Snyk,



Checkmarx, GitHub Dependabot, Trivy abo Bridgecrew, mo3Bonse iHTerpyBaTH O€3MEKOBI
nepeBipku  6e3nocepenubo B CI/CD-nmaiirutaitin, 3a0e3medyroud  aBTOMATHYHE BUSBICHHS
BPAa3JIMBOCTEH 1€ IO TOTO, SIK KOJ MOTpanuTh y production-cepenosuuie (Aziz & Ahmad, 2016).

Takum umHOM, Oe3leka CTae HE i130JbOBAHOKO BINOBIAAIBHICTIO OKPEMHUX KOMAaHI, a
HEBII’€MHOIO YaCTHHOIO yci€l iHKeHepHOI KyIbTypH — Bijt po3pobHuKa 1o DevOps-imkenepa. Shift
Left He numme 3HMXKye 3aranbHi BUTpPAaTH Ha YCyHEHHA He(eKTiB, ale H MiABUINYe PpiBEHb
BIAIOBITHOCTI PEryJIssTOPHUM BUMOTaM, IIOKpAILy€ SKiCTh NPOLYKTY Ta MiHIMi3ye Gi3HEC-pPH3UKH.

VY mpoMy po3nini HaBeOEHO MOETAHMN PO3MOAIN MipKyBaHb O€3MEKH, IHCTPYMEHTIB i
npobieM y koHTekcTi xMapHoro SDLC.

Besneka Ha eranax SDLC

36ip i ananiz umoe. Ha erami 30upanss Ta aHami3y BuMor y Mexxax SSDLC ocobnuBy yBary
NPHUIUSIIOTh BU3HAYECHHIO BUMOT 10 O€3IeKH, JOTPUMaHHIO HOPMAaTHBHO-IIPABOBUX AKTiB, a TAKOX
MOJICJIIOBAHHIO MOTEHLIHHUX 3arpo3. Y XMapHOMY KOHTEKCTI IeH IIpoIec JOHMOBHIOETHCS
BUKOPHCTAHHSIM CIELiaIi30BaHIX CTaHAAPTIB 1 IHCTpyMEHTIB. 30KpeMa, K OCHOBY AJIs ()OPMYyBaHHS
6a3oBoro piBHs BUMOT Oe3rneku 3actocoByroThes pexomenanii NIST (National Institute of Standards
and Technology, 2018) ta CIS Benchmarks, ski BU3Ha49al0Th HalfKpallli MPaKTHKH 3 YpaxXyBaHHIM
crienndiku XMapHOi iHGpacTpyKTypH. [l MOAENIOBAaHHS 3arpo3 MOXYTh BHKOPHCTOBYBaTHCH
XMapHi IHCTpyMeHTH, sK-oT Microsoft Threat Modeling Tool, mo m03BOJSIE CHCTEMAaTHYHO
ineHTU(IKyBaTH MOXJINBI BEKTOPU aTak. Takuil MiaXiA cIpusie 3SMEHIICHHIO PU3UKIB, OB’ I3aHUX 3
HEYITKHM O€3MEKOBUM ITOKPHUTTSIM 200 HEBIAMOBIJHICTIO HOPMATHBHAM BUMOTaM. Y TiM, Y XMapHOMY
CepelIOBUILlI BUHMKAIOTh 1 HOBI BHKIMKM, 30KpeMa IOTpeda TPaHCIIOBAaTH YroAWM PO PiBEHb
obciyroByBanus (SLA) Ta Mozxens CHiNBHOI BiJOBIZANBHOCTI MiX 3aMOBHHKOM 1 XMapHHM
MPOBaiiIepOM y KOHKPETHI BUMOTH 10 po3po0ku nporpamuoro 3abesnedenus (Google Cloud, 2023).
JlonaTtkoBo HoCTae 3aBJaHHS JOCSTTU Y3TOPKEHOTO PO3YMiHHS XMapocHenu(pivHuX 3arpo3 cepen
YCIX 3aTy9eHHX KOMaHJI.

IIpoexmyeannsn cucmemu. Ha erami NpPOEKTYBaHHS CHCTEMH KIIOYOBHM aKIIEHTOM €
CTBOPEHHS apXiTEKTypH 3 ypaxyBaHHIM 0€3[IEKOBUX MPOTOKOJIIB, IPHHIIUITY MiHIMAIBHHUX IIPUBLICIB
(least-privilege) Ta ebexkTHBHHX MeXaHI3MIB 3aXHCTy [OaHHX. B XMapHOMY CepemOBHLII e
nependavae perespHe IUIAHYBaHHS YIPaBIiHHS i1eHTHdIKaniero Ta foctynoM (IAM), mo go3Bosse
KOHTpPOJIIOBaTH Ta OOMEXyBaTu IpaBa KOPUCTYBadiB 1 cCepBiciB BIANOBIIHO OO IiXHIX HOTped
(Microsoft, 2022) KpiM Toro, BaxJIMBO BIPOBa/PKYyBaTH HaJiifHI cTpaTeril mmpyBaHHsS SK JUISA
30epeKeHHs, TaK 1 A Mepeaadi JaHWuX, Mo 3abesnedye ix KoH(iAeHmiHHICTS 1 mimicHicTs. s
3a0e3nedeHHs] Oe3MeYHOi MEpeKeBOi apXiTeKTypH 3acTOCOBYIOThCS BipTyalbHI NMPUBATHI Mepexi
(VPC), 6panamayepu Ta iHII 3aco0H i307swii TpadiKy, sKi 3HIKYIOTh PU3HUK HECAHKI[IOHOBAaHOTO
noctymy. Takuii miaxia 103BoJIsS€ MiHIMI3yBaTH PH3MKH, ITOB’sI3aHi 3 HAAMIPHUMH IIpaBaMy JOCTYILY
a00 BUKOPUCTaHHAM CIa0KHX CTaHIapTiB mudpyBanHs. BogqHouac y XMapHUX CHCTeMaxX BUHUKAIOTh
HOBI BHKJIMKH, 30KpeMa YIpaBliHHS O€3MeKor Yy OaraToperioHalbHHX Ta OaraToXMapHUX
CepeloBUINAX, a TaKOX 3a0€3MeUeHHs KOMIUIEKCHOTO 3aXHCTy TiOpHIHHX apXiTeKTyp, SKi
MOEHYIOTh JIOKAJIBbHI Ta XMapHi PeCypcH.

Po3pobka cucmemu. Ha erani HammcaHHs KOxy 3a0e3ledyeThcsi CTBOPEHHS Oe3NEeYHOro
MPOrPaMHOTO 3a0C3MEUYCHHS IUIIXOM 3aro0iraHHs BpPa3jIMBOCTSAM Ta €(PEKTHMBHOTO KEpyBaHHS
cekperami. J{J1s IbOT0 3aCTOCOBYIOThCSI MOXKIIMBOCTI aBTOMaTHYHOI'O CTATHYHOTO aHAIII3Y KOy, IO
JIO3BOJISIE BUSIBIISTH ITOTECHIINHHI Ypa3lUBOCTI Ha PaHHIX CTaisX pO3pOOKH, a TAKOXK PIlICHHS JUIA
Ge3nevyHoro 30epiraHHs i ynpaBiiHHS KOH(INCHIIHHUMU JaHUMY, SIKi BUKIIIOYAIOTh HEOOXiTHICTH
JKOPCTKOTO KOIyBaHHS OOJIKOBHX MaHUX. KpiM TOro, akTHBHE BHKOPHCTaHHS iHCTPYMEHTIB IS
CKaHyBaHHS BPA3JIMBOCTEH y 3aJIE)KHOCTAX 3a0e3Ieuye CBO€YacCHE BUABICHHS Ta yCyHEHHS PU3HKIB,
OB SI3aHUX 13 3aCTOCYBaHHSAM CTOPOHHIX 0i0miorek. J{o mpuKIagiB TAKHX IHCTPYMEHTIB Halle)KaTh
Static Application Security Testing (SAST) cucremu, 30kpema SonarCloud i Checkmarx, cepsicu
JUIs KepyBaHHs cekperamu, sk AWS Secrets Manager i HashiCorp Vault, a Takox pimeHHs s
MOHITOPHHTY Bpa3iIMBOCTeH 3ajexHocTedd, 30kpemMa Snyk ta Dependabot. 3ampoBamkeHHS LUX
HPaKTUK CIPUSE 3HIDKCHHIO WMOBIPHOCTI IIOMMWJIOK HpPH BIIPOBAIXKEHHI KOJIY Ta BHKIIOYECHHIO



JKOPCTKO 3aKOZIOBAHHWX OOJIKOBHX J@HMX, HPOTE€ BOIHOYAC 3pOCTA€ CKJIATHICTD YIPaBIIHHS
pHU3HUKaMHU, [T0B’S3aHUMH 3 MacIITa0HUM BUKOPHCTAHHSIM BiIKPUTOTrO IPOrPaMHOro 3a0e3NeUeHHS,
1o morpedye CHCTEMHOTo Ta kKoMIutekcHoro minxony (OWASP Foundation, 2023).

Tecmysanna cucmemu. Ilponec nepeBipku 3acO0iB KOHTPOJIFO O€3MEKH B XMapHHUX
CepeNoBUINaX Iiependadyac BHUKOPUCTAHHS MOXIMBOCTEH JUHAMIYHOTO TECTYBaHHS O€3IeKH
JIOJIATKIB, 110 JIO3BOJISIE BUSIBJIATH BPA3JIMBOCTI MiJl 4aCc BUKOHAHHS MPOTPaMHOro 3a0e3reveHHS.
KpiMm TOro, 3acTOCOBYIOTHCS METOAM XMapHOTO CKaHyBaHHS Bpa3iIMBOCTEH, sKi 3a0e3ledyroTh
ABTOMATHYHHMI aHai3 HaNAIITyBaHb 1 KOH(irypamid iHQPacTpyKTypu 3 METOIO BHUSBICHHS
HOTEHLiITHUX 3arpo3. Bukopucranns fuzz-tecryBanns Ta sandbox-cepeoBHIL JO3BOJISIE IMITyBaTH
aTaKkd y KOHTPOJIbOBAaHOMY 130JI60BAHOMY CEPEIOBHILI, IO MiABUIIY€E TOYHICTH OMIHKH Oe3meku. Lli
HiAXOAU CHPUSIOTh 3HIDKCHHIO DU3UKIB, IIOB’A3aHMX 13 HENPaBUIBHUMU HaJallTyBaHHIMU
CepeoBUINa BUKOHAHHS, a TakoxX Binkputumu APl 4un ennnointamu. BomHouac BHHHKAOTH HOBI
BUKJIMKH, TaKi SIK HEOOXIJHICTh CUMYJIAIIT peaiCTUYHUX aTak y epeMepHHux iH]pacTpykTypax Ta
3a0e3MedeHHs] TOBHOTO TECTOBOTO IOKPHUTTS 3MIHHUX XMapHHX pecypciB. JIo iHCTpyMEHTiB, 1o
peanizyloTh 3a3Ha4yeHi MOMJIMBOCTI, HamexaTb Dynamic Application Security Testing (DAST)
CHCTEMH, XMapHi ckaHepu BpasnuBocTed Ha kmrant AWS Inspector, a Takox pitenns st fuzz-
TecTyBaHHS 1 ynpasiiHHS sandbox-cepeoBUIaMH.

Po3copmannn. be3neune ynpapiiHHS KOHBEEpPAMU DPO3TOPTAaHHS Iependadae iHTErpamito
MEXaHi3MiB KOHTPOIIO IOCTYIy Ta OE3MeKOBHX IIepEeBIpOK y TIpoIec HaJTallTyBaHHS
iH(ppaCTPyKTYpH, IO 3AIHCHIOETHCS 3a nonomororo miaxony Infrastructure as Code (1aC). 3aBnsiku
ABTOMATH30BaHMM ITepeBipkaMm KoHpiryparii [aC Mo)kHa CBO€9aCHO BUSIBIATH Ta yCyBaTH HOMUIIKH,
mo 3ano0irae BUHUKHEHHIO KOH(pIrypamiiHux apeiidiB i HEaBTOPU30BAaHOMY PO3TOPTaHHIO KOIY.
Kpim Ttoro, 3acrocyBaHHs mpakTHk poranii cekperiB y CI/CD xoHBeepax mimBuirye Oesnexy
30epiraHHs Ta BHUKOPHUCTaHHS KOH(IACHIIHHMX JaHUX. BIpoBa/pKeHHS KOHUEMIii HE3MiHHOT
indpactpykrypu (immutable infrastructure) cripusie miATpuMIi CTaOUIBHOCTI Ta IOBTOPIOBAHOCTI
cepenoBUIN po3ropTaHHs. BomHowac, y mporeci mocmiieHHs 6e3nexu koHBeepiB CI/CD BHHUKAIOTH
HOBI BUKJIMKH, 30KpeMa I10B’s13aHi 3 MOTEHIIHHUMY TOMHJIKaMH Y HaJamTyBaHHi madioHiB [aC, sxi
MOXYTbh IPU3BOAUTH 10 Bpa3auBocTei. Jlms peamizamii IIMX MOXIMBOCTEH 3aCTOCOBYIOTBCS
crenianizoBaHi iHcTpyMeHTH OesnexoBux mepeBipok laC, taki sx tfsec i Checkov, a Takox
MeXaHi3MH aBTOMaTH30BaHol poTauii cekperis y CI/CD.

ITiompumka ma monimopune. I10CTiiHUN KOHTPOJIb BPa3IMBOCTEH, BUABICHHS BTOPTHEHb
Ta ayJUT BiIIOBITHOCTI 1O HOPMATHBHUX BUMOT 320€3MEUYIOTh KOMIUICKCHUI MiIXi]] 10 MiATPUMKH
Oe3nexu XMapHOi 1HGPACTPYKTYpH. ABTOMATH30BaHI PIilICHHS U1 YHpaBlIiHHA iH(opMarieo Ta
6e3nexoBnmy nogismu (SIEM) no3BosisitoTs 30MpaTy, aHaIi3yBaTH Ta KOPEIIOBATH AaHI B PEXUMI
peanbHOTrO Yacy, IO CIIPHSE ONEPaTHBHOMY BHSBICHHIO 3arpo3 i MiHiMi3alii 4acy mepeOyBaHHS
3JI0BMUCHUKIB y cucreMi. KpiM Toro, aBromarH3allis IpOLECIiB KepyBaHHS BHIIPABICHHIMU
JOTIOMarae CBOE€YAaCHO yCyBaTH BUSIBIEHI BPA3IHMBOCTI, 3HIDKYIOUH PU3HKH EKCILTyaTalii cHcTeM.
[ocrifiHnii MOHITOPUHT BIAMOBIAHOCTI, IO pEAN3ye€ThCS Uepe3 IHCTPYMEHTH KOHTPOIIO
KoH(irypamiii Ta moniTuk 6e3mneku, 3ade3nedye BilIOBIAHICTE HOPMATHBHIM BUMOTaM 1 BHY TPIIIHIM
crangaptam. [Ipore, akTHBHE BUKOPHUCTAHHS TAKMX CHCTEM CTBOPIOE HOBI BUKIIMKH, CEPEl AKHX —
pu3HK iH(pOpMaLiiHOT MepeBaHTAKEHOCT] Yepe3 HaJAMIpHI MOMEePEe/DKEHHS Ta TEJIEMETPIk0, a TAaKOXK
HEOOXiTHICTh MIBHAKO afanTyBaTUCS 10 3MiH Y XMapHHX cepBicaXx i HOBHX BpasiauBocTeid. J[ms
HIiITPUMKH LIUX MOXJIMBOCTEH BUKOPUCTOBYIOThCS XMapHi SIEM-cucremuy, taki sk AWS GuardDuty
i Azure Sentinel, iHCTpyMEHTH aBTOMAaTH3allil KEpyBaHHS BHUIPABICHHSAMH, a TAKOXK CEPBICH VIS
HOCTIifHOr0 MOHITOPHHTY BifnoBinHocrti, Hanpuknax AWS Config i Prisma Cloud.

Ilpunyunu xmapnoi 6e3nexu na npakmuyi. Y TPaKTUIHOMY 3aCTOCYBaHHI IPHHIUIN
XMapHOi 0e3NeKd BUMAararTh KOMIIIEKCHOTO MiJXOAy, IO BPaxoOBYe OCOOIMBOCTI XMapHHUX
wiaTopM, THHAMIYHICT IHPPACTPYKTypH Ta MacIITa0oOBaHICTh cucTeM. EdektiBHa Oe3neka B
xMapi motpedye iHTerpanii 0araTopiBHEBHX 3aXOiB, MOYMHAIOYM BiJ KOHTPOIIO JOCTYIy i
aBTeHTH(IKAIi{, 3aKiHYyFOYHM MOHITOPHHTOM 1 aBTOMATH3AI[i€l0 VYIPABIiHHS I{HIUJACHTAMH.
BaxnuBuM acmekToM € ajanTamis TpamumifHUX METOMIB 3aXHCTY 10 OCOOJMBOCTEH XMapHHUX
CepRBICiB, e pecypcH AWHAMIYHO CTBOPIOIOTHCS, 3MIHIOIOTBCS Ta 3HUINYIOThCS. BiAmosimHO,



peaizamis 0e3MeKOBUX MPAKTHK NOBHHHA OyTH THYYKOIO Ta aBTOMaTH30BaHOK, 100 MiHIMi3yBaTH
MOAChKHUN (pakTop 1 3a0e3MeunTH IIBUAKE pearyBaHHS Ha 3arpo3u. KIIIOWOBUMH CKIIQJIOBUMHU €
3aCTOCYBaHHS IIPUHIIMIIB MOIYIBHOCTI, CTAaHIAPTU3ALlI] Ta IHPPACTPYKTYPH SIK KOLY, IO JIO3BOJISIE
CTBOPIOBATHU ITOBTOPIOBAHI, KOHTPOJILOBaHI 1 0€3MeYHi cepeoBUIIIa PO3TOPTAHHS.

Mopens cninsHoi BixnosigansHocTi (Shared Responsibility Model) (Amazon Web Services,
n.d.) € QyHIAMEHTAIPHUM MiAXOAOM OO PO3MOAILY OOOB’S3KIB MiX XMapHHM INPOBalIepoOM i
KOpHCTyBaueM y cdepi Oe3mnexn. XMapHHI IIpoBaiiiep BiIIOBIgaE 3a 3aXUCT iHPPACTPYKTYPH, SIKa
BKJITOYa€e (i3UYHI CepBEpH, MepekeBe 00 HAHHS, IICHTPU OOpPOOKH JaHMX, & TaKOX 3a 0a30BHi
piBeHb Oe3MeKku cepBiciB, sKi BiH Hamae. 3i CBOro OOKy, KOpHCTyBaud abo KOMaHIa pO3pOOKH
BiZMOBimae 3a Oe3MeKy 3acCTOCYHKIB, TaHUX, KOH(Irypamiii HocTymy i HaJallTyBaHb y MeEXax
OpeHIoBaHUX pecypciB. UiTke po3yMiHHS IILOTO PO3MOAiTy 000B’S3KIB € KPUTHYHO BXKIMBUM IS
VHHKHEHHsl TIporajimH y Oe3meli, a/Jpke HEMpaBIIbHO IHTEPIPETOBaHI MEXi BiIMOBITAITBHOCTI
MOJXYTb MPU3BECTH JI0 BPA3JIMBOCTEH 1 KOMIpoMeTallii cucteM. Bigrak, KOMaH 1 TTOBUHHI aKTUBHO
BIPOBA/KYBATH IOJIITUKH O€3IIEKH, HAIAIITOBYBAaTH KOHTPOJIb JOCTYILY 1 BilIlTOBIAIBHO CTABUTUCS
JI0 3aXHCTy CBOiX KOMITOHEHTIB, BPaXOBYIOUH JHHAMIYHY HPHPOIY XMAPHHX IIATHOPM.

ApxiTtektypa Hynb0BoI foBipu (Zero Trust Architecture) (National Institute of Standards and
Technology, 2020) nepenbadae pamukanbHE MEperisAd TPaIUIIHHUX MiIXoniB no Oes3meku, sKi
6a3yBaiticsi Ha JIOBIipi 0 BHYTPIIIHEOI Mepexi. Y Zero Trust KoxeH 3aIuT, HE3aJIEKHO Bif iforo
JDKEpesia, BBaKAETHCS TOTCHIIHHO HEOE3MeYHHM 1 MPOXOAUTH CYBOPY AaBTEHTHQIKAIIO Ta
aBropu3auito. L[ apxiTektypa IpyHTyeThcs Ha npuHImmi «least privilege» (Saltzer & Schroeder,
1975), mo oOMexye KOpPUCTYBadiB i CEpBICH JIMIIE HEOOXIIHUMHU IpaBaMU JUIS BUKOHAHHS IXHIX
3aBgaHb. BrpoBamxeHHs Zero Trust B XMapHHX CepeJOBHIAX BKIIoyae OaratodakTopHy
aBTeHTHOIKaliP0 (MFA), mocTiiiHII MOHITOPUHT TOBEIIiHKH KOPUCTYBAYiB i MPHCTPOIB, a TAKOXK
CeTMEHTALII0 MepeXi Uil MiHiMi3alii MOTEHLIHNX TOYOK IOCTYIy 3J0BMHCHHKIB. Taki 3axoan
HiBUIIYIOTh CTiMKICTH CHCTEM MO0 BHYTPIIIHIX 1 30BHIIMIHIX 3arpo3, 3HWXKYIOTb PHU3MK
HECaHKIIIOHOBAHOTO JIOCTYITY Ta MOLIMPEHHS aTak BCepeArHi iHPPacTpyKTypH.

IMinxin «6e3meka sk xkom» (Security as Code) (Das & Chu, 2023) monsrae y 3acTocyBaHHi
NPUHLHUIIB PO3POOKH MPOrPaMHOTO 3a0e3IeUYeHHs A0 MPOLECIB YIpaBIiHHS OE3MEeKOI0, 30KpeMa
KoHirypauiii, momitTuk i npoueayp. Lle o3nHadae, mo Bci OE3MEKOBI HANAIITYBAHHS 1 MOJITHKU
(hopMyITIOIOTECS Y BUINIAAL KOHDIrypamiiHuX (ailiiB, sKi 30epiraloThCia y CHCTEMaX KOHTPOIIO
BEpCiif, TECTYIOTbCS aBTOMAaTU30BAaHMMU 3ac00aMU 1 PO3rOPTAIOTHCS 3a JONOMOTOI0 iHCTPYMEHTIB
aBTomaru3auii. Takuit minxin 3a0e3neuyye Mpo30picTh, BIATBOPIOBAHICT i KOHTPOJIb 3MiH, @ TAKOK
JIO3BOJISIE IBUJIKO BUSIBJISATH TIOMHJIKM 1 HECYMICHOCTI y O€3MEeKOBUX HAJIAIITYBAHHAX O iXHBOTO
3aCTOCYBaHHs y NPOAYKTHBHHX CepeoBHIIaX. be3meka sk Koj € KII0YOBUM €JIEMEHTOM Cy4acHHX
DevSecOps (Kim, Behr, & Spafford, 2013) mpakTuk, mo iHTEerpyoTh 0e3meKy 0e3mocepeaHso y
nporec po3poOKH 1 JOCTaBKM IPOrpaMHOro 3a0e3NedeHHs, MiABUIIYIOYM 3aralbHUil piBeHb
3aXHUIIEHOCTI CHCTEM.

ITiocymox. besneka B xmapHoMy SDLC — 11e He okpeMuil Kpok, a IOCTiifHa iHTerpoBaHa
MpaKTUKA. Y TOH 4ac sIK XMapHi iHCTPYMEHTH Ta aBTOMATH3aIlisl OKPAIYIOTh BUAUMICTb, IIBHIKICTH
peaxiiii Ta BiiMOBIIHICTh BUMOT'aM, BOHHM TaKO)K CTBOPIOIOTH HOBI 3arpo3u Ta BUMAararoTh TIIH00KOTro
po3yMiHHs KOHQIrypauiii konkpeTHoi mardopmu. [IpoakTrBHUIA, BOYIOBaHUH MiaXia 10 Oe3neku
Ma€ BaXIIMBE 3HAYCHHS JUIsS 3a0€3MEUCHHS CTIMKOCTi, KOH(IACHIIHHOCTI Ta JOBIPH JO XMapHHUX
nonatkiB (Aziz & Ahmad, 201d).‘

VY Xoxi mocmimkeHHs Oyno BCTAHOBJICHO, IO BUKOPHCTAHHS XMapHHX CEPBICIB CyTTEBO
3MIHIOE MIAXOAM 10 3a0e3MeyeHHs OE3MeKH Ha PI3HUX eTanax >KUTTEBOro IUKIY po3podku 113,
30KpeMa, MiIBHIIYETHCS aBTOMATH3alis, THYYKIiCTh, iHTerpamis Oe3NeKH Ha paHHIX eTamax, aie
OJTHOYACHO 3’ SIBJISIFOTHCSI HOBI PU3UKH (HAIIPUKIIAJ, 3aI€XKHICTh BiJl TOCTavadbHUKA, KOH(Irypariiai
BPAa3JIMBOCTI, IHTErpaLiiiHi CKJIQJHOIII).

Feio et al. (2024) mocnmimkyBanu ¢peiimBopk DevSecOps mig KyToM Oe3nepepBHOrO
tectyBanHs Oe3neku B CI/CD maitmaiinax. BoHH BCTaHOBIIIH, IO 3aCTOCYBAaHHS IIBOTO MiIXOIY
JIO3BOJISIE PAHHE BHUSBJICHHS BPA3JIMBOCTECH B peaibHUX MPOCKTaxX. 3TigHO 3 TXHIM JOCITIKCHHSM,
oprani3anii, ki BIPOBaIWIN Oe3IepepBHE TECTYBaHHS, 3HAYHO CKOPOTHMIIM KiJbKICTh KPUTHYHUX
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noMmok. Lle minTBepmkye onHy 3 Te3 Ipo Te, 0 XMapHi MPaKTHKH, IHTETPOBaHi Ha €TaIli po3poOKu
I TecTyBaHHS, MABUIIYIOTH Oe3meky. OnHak Feio et al. oxpasy Bka3yroTh Ha Te, IO iHTerpauis
IHCTPYMEHTIB Ma€ OyTH peTenbHOIo, IO MiJTBeppe3ysbTaTax MiAKPECIIOBAIH, IO HEIOCTAaTHS
iHTerpauis Ta pparMeHTallis iIHCTPYMEHTIB MOXXYTh HEraTHBHO BIUIMBATH Ha Oe3IeKy.

W. Joseph (2025) nocnimpkyBanan BIuB aBTomMaTn3anii 6e3neku Ta Cl y xMapHO-HaTHBHUX
apxiTekTypax. ABTOp 3BepTa€ yBary Ha Te, LIO0 IepexiJ IO MIKpOcepBiciB, KOHTeHHepH3awii Ta
opkectpanii iCTOTHO 30LIbIIye CKIAAHICTh 3aXHCTy, aje NpaBuibHe BHpoBamkeHHS DevSecOps
JIO3BOJISIE IO CKJIAAHICTh KOHTPOJIOBATH. Y BUCHOBKaxX 3a3HAueHO, II0 XMapHi CEpBICH JAIOTh
HepeBary, aje CylnpoBOPKYIOTHCS HOBUMH PU3HKaMH — TAaKUMU SIK HETIpaBHIIbHA KOHQiryparis
KOHTCHHEpIiB 4M oOpKecTpaTopiB. TakuM dMHOM, pe3ynpTaTH Joseph MiATBEpMKYIOTh HaIIi
CIIOCTEPE)KCHHS.

Verdet et al. (2023) anami3yBanm mpakTWKu Oe3nekn y ckpuntax laC-koHdirypamii
(Terraform Ta iH.). BoHu BusABWIM, IO XOuya IOJITHKU JOCTYIly € HaiyacTille peaji3oBaHi,
mudpyBaHHs «at resty 3HAYHO BifcTae. Y BHCHOBKaX IIJKPECICHO, IO XMapHi IHCTPYMEHTH
JIO3BOJISIIOTH  aBTOMATH3YBaTH 1H(PACTPYKTypy SK KOJI, aje iCHye mpoOyieMa HenpaBUIbHOT
KoH(iryparii — 1e npsMo kopentoe 3 BucHoBkoM Verdet et al. ToOTO iXHE HOCIIKEHHS CITyKUTh
EMITIpHYHUM MAKPIITIEHHSIM HaIIoi Te3H Mpo pU3NKH IpoBamkeHHs [aC.

William (2023) posrasoanu, sk DevSecOps cripusic CTBOPEHHIO CTifIKMX XMapHO-HaTHBHUX
CHCTEM Uepe3 paHHE BUSABICHHS Bpa3IUBOCTeH Ta Ge3nepepBHUM 3aXUCT. BoHN BKa3yoTh, 0 came
inTerpauis Oesmexku «3miBay (shift-left) i «cmpaBa» (secure-right) € kimrodoBoro. Y mocmimkeHHi
QHAJIOTIYHO Bif3HAYEHO, 10 Oe31reka Mae OyTH 3aKiIajieHa IIe Ha eTarli IPOEKTYBaHHs Ta IHTerpoBaHa
6e3nepepBHO. TakuM unHOM, BUCHOBKH William 0MOBHIOIOTH Hallll pe3yIbTaTH.

Myrbakken et al. (2025) 3nificannm OararomacmrabHuii orisn npaktuk DevSecOps Ta
IHCTPYMEHTIB, BUSBHUBIIN 39 KIIOYOBMX MPakTHK i 114 iHCTPYMEHTIB, sIKi aCOIUIOIOTHCS 13 HUMH.
BoHU akIeHTYIOTb yBary, 1[0 X04a iHCTPYMEHTH AOCTYIIHI, OpraHizamii 4acTo He JOCATaroTh 3piIocTi
y npakTui 6e3neku. Pe3ynbrati Hoka3yoTh aHAJIOT19HY IpoOIeMy: MU BUSIBHIIH, IIIO OpraHi3amiiHa
KyJbTypa i HaBYaHHS KOMaHJ € IIe OJHUM Oap’e€poM Ha HUIIXY J0 €()eKTUBHOI'O 3aCTOCYBAaHHS
xmapHuX Oezneynnx SDLC-mpouenyp. Oxe, BucHOBKH Myrbakken et al. y3romKyrOThCs.

Leshchenko et al. (2024) 3anpononyBanu po3imupeny moaens DevSecOps, sika MiCTHTh eTanu
0e3MevYHOro BUBEICHHS 3 eKCIUTyaTallii, 0e3MeKOBOTro YIpPaBIiHHS, YaCTOTO ayAUTY Ta IHHOBAIIHY
Oe3neky. BoHM HarojouryroTh, M0 iCHY€ PO3PHB y THIIOBHX MOJEISX MK (azamMu po3poOKu Ta
eKCIUTyaTalii. Y BHCHOBKaX TaKOX 3a3Ha4YEHO, 1[0 XMapHi MoJieli MOTpeOy0Th MHOIIOT iHTerpamii
MDK pO3pOOKOIO, TECTyBaHHSIM, PO3TOPTAHHAM 1 miATpuMKoro. Tobto, Monens Leshchenko et al.
HiJICUITIOE Te3y MPO LTICHICTh Ipolecy Oe3neku.

N. Gadani, (2024) oxommoe aHami3 BHUKIUKIB Oe3mekn y XMapHIH po3poormi
(misconfigurations, HenocratHii koHTpomb API, cmabka imentudikamis). Ili  BukiIMKH
MEePETYKYIOTHCS 3 BUCHOBKAMH — 3a3HA4€HO, IO KOHQIrypawliifHi MOMIIKH, 3aJeKHICTh BiI
[OCTa4YalbHUKA, PACIOPOIICHICTh IHCTPYMEHTIB € 3HAa4yIMMHU IpoOnemamu. TakuMm YHHOM,
JOCTI/PKEHHS T TBEPUKY€E BUCHOBKH.

W. Umeugo (2023) (mia mManux / cepeaHixX MiAMPUEMCTB) IOCTIKYBaIH BIPOBAKCHHS
SSDLC i Bka3yBanu, 0 caMe OpraHizaliifHa 3pilicTh i KyJbTypa BifirpaloTh KIIOYOBY POb. Y
BHCHOBKax BiJI3HAYEHO, IO HeAocTaTHS kBamidikamis komann abo omip 3MiHam (OCOOJUBO B
TpaJULiiHUX MifXxo/ax) € 6ap’epoM — Iie y3TOJUKY€ETHCS 3 Pe3yJIbTaTOM JAaHOT Mpalti.

M. Pranav (2025a) aHami3ylOTh aBTOMATH3ALIIO K «CIJIY-IBUTYH» HACTYITHOTO IOKOJiHHSI
DevSecOps. BoHM NpuUmBHANIYIOTH BIPOBAIKEHHS O€3Neku, ajge BKa3zyloTh, IO HaaMipHa
ABTOMATH3aLlisl MOJKE TIPH3BECTH [0 «CJIEHOD» AOBIpH 10 cUcTeM. Y Hiif poOOTi Takoxk 3adiKcoBaHO
CXO0XYy MpobieMy — «ajepTHa BTOMay», HaAMIpHI CIOBILIEHHS, a TaKOX PU3UK aBTOMatu3amii 6e3
KPUTHYHOTO KOHTpOI0. OTXKe, IIe MATBEPIUKYE II0 TyMKY.

M. Pranav, (2023b) npornonye Mozemb aIanTHBHOI Oe3eky, ska 0a3yeThes Ha ukii MAPE-
K i inTerpye 6e3mexy B SDLC, mocTiiiHO aganTyo4duch 10 3MiH. L[ Moaenb TOMOBHIOE BUCHOBKU
Ipo Te, IO XMapHi cepefoBHIIa NOTPeOYyIOTh HE MPOCTO iHTerpawii Oe3neku, aie it 31aTHOCTI 10



amanTanii. ToMy O TOYKy 30py BBaXKAEThCSA CIYNIHOIO, i BOHA A€ HANpPSAMOK MOAAIBIINX
JOCTIi I)KEHB.

MosxHa 3p0OHTH BUCHOBOK, IO OLIBIIICTh CyYaCHHX ITyOJIiKaIii MiATBEPKYIOTh BUCHOBKH
PO MO3UTUBHUII BIJIUB XMapHUX CepBiciB Ha Oe3neuny po3poOky I13 — BOHM BU3HAIOTH Ba)K/IHUBICTh
DevSecOps, aBToMarm3anii, inTerparii Oesmekn, BukopucranHs [aC Ta XMapHHX apXiTEeKTyp.
Boanouac geski podoTH po3IUpIOOTH i Te3u: Hanpukiaa, Leshchenko et al. HaromourytoTs Ha asi
BUBeAeHHs 3 ekcrutyaranii, Alidoost Nia — wna apantuBHocti, Myrbakken et al. — Ha
iHCTpyMeHTanbHil 0a3i. Lle mocmikeHHs y3arajbHIOE IIi acleKTH 1 xofae ¢okyc Ha crenudivHi
pu3nku xMmapHHX Mopeneil (vendor lock-in, ¢parmeHTtauis iHCTPYMEHTIB, «ajiepTHa BTOMa») Y
konTekcti SSDLC.

OpHak BapTO 3a3HAYUTH, L0 B JACSKUX POOOTAaxX akUEHT 3poOJeHUil ckopille Ha 3arajibHi
mozermi DevSecOps, HiX Ha cnenudiky xmapHuX cepsiciB y kontekcti SDLC. Hanpukman,
nocnimkenHs SSDLC mis SME (2023) opieHToBaHe Ha opraHizalliiHy KyJbTypy, a HE Ha XMapHy
apxiTekTypy. Y TOH e dYac Iie AOCHIIKEHHsS Mae OLTbII By3bKHH (DOKyc came Ha XMapHOMY
cepenoBuIli Ta foro BBl Ha etan SDLC 3 Toukn 30py Oe3neku — Iie Ja€ MeBHY YHIKaIbHICTb.
TakoX HOMITHO, IO KUIBKICTh EMIIPHYHUX JOCIIUKEHb Yy LBOMY HampsMKy (0coOnmBo i3
BUMIpIOBaHHAMH Y BUPOOHHYNX CEPEIOBHIIAX) BCE Il 0OMEKeHa — BUPI3HAIOTECS pobotu Feio et
al. (2024) un William (2023), ane GinbIIicTh € OIIIOBUMH YU KOHIeNTyansHuMu. Lle mixrBepmkye
HaIll BUCHOBOK ITPO HEOOXiAHICTh IMOJANBIINX JOCHTIIKCHB i PAKTUYHUX KEHCIB.

Ha ocHOBiI MOpIBHSHHS 3 JITEPAaTypOI0 MOXKHA 3pOOUTH BHCHOBOK, IIO BIPOBAJKCHHS
xMapHo-opieHToBaHOro SSDLC i3 akiieHTOM Ha 0e3IeKy Ma€e 3HAYHMIA TOTEHIial.

BucHoBknu

XwmapHi iatdopmu 3a0e3MneuyoTh BUCOKUI piBEHb MACIITA00BAHOCTI Ta €IACTUYHOCTI, IO
JIO3BOJISIE AMHAMIYHO BUAUISATH PECYpPCH BIAMOBIAHO 10 MOTped mporpamHoro 3adesnedeHHs. Lle
JI0TIoMarae CTBOPIOBATH CTAOLIbHI, BUCOKOIPOXYKTHBHI CEpeROBHUINA IS PO3POOKH Ta TECTyBaHHS,
ycyBaro4H iHQPacTPYKTYpHI BY3bKi MiCIIs Ta 3a0€3Me4UyI0UH IUTaBHY pOOOTY HaBITh ITiJ] 9ac MIKOBUX
HaBaHTaXXEHb.

ABtomarusamis npoueciB i minTpuMka CI/CD y XMapHHX cepeloBHINAX IO3BOJSIOTH
ABTOMAaTHYHO BUKOHYBATH 30MpaHHs, TECTYBaHHS i PO3TOPTAaHHS 3aCTOCYHKIB, CKOPOUYIOUH LIHKII
JIOCTaBKH Ta 3MEHIIYIOUM KUIbKICTh MOMMIOK. Pa3oM i3 BOynOBaHMMH MeXaHi3MaMH Oe3NeKn —
TaKUMU K KepyBaHHS iieHTUdiKaliero, 30epiraHHs CeKpeTiB, KOHTPOJIb BiIMOBIAHOCTI Ta 3aXUCT Mif
yac BUKOHAHHs — ¢ 3a0e3Meuye MOXKIIMBICTh IHTErpyBaTu Oe3leKy Ha paHHIX eTamax po3poOKw,
3HIDKYIOUM PH3UK KPHTHYHHX YypasnuBocTed. KpiM Toro, xmapri miatopMu MOKpPaIlyloTh
CHIBIpAII0 3aBJSKH ILIEHTPAII30BaHMM CHCTEMaM KOHTPONIO BepCii 1 BIICTEXXEHHIO 3ajady y
pearbHOMY daci, IO TIOJETIIye B3a€MOJII0 BiJJaJeHUX KOMaHZ. IHCTpyMEHTH MOHITOPHHTY Ta
JKYpHAITIOBaHHS B PeajbHOMY 4aci NMiICHIIOIOTH Ii IepeBard, 3a0e3ledyloud paHHE BHSBICHHSI
IHIIMICHTIB 1 IPOAKTUBHE pearyBaHHs Ha MPOOIEMH MPOIYKTHBHOCTI.

ExoHOMIuHa e()eKTHBHICT TAaKOX € BarOMHM apryMEHTOM Ha KOpUCTh xmapHoro SDLC.
Mopeni ortatyu 3a GakTHYHE BUKOPUCTAHHS 3HIKYIOTh CTApPTOBI BUTPATH Ta JIO3BOJISIIOTH THYYKO
PO3MOAUIATH OFO/IKET BIAMOBIAHO 10 PEaIbHUX MOTPEO MPOEKTY.

Pa3om i3 TiM, xmapHO-opieHTOBaHMiT SDLC CynpoBOKY€EThCS HU3KOIO BUKIHKIB. OHAM i3
HuX € vendor lock-in, KOIHM 3aJIeKHICTH BiZi OKPEMHX CEPBICIB YCKJIAQJHIOE MOAANBIIY MIrpariio.
CknagHicth KOHDIrypailiid, HediTKe po3yMiHHS MOJIENi CIUIBHOT BiIOBIIANLHOCTI Ta AUHAMIYHICTD
XMapHHX CEepPEeJOBHII CTBOPIOIOTH JOAATKOBI PH3MKH. SIKIIO HE 3IiMCHIOBATH pETYISAPHOTO
KOHTPOJIIO PeCcypciB, BUTPATH MOXXYTh 3pOCTaTH HemependadyBaHo. KpiMm Toro, HeoOXimHiCTb
IHTErpyBaTH Ta MIATPUMYBATH BEJMKY KUIbKICTh IHCTpYMEHTIB BUMArae IiBHAIICHOT KBamiikaii Ta
amanranii komaun. Ilepexin 1o XMapHUX METO/IB PO3POOKH YacTo NOTpedye 3MiH Y KyJIbTYpi, pOJIsSX
i mporecax.

Xwmapauit  SSDLC  BuUpi3HSA€TbCS MORYJIBHICTIO: OpraHisamii MOXYTh IIOCTYIOBO
BIPOBA/PKYBAaTH OKPEMi CEpBICH, He 3MIHIOIOUM BECh XXUTTEBHI IMKJI ofHovacHO. Hampukian,
MOXHa BHKopHcTOByBaTH XMapHi IDE n1ms po3poOku, 30epiraroun JIOKadbHI KOHBEEPH;
3aCTOCOBYBAaTH XMapHE TECTYBaHHs 0e3 IepeHeceHHs pero3uTopiiB; BpoBaukyBatu [aC nuie s



OKpeMuXx mifcucteM. Takuid MiAXix MiHIMI3ye PH3UKU Ta TO3BOJISIE KOPUTYBATH TEMI MOJEpPHi3amii
BIZIMOBITHO 110 Oi3Hec-OTPe6.

Y3aranpHIOIOYH, JOCHTIIPKEHHS MMOKa3ye, mo mepexix ao xmapHoro SSDLC e He smme
TEXHOJIOTIYHOI0 Mirpaliero, a CTpaTeriyHor TpaHchopMalliero mporeciB po3podku. XmapHi
IHCTPYMEHTH 3a0e3MeUyI0Th KOMaHM THYYKICTIO, CTIMKICTIO i PO3IMIMPEHUMH 3aco0aMu Oe3IeKH,
ajie OJIHOYACHO BHMAraloTh €BOJIOIII MPAKTHK, HABUYOK 1 MIAXOMIB. YCIIX 3aJIeXHTh BiJ TOTO,
HACKUIBKM e()EeKTHBHO OpraHi3awii 3MOXyTb IO€HATH {HHOBALIl 3 KOHTPOJIEM, MOAYJIbHICTh — 3
IHTETPOBAHICTIO, A MIBHJIKICT — i3 Oe3mexor0. XMapa 3aIHIIA€ThCs TOTYKHUM 1HCTPYMEHTOM, aje
il eheKTUBHICTH BU3HAYAETHCS THM, SIK CaMe BOHA BUKOPHCTOBYETHCS. Y TOJAIBIINX JOCIIPKSHHIX
JOLUIFHO 30CEPEANTHCH Ha KUTBKICHOMY BUMIiPIOBaHHI BIUIMBY (HATIPHKIAL, 3MEHIICHHS KITBKOCTI
BPA3JIMBOCTEH, CKOPOYEHHs 4Yacy penidy, 3HW)KSHHs BUTpaT HAa MOMMIKH) y PI3HHX XMapHUX
CIIEHapisfX, a TAKOXK HA BUBUECHHI KyJIBTypH i HaBYaHHS KOMaHJ Y KOHTEKCTI XMapHUX Oe3MeUHmX
PpO3po0OK.
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